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	Executive summary 
	This document provides some views regarding the alerts messages communicated via SSN as an index server. However the role of European Index Server (EIS) as a proactive server has to be reconsidered in view of the discussion for the future evolution of SafeSeaNet (SSN) as a proactive system.

	Action to be taken
	As per paragraph 4

	Related documents
	a. SSN 4/3/2 document
b. Paragraph 3.4 of SSN 4 minutes


1. INTRODUCTION

The SafeSeaNet group during the SSN 4 meeting agreed that EIS is currently the only tool that may facilitate implementation of the paragraph 2 art.16 of the Directive that states that:

“Coastal stations holding relevant information on ships referred to in paragraph 1 shall communicate it to the coastal stations concerned in the other Member States located along the planned route of the ship”.

Furthermore the SSN group decided that EMSA would further analyse the proposal in terms of technical implications both to the EIS and the M.S. national applications.

2. ISWG ANALYSIS

The analysis of the alert distribution is taking into considerations two facts:

a. EIS is an index server and it is the interest to remain as such. Therefore, any possible proposal concerning the alert message distribution has to be based on the assumption that the EIS would continue to act as an index server.

b. Without changing the role of EIS as an index it is of interest to all the SSN participants to examine the possibility of making EIS more proactive in the future. In that respect, EIS should have the capacity to store information and provide intelligent solutions (e.g. determine the list of SSN users to alert upon receipt of a notification for an incident). The role of EIS as an index/proactive system should depend on the goal and purpose of the information. 

2.1. Communication of alert messages via EIS as an index

Based on the current situation the role of EIS is limited to receiving alert notifications from the Member States, storing these notifications to the central index database and forwarding notification details to recipient(s) upon request. The XML Ref. Guide v1.62 defines the set of XML messages to be deployed for sending alert incidents and requesting for alert incident details from the EIS. The XML specifications for the alert messages, constraint the EIS functionality and supports its role as an index server instead of a proactive server. 

To become alerted of an incident that occurred, a SSN participant is required to trigger the procedure to request for the incident details from the EIS. The following two option apply:
a. Using the XML interface: The member states shall request for alert notification details from the EIS by posting request messages. Requests could be send to EIS on a recursive loop at a predefined time interval to be defined by the member state. The entire valid incident reports that arrive at the EIS are instantly available to the SSN participants. 

b. SSN Web application provides an advanced search mechanism to enable the SSN user to:

· Search for incidents in his/her area of interest.

· Search for incidents of a specific vessel.

· Search for the combination of Notifications and incidents reported to the EIS for a specific vessel.

When selecting the vessel and the type of the incident the Web application displays the relevant information.  

No technical considerations are identified for EIS and the member states other than those specified in the XML Ref. Guide v1.62 that defines the XML messages to be deployed for the notification/request/response of messages concerning alerts. 

2.2. Alert distribution via EIS as a proactive system

In view of making EIS a more proactive system in the future, several prerequisites must be addressed:

· Determining the list of recipients.

· Distributing the alert message to the recipients.

· Defining the acceptable delay for the receipt of an alert message.
2.2.1. Determining the list of recipients

The list of recipients for an alert message shall be determined by EIS based on:

· The areas of responsibilities covered by the authorities participating in SSN.

· The planned route of a vessel.

To accomplish this, the capacity of EIS should be extended to store relative information in order to determine the recipients.

2.2.2. Distributing the alert message to the recipients

SSN Core will carry out the main processing of the Alert message distribution and thus the XML Interface will be deployed for the transmission of the messages from EIS to the member states. The following figure outlines the flow of Alert message distribution.



















The Reception of an Alert notification and its Distribution to the list of recipients is described bellow:

Step 1. SSN Core receives from a NCA or LCA, an alert notification MS2SSN_Alert_Not. The MS2SSN_Alert_Not contains all the information on the alert event, as well as information about the recipients of the message.

Step 2. SSN Core places in a queue the MS2SSN_Alert_Not and creates alert messages SSN2MS_Alert_Not to be distributed, one for each of the recipients;

Step 3. SSN Core sends the SSN2MS_Alert_Not messages to the recipients: a) if the mission is successful then SSN will receive a HTTP 202 as response from the recipient b) in any other case (not successful mission) the message will remain in the Queue and SSN Core will try to recent it.

Step 4. How much time the SSN2MS_Alert_Not message will remain in the Queue as well as how many times SSN will try to recent the message, will be parameters that should be determined from the interested parties (EMSA, member states).

An originator can send the Alert message to EIS using either the XML or the Web interface. The logic of determining the list of recipient lies within EIS that will broadcast the alert message to the member states. 

2.2.3. Defining the acceptable delay for the receipt of an alert message

The member states must decide the acceptable time delay for alert message distribution. More specifically, define the acceptable time that goes by from the occurrence of an incident to the alert of the member states that the incident occurred. 

2.2.4. Technical considerations

Concerning EIS: XML Ref. Guide must specify the new Alert notification messages:

· MS2SSN_Alert_Not with the list of recipients.

· SSN2MS_Alert_Not, one message will be send to each recipient.

This will also affect the “ssn.xsd” XML Schema. The database schema design must also consider the contents of the Alert message.

The XML Interface must accommodate the role of SSN as a broadcaster. Due to the nature of the communication it is of primary importance to consider persistent queues.

The Web Interface could accommodate the sending of the Alert messages to multiple recipients. The end users with the access right (inherited by the role they are assigned) to send Alert notifications will feel in the details in a Web page according to the incident type and will transmit the message with one click on the Send button. The advantages of this implementation are that all the users will connect to one site, use the same reference data to identify the recipient authorities and instantiate the broadcasting process automatically. 

Amongst the pros of this solution is that the member states are not required to implement any additional functionality.  

Concerning the Member States:  The XML interface must accommodate the sending of the new Alert message and the receipt of an Alert notification message being transmitted by EIS. This translated to additional implementation on their behalf.
3. ISWG PROPOSAL

For the time being the alert messages will be communicated via EIS as an index server as specified in section 2.1 of this document An alert originator must notify EIS when an incident occurs. The recipients must consult either the Web interface on a regular basis for incident of specific vessels in their area of interest or they should request for alert notification details from EIS by sending XML request messages on a frequent time frame.
For the future evolution of EIS we shall consider upgrading its role to become a proactive system that also maintains its role as an index. All the routing and knowledge about where data is located will be stored within the EIS. Alert messages will be distributed via EIS that should become intelligent enough, based on the available information, to determine the list of recipients.
The realisation of such a solution requires a feasibility study to be contacted by EMSA to examine amongst others the prospects, technical solutions/implications and effort required.

During the ISWS meeting, the participants noted the following concerning the upgrade of EIS to a proactive system in the future:

· The proposal to make EIS more than just an index server does not redefine the role of the EIS but merely makes it better.
· Coastal stations do not necessarily have the capacity and capability to determine the list of recipients located along the planned route of a vessel. Thus, in order to assist the coastal stations and the member states in general, it should be the task of the EIS to determine who will be alerted. 

· The capacity of EIS should be extended to store information about authorities within EU and their areas of responsibility, thus making it possible to identify the authorities that lie within the planned route of a vessel.

Sweden recommends that for each Member State there should be only one endpoint that will be alerted by EIS and in turn will distribute the information to any local authority. In this way at the occurrence of an incident EIS will alert the endpoints of all the Member States along the planned route of the vessel. This approach makes maintenance of the system much easier.
4. ACTION REQUIRED

The Member States are invited to note the above proposal and to take appropriate decisions.  
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