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STATUS AT NATIONAL LEVEL

Member States replies 
Submitted by EMSA 
	Executive summary 
	This document presents reports received from Member States and aims to introduce form of reporting



	Action to be taken
	As per paragraph 3

	Related documents
	a) SSN 3/5/1 document

b) Replies of the M.S. 


1. Introduction

At SSN 3 the Member States to provide EMSA with brief information regarding national status of SafeSeaNet implementation. The reporting should be performed by all Member States every 4 months period following the format below: 
Date:

Origin:

Time period:

1- System Status

· Compliance with the Directive 2002/59

· National organisation status: 

i. Operational, Under Test, Further development

ii. NCA status

iii. LCAs status

iv. Planning for new LCAs

· Future development 

2- Activity

· Results of messages exchanged with SSN

i. Port Notification

ii. Hazmat Notification

iii. Others

3- Performances

· System availability 

i. NCA

ii. LCA

· Reports on anomalies

4- Other significant action 

2.    National Status Summary
The replies received from Members States are indicated in the attached Annex I. 
3. ACTION REQUIRED

The Member States are invited to note the above information. 
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2- Activity



1- System Status

National organisation status

Remarks

see attached document

Department of Merchant Shipping



Compliance with the Directive 2002/59

Cyprus Ports Authority



Name of Authority Address

Date:

Origin:

Time period:

20 March 2006 

Department of Merchant Shipping/limassol.Cyprus



status* e-mail

23,Crete str.,CY-1061Nicosia



Kyllinis street,Mesa Geitonia,CY-4700 Lemesos

3 - Other significant action



Results of messages exchanged with SSN

Security 

Number of :

Port 
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Reports on anomalies

Hazmat 

Ship 

Alert



availability

oth



2- Activity



1- System Status

National organisation status

Remarks



Finnish Maritime Administration



Compliance with the Directive 2002/59



Name of Authority Address

Date:

Origin:

Time period:

07/02/2006

Finnish Maritime Administration

January 2006

status* e-mail



Porkkalankatu 5, 00180 Helsinki

3 - Other significant action

We carried out thorough commissioning tests in January 2006 regarding the following messages: 

- Port notification, Hazmat notification, Hazmat request/response messages



Results of messages exchanged with SSN

Security 

Number of :

Port 
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3 - Other significant action

The new NCA system based in the MRCC Ostend is in test and will be commissioned and operational from June 1st 2006 (SafeSeaNet operational commissioning tests for SSN are foreseen from 05/2006). Sending of Ship Notifications based on AIS information is currently in test (training environment using XML interface). Automatic sending of the Port Notification messages, based on the information gathered from the 4 Flemish Seaports (LCA's) using the Central Broker System (a regional maritime XML-based information network between LCA's in the Scheldt region and the NCA) is foreseen in test from 03/2006. Sending Hazmat notifications will be in test from 04/2006. Hazmat replies using XML will be implemented further in 3Q2006 to allow electronic sending of Hazmat cargo manifest information by XML reply messages. Automatic sending of Alert Notifications based on SAR actions initiated/terminated by the MRCC Ostend will be operational in 3Q2006 (in test 2Q2006). All messages will be implemented using the automatic XML int



Results of messages exchanged with SSN

Security 

Number of :

Port 

Tests foreseen from 04/2006.

John Kennedylaan 32, 9042 Gent, Belgium

Havenhuis, Entrepotkaai 1, 2000 Antwerpen, Belgium



Kantinestraat 3, 8400 Oostende, Belgium

status* e-mail

Slijkensesteenweg 2, 8400 Ostende, Belgium

Vandammehuis, Isabellalaan 1, 8380 Zeebrugge, Belgium

Date:

Origin:

Time period:

20/03/2006

Belgium

1Q 2006

Port of Ostend

Port of Zeebrugge

Name of Authority Address

Port of Ghent

1- System Status

National organisation status

Remarks



Ministry of the Flemish Community, Shipping Assistance Division



Compliance with the Directive 2002/59



2- Activity

Port of Antwerp



availability

oth



Remarks

Tests foreseen from 03/2006.

Test sessions for Ship Notification messages started on 16-Mar-2006, using the XML interface on the SSN central Training environment. Na anomalies to be reported yet.

Reports on anomalies

Hazmat 

Ship 

Alert

Tests started from 16/03/2006.

-

Tests foreseen from 05/2006.
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3 - Other significant action

SSN system is under construction. Web  interface for reporting will be finished in few weeks. Work has commenced on XML interface through internet with CIS. System completion expected early 2007. AIS system covering 85 % of the coast line is up and running. AIS system completion in  August 2006



Results of messages exchanged with SSN

Security 

Number of :

Port 



Vesturvor 2,  200 Kopavogur

status* e-mail

Skogarhlid 14, 105 Reykjavik



Date:

Origin:

Time period:

March 10th 2006

Iceland

October 2005 to March 2006

Maritime Traffic Center



Name of Authority Address



1- System Status

National organisation status

Remarks

System is under construction

Icelandic Maritime Administration



Compliance with the Directive 2002/59



2- Activity



availability

oth



Remarks



Reports on anomalies

Hazmat 

Ship 

Alert
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631 11

27 15

15 7
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Reports on anomalies

Some problems in requesting datas.  Intrsoft is analizing the problem.

3 - Other significant action



Security 



Alert



Results of messages exchanged with SSN



Number of : Remarks

Port 



Hazmat 



Ship 



2- Activity



availability

oth

NCAITROM1  Viale dell'Arte 16 – 00144 Roma



Name of Authority Address e-mail status*

Time period:

01/01/06 – 16/03/06

1- System Status



Compliance with the Directive 2002/59



Remarks



National organisation status



Date:

16/03/06

Origin:

Italy
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Notifications Requests

6722 (3991 with OK receipt)

5096 (2421 with OK receipt) 22 (9 with OK response)

41031 (38246 with OK receipt)

0

0

Remarks

Has been operative during the holde period

None

Reports on anomalies

Hazmat 

Ship 

Alert

Has been operative since 6 Feb 2006 (notification only)

Will be implemented during Q2 2006

Will be implemented during Q2 2006

availability

oth



2- Activity



1- System Status

National organisation status

Remarks



Norwegian Coastal Administration



Compliance with the Directive 2002/59

NONE



Name of Authority Address

Date:

Origin:

Time period:

13-Feb-06

Norway

1. October 2005 - 12. February 2006

status* e-mail



Box. 466, 5501 Haugesund, Norway

3 - Other significant action

None



Results of messages exchanged with SSN

Security 

Number of :

Port 

Has been operative during the holde period
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imarpor@mail.telepac.pt XML Testing
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portosdamadeira@apram.pt Web Interface

2 See Additional info sheet XML Testing
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Notifications Requests

Free tests with EMSA - Ok Tests with EMSA - Not Ok

Free tests with EMSA - Ok Tests with EMSA - Not Ok

3 - Other significant action

The implementation of the Ship and Alert messages are being studied in the scope of the Portuguese Mainland VTS System, under instalation, and are expected to be in 

production with the begining of the operation of the VTS System in 2008.

Some Port Authorities (LCA's) have used the Web Interface to introduce Port and HAZMAT Notifications, as well as for information request without major problems.



Results of messages exchanged with SSN

Security 

Number of :

Port 

Problem in Request messages reported in 06.Feb.2006 and under evaluation with EMSA



Edifício Vasco da Gama, Rua Gen.Gomes Araújo, 1399-005 Lisboa

status* e-mail

Av. Sá Carneiro n.3, 4 e 5,  9004-518 Funchal

See Additional info sheet

Date:

Origin:

Time period:

February, 2006

IPTM - Institute for Ports and Shipping, Portugal

November 2005 - February 2006

Autonomous Region of Madeira Ports Authority

All other Port Authorities

Name of Authority Address



1- System Status

National organisation status

Remarks

System under testing in order to comply with the Articles 4, 13 and 14 of Directive 2002/59 (Port and HAZMAT Messages)

IPTM - Institute for Ports and Shipping



Compliance with the Directive 2002/59



2- Activity



availability

oth



Remarks

Problem in Request messages reported in 06.Feb.2006 and under evaluation with EMSA

See above Remarks. Detailed information about the detected problem was requested and provided to EMSA (See Service call ID: SSN-159). Presently IPTM and it's contractor are working with the IT services of EMSA and INTRASOFT in order to solve the problem as soon as possible. We expect to request the Comissioning Tests very soon.

Reports on anomalies

Hazmat 

Ship 

Alert


[image: image9.emf]Yes No

X

24/7 8/7 8/5

NCA

koper.mrcc@gov.si Op X

LCA

N/A N/A

2

3

4

5

6

7

Notifications Requests

151 3

43 2

301 1216

0 0

0 0

3 - Other significant action

Negotiations take place to establish a data-exchange network in XML format with the Port of Koper, Ship's Agents and our NCA (MRCC Koper) in regard of gathering data 

needed for the SSN (specialy HAZMAT Notifications). Our national TESTA Coordinator ensured us to establish a link over the TESTA network

between NCA Slovenia and the SSN index server for the future SSN XML data-exchange. We are still reconfiguring our existing ship's data bases, so they can

be used as a source for data required for the generation of SSN XML notifications.



Results of messages exchanged with SSN

Security 

Number of :

Port 

from 01.02.2006 till 01.03.2006, web interface only



Ukmarjev Trg 2, SI-6000 Koper, Slovenia

status* e-mail

N/A



Date:

Origin:

Time period:

01 March 2006

Slovenia, NCA - MRCC Koper

4 months

N/A



Name of Authority Address



1- System Status

National organisation status

Remarks

None

Slovenian Maritime Administration



Compliance with the Directive 2002/59



2- Activity



availability

oth



Remarks

from 01.02.2006 till 01.03.2006, web interface only

Notification difficulties due to known bug at the SSN EIS concerning mismanagement of connections. (Helpdesk solved difficulty with a Restart of the System)

Reports on anomalies

Hazmat 

Ship 

Alert

from 01.02.2006 till 01.03.2006, web interface only

from 01.02.2006 till 01.03.2006, web interface only

from 01.02.2006 till 01.03.2006, web interface only
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3 - Other significant action



Results of messages exchanged with SSN

Security 

Number of :

Port 



status* e-mail



Date:

Origin:

Time period:

01/03/2006

Portel   -   Spain

From 14/11/2005  to  28/02/2006



Name of Authority Address



1- System Status

National organisation status

Remarks

On gonig:   Waste declarations

Transports Secretary (Ministerio de Fomento)



Compliance with the Directive 2002/59



2- Activity



availability

oth



Remarks



Reports on anomalies

Hazmat 

Ship 

Alert
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3 - Other significant action



Results of messages exchanged with SSN

Security 

Number of :

Port 



SOK Postboks 483 - 8100 Aarhus C - Denmark

status* e-mail



Date:

Origin:

Time period:

20. March 2006

Denmark  - NCA

21. sep 2006 - 20. March 2006



Name of Authority Address



1- System Status

National organisation status

Remarks



Admiral Danish Fleet HQ



Compliance with the Directive 2002/59



2- Activity



availability

oth



Remarks



Reports on anomalies

Hazmat 

Ship 

Alert


[image: image12.emf]The Netherlands

SafeSeaNet Status

Date: 23/01/2006

Origin: André à Campo

Time period: Okt'05 - Jan'06

Authority NCA/LCA

Compliance 

2002/59 System status Future development

# Port 

not.

# Hazmat 

not.

# Ship 

AIS not.

# 

Alert 

not.

# 

Waste 

Alert 

Port of Rotterdam LCA

√

Operational, XML interface Details of notifications via XML in 2008 32,530 7,428 - - -

Port of Amsterdam LCA

√

Operational, input via webinterface XML interface in 2006 314 6 - - -

Groningen Seaports LCA

- Under test, commissioning test in sep'05 Operational in februari '06 - - - - -

Zeeland Seaports LCA

√

Operational, XML interface - 12,112 339 - - -

Port of Den Helder LCA

- Under test Operational in februari '06 - - - - -

Port of Harlingen LCA

√

Operational, input via webinterface - 101 1 - - -

Port of Scheveningen LCA

√

Operational, input via webinterface - 532 348 - - -

Netherlands Coastguard NCA

√

Operational, input via webinterface (Alert) and XML interface (Ship AIS) - - - 871,991 2 -

Shipping Inspectorate LCA

√

Operational, input via webinterface - - - - - 2

--------------- --------------- --------------- --------------- ---------------

Totals: 45,589 8,122 871,991 2 2

Total notifications: 925,706
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Requests

13 459   (                   with  OK receipt)

None

1 820     (                   with OK receipt)

None

4 887    (                   with OK receipt)

None

0

None

0

None

Remarks

We will test the request in the near future.



Reports on anomalies

Hazmat 

Ship 

Alert

We will test the request in the near future.



We have implemented it in our national system.

availability

oth

















2- Activity















1- System Status

National organisation status

Remarks

Hazmat- we will implement BC, IGC and IBC.

Swedish Maritime Administration







Compliance with the Directive 2002/59

None



Name of Authority

Address

Date:

Origin:

Time period:

03-04-2006

Sweden

October- April

status*

e-mail











Huvudkontoret, Box 

3 - Other significant action









Results of messages exchanged with SSN

Security 

Number of :

Port 

We will test the request in the near future.
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3 - Other significant action

AIS system has been established with 51 base stations around the UK coast providing guaranteed coverage within 30 mile of the coast. System due to go live with effect from 

31st March 2006. Consolidated European Reporting System contract,to support SafeSeaNet, out to tender. Contract expected to be in place by end of April for system delivery 

within Vessel Traffic Monitoring Directive requirements.







Results of messages exchanged with SSN

Security 

Number of :

Port 









Spring Place 105 Commercial Rd Southampton SO15 1EG

status*

e-mail





Date:

Origin:

Time period:

31st March 2006

UK Maritime & Coastguard Agency







Name of Authority

Address



1- System Status

National organisation status

Remarks



UK Maritime & Coastguard Agency







Compliance with the Directive 2002/59





2- Activity





















availability

oth
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Remarks





Reports on anomalies

Hazmat 

Ship 

Alert








SafeSeaNet Report on System Status, Activity and Performance
Date: 17/3/2006

Origin: Greece
Time period:

1. System Status 
1.1 Greek SafeSeaNet server has been connected to TESTA network since 06/10/2003.

1.2 The development of the first phase of the pilot SafeSeaNet project has been completed since 19/05/2004. 

The basic capabilities, among others, provided by the system are:

a) Send notification messages (MS2SSN.not) to the Core SSN Server based on Port, HAZMAT, Ship (MRS) & Ship (AIS) reports.

b) Receive from the Core SSN Server request messages (SSN2MS.req) for detailed information for HAZMAT, Ship (MRS) & Ship (AIS) messages.

c) Send to the Core SSN Server detailed information messages (MS2SSN.res) for HAZMAT, Ship (MRS) & Ship (AIS) messages after receiving the corresponding request messages.

Remark: Detailed information messages (MS2SSN.res) contain only test data, as regards the cargo carried by the vessels.

1.3 An official test circle of the system has been carried out on 29/5/04. During this test circle all the above mentioned capabilities of the Greek SSN system have been successfully tested and evaluated.

1.4 Greece has already started the process to upgrade the pilot SafeSeaNet project to the current version in order to curry out a new test circle.  
2. Activity

    ---

3. Performances
    ---
4. Other significant action 

In the light of the new legislative initiatives by the E.C., further development of the project is under examination from the competent authorities of our Ministry.  
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MSO/SSI/SNL_060316 DOCPROPERTY  Category  \* MERGEFORMAT 
SafeSeaNet Implementation

(SafeSeas Ireland)

Status at National Level SUBJECT  \* MERGEFORMAT 
	Prepared for:
	EMSA

	Prepared by:
	Greg Houlihan

	Date:
	16/03/2006

	Status:
	Final

	Version:
	1.0


2. System Status

2.1. Compliance with Directive 2002/59/EC

Ireland’s Department of Transport (DOT) is responsible for the design, development, deployment and management of Ireland’s SafeSeaNet implementation.  The DOT’s Marine Safety Directorate (MSD) will act as Ireland’s SafeSeaNet National Competent Authority.

Ireland’s SafeSeaNet implementation has been given the provisional title “SafeSeas Ireland” though this is subject to change at any time prior to the system’s commissioning.  

Important Note:

The SSI project was initiated under the auspices of Ireland’s Department of Communications, Marine and Natural Resources (DCMNR) in March 2005.   As of 1 January 2006, the DCMNR has transferred the Marine Safety Directorate to Ireland’s Department of Transport.

This reorganisation has caused a reprioritisation of project deliverables due to unresolved issues with regards to resource and budget allocation between the DCMNR and the DOT.  The project plan has shifted its emphasis on high-priority system functionality (e.g. the messaging user interface, AIS message delivery).  Underlying support modules (e.g. message metadata management) will be deferred until such time that resource and budget issues can be resolved between the DCMNR and the DOT.  At this time, there has been no specific date given for this decision.

The SSI system is designed to include the following features:

· Single point of contact (SPOC) message routing (the DOT MSD acting as Ireland’s NCA)

· Extranet deployment to LCA’s

· Handle MRS message delivering and receiving

· Handle AIS message receiving

· Send and/or receive all message types

· Notifications

· Requests

· Responses

· Port arrivals/departures

· Ship information

· Hazmat transport

· Security issues

· Alerts

· SITREP (incidents)

· POLREP (pollution reports)

· Waste reports

· Lost/found containers

· Others (miscellaneous)

· Messaging

· Composing (Drafts)

· Sending (Outbox)

· Receiving (Inbox)

· Message forwarding/sharing between Ireland LCA’s

· Automatic messaging

· Matching incoming requests to notifications

· Routing messages to relevant LCA(s)

· Message search engine

· Message threading

· Message history

· Message Metadata Management

· Message fragments (common message sections – e.g. message header, vessel info, positional data, navigation, voyage/itinerary, document links, etc.)

· Message frameworks (combining and sequencing fragments to fulfil message data requirements per SSN XML Messaging Reference Guide v1.60)

· User Management

· Registering LCA’s controlled by SSI Authority

· Managing LCA information (ID, password, contact information – e.g. e-mail address, phone, FAX, etc.)

· Vessel Information

· Single central vessel information database

· Ireland and international fleets

· All vessel classes

· Port Information

· Single central port information database

· Ireland and international ports

· UN LoCodes for all ports

· GIS coverage for Ireland ports

2.2. National Organisation Status

2.2.1. Operational, Under Test, Further Development

· Operational

· Scheduled go-live for SSI is set for April/2006
· SSI has been pushed back from original 10/03/2006 go-live date as reported in the last national status report due to the following issues:

· Reorganisation of Ireland governmental departments

· Difficulties encountered with TESTA network

· All SSI project plan dates noted in this national status report have been adjusted as a consequence of the noted issues

· Vessel and Port modules implemented February/2006
· Testing

· Testing of communications infrastructure (e.g. connecting to Central Index, sending test messages, etc.) 

· Test completion delayed until 20/01/2006 due to difficulties encountered with TESTA network

· Functional verification testing (FVT)

· Testing started 19/01/2006

· FVT completed 02/02/2006

· User acceptance testing (UAT)

· Testing started 20/02/2006

· UAT due to be completed 7/4/2006

· EMSA commissioning testing (per EMSA test plan v1.12)

· Testing due to commence 27/3/2006

· Testing due to be completed 7/4/2006

· Further Development

· Message metadata module

· Completed functional specifications

· Delivered to development 2/12/2005

· Development deferred indefinitely pending Departmental re-organisation decisions 

· Messaging module development

· Development completed 13/02/2006 (pushed back from original completion due date because of difficulties encountered with TESTA network)

· Bug-fixes on-going on foot of FVT/UAT test cycles

· Due for go-live April/2006

· Registered User Administration module

· Completed functional specifications

· Delivered to development

· Development completed 13/02/2006

· UI bug-fixes on-going on foot of FVT/UAT test cycles

· Infrastructure issues (e.g. extranet access to Department production server) to be resolved by 4/4/2004

· Due for go-live April/2006

2.2.2. NCA Status

· NCA responsibility for Ireland changed from DCMNR to DOT (01/01/2006)

· SSI go-live scheduled for April/2006 (pushed back from original 13/03/2006 date due to difficulties encountered with TESTA network and Departmental reorganisation)

2.2.3. Planning for New LCA’s

· General meeting with LCA’s held 15/2/2006 in Dublin

· Completed site visits to ports in Drogheda, Dublin, Waterford, Cork (27/2/2006 – 15/3/2006)

· Planned site visits to ports in Shannon, Galway (March/April 2006)

· Train-the-trainer session scheduled with LCA representatives for 27/3/2006

· LCA user registration to be handled by NCA (SSI Authority) via the User Management module (April/2006)

2.3. Future Development

Due to Departmental reorganisation and subsequent re-prioritisation of the SafeSeas Ireland project’s deliverables, the following list of functionality will be deferred to SSI “Phase II”.    Due to unresolved planning and budget issues, the timeframe for Phase II work cannot be given at this time.

· AIS Ship Notification messages (The Irish Coast Guard – IRCG – is due to complete a national AIS system by Q1/2007.  SSI design anticipates an indirect interface to the national AIS DB for the purposes of generating and sending AIS Ship Notifications/Responses to the Central Index.)

· Foreign vessel ID verification via click-thru processing (e.g. interfaces to Lloyds, SIRENAC, Veritas, etc.)

· Expanded self-service reporting facilities

· API to allow direct interface between IT-capable ports (e.g. Dublin, Cork, Shannon) and SafeSeas Ireland

· Message metadata management user interface

3. Activity

3.1. Results of Messages Exchanged with SSN

Note:

· Ireland has been sending test messages to the SSN central index since 14/10/2005

· Ireland will be sending test messages per the Commissioning Test Plan 27/3/2006

· The SafeSeas Ireland system is scheduled to go-live April/2006
	Message Type
	SSN2MS (Inbound) Messages
	MS2SSN (Outbound) Messages

	
	Requests
	Responses
	Requests
	Responses
	Notifications

	Port
	N/A
	
	
	N/A
	

	Ship
	
	
	
	
	

	Hazmat
	
	
	
	
	

	Security
	
	
	
	
	

	Alert (SITREP)
	
	
	
	
	

	Alert (POLREP)
	
	
	
	
	

	Alert (Waste)
	
	
	
	
	

	Alert (LFC)
	
	
	
	
	

	Alert (Other)
	
	
	
	
	


4. Performances

Not yet applicable (the SafeSeas Ireland system is scheduled to be commissioned April/2006)

4.1. System Availability

4.1.1. NCA

4.1.2. LCA

4.2. Reports on Anomalies

4.3. Other Significant Action

None

SafeSeaNet Report on System Status, Activity and Performance

Date: 20-03-2000
Origin: Lithuania

Time period: October 2005-March 2006
5- System Status

· Lithuania has started the implementation of the national infrastructure for data exchange strictly in accordance with the Interface Control Document, as it is set in the Annex 3 of the Directive 2002/59. In accordance with the Annex 3 of the Directive 2002/59 for implementing of the national infrastructure for data exchange the interface and the protocols described in the Interface Control Document, adopted by all Member Sates, are to be used.

6- Network organization

· In accordance with the Interface Control Document at national level, circulation of information between authorities may be organised in several different ways: when a Member State organises all SafeSeaNet data transfers through a single National Contact Point (NCP) and when there is no national network concentrating all information through one National Contact Point and the Member State organises connection to the central SafeSeaNet system through multiple points of contacts.

· Lithuania has resolved not to develop a national network concentrating all data through one node. At the level of the government it has been decided that the maintenance costs of the national network, which have to be covered from the budget of the state and all Lithuanian taxpayers is a high load for the state. Instead it has been decided to use the existing infrastructures of the Lithuanian ports. Therefore the multiple points of contacts (MPOC) solution has been implemented meaning that the only two ports in Lithuania act as separate points of contacts directly communicating with SafeSeaNet index server.
7- Interface and protocols used
· In accordance with the Interface Control Document SafeSeaNet provides two different interfaces to enable data providers and requestors to exchange messages with the SafeSeaNet system: the default browser-based web interface and the XML message-based interface.

·  Lithuania is using both interfaces for data providing:

i. One of the two ports – Klaipeda port – is improving its information system by implementing XML interface..

ii. The other port – Butinge Oil terminal – is using WEB interface.

· Lithuania is using only WEB-Interface for data requesting.

8- Acrivity and performance

· Klaipeda port will start providing port and Hazmat notifications to SafeSeaNet by the middle of year 2006, other types of notifications – by the middle of year 2007.

· Butinge Oil terminal has already started providing Hazmat notifications and by the middle of year 2006 is going to start providing also port notifications. Other types of notifications Butinge Oil terminal will start providing by the middle of year 2007.
SafeSeaNet Report on System Status, Activity and Performance

Time period: 0ktober 05 – March 06
1- System Status

- Compliance with the Directive 2002/59.  The GERMAN system is compliant with the Directive 2002/59.

- National organisation status:

i. Operational, Under Test, Further development

German national HAZMAT reporting is operationally. The system is used by VTS Centres and the Central Command for Maritime Emergencies Germany, also by shipowners and agents and by port authorities.

Ship owner and agents communicate with the central German system twofold

- in case of online declarations and

- for analyzing error-codes in given messages (contents in HAZMAT declarations)

Mainstream of message flow is realised via SSL connections to selected ports as communication centres.

ii. NCA status

The NCA of Germany is the ministry of transport, building and urban affairs. The Central Command for Maritime Emergencies Germany has been designated for operational tasks of SafeSeaNet Message type HAZMAT at national level.

iii. LCAs status

Germany has decided to apply the Single Point of Contact architecture for communication with SafeSeaNet central index server. No LCA of Germany will be connected to the central index server.

iv. Planning for new LCAs

none

- Future development

For the year 2006 the implementation of ship and port notifications to SSN core is planned.

Ship notification:

The national data exchange of Ship AIS and MRS data between VTS databases and the German central system (SPoC) is under test. In the next month it will be operational on national level.

Germany prepares at the moment the development of data exchange between German system and SSN Indexserver; commissioning test is planned in September 2006.

Port notification:

Germany developes currently the data interchange between harbours and SpoC regarding port notification messages. Test phase will be June 06, commissioning test in September 06.

National system performance:

In May 2006 Germany start the production with an high availability system with two knots on national level. The first system ( primary knot ) will be provided in a private hosting and the secondary knot ( fall back system ) will be integrated in the computing centre in Ilmenau.

2- Activity

- Results of messages exchanged with SSN

i. Port Notification

Germany develops currently the data interchange between harbours and SpoC regarding port notification messages. Test phase will be June 06, commissioning test in September 06.

ii. Hazmat Notification

Is realised

iii. Others

none

3- Performances

- System availability

i. NCA

Status of German system is high available. This means also high performance in message flow (minimized request and response times).

ii. LCA

none

- Reports on anomalies

none

4- Other significant action

None
Origin: Poland
1. SYSTEM STATUS

During EMSA SSN Workshop no 3 Member Sates have agreed to report on the national implementation of the SSN system, which should include the current status, the activity and performance and the recording of any possible deficiencies. The reporting should be performed by all Member States every 4 months period following the format provided in the document SSN 03/5/1, Annex I.

This document presents information regarding current national status of SafeSeaNet implementation in Poland.

 - NATIONAL STATUS & ORGANIZATION
SafeSeaNet National network in Poland is currently in OPERATIONAL phase and further development is scheduled for year 2006.

System is fully compliant with Directive 2002/59.

Poland joined the PRODUCTION SSN Environment on 03-Feb-2006. 

SPOC – Single Point of Contact approach is implemented.

Actual system implementation:

i. National Responsible Authority (MIN):

Ministry of Transport and Construction, Department of Maritime and Inland Transport

ii. National Competent Authority (NCA) – Maritime Office in Gdynia - National Contact Point
Authority Code:

NCAPLGDY1
Authority Name: 

Maritime Office Gdynia (Urząd Morski w Gdyni)

Production server: 
URL: ssn.vts-zatoka.pl located in Maritime Safety Centre (VTS Centre “Gulf of Gdansk”)

Application
Maritime Safety Information Exchange System (SWIBZ)

LOCODE currently serviced:
PLGDY, PLNOW, PLGDA (as per date of report)

Test commenced: 

02-Feb-2005

Server certificate received:
30-Jun-2005

Commissioning tests compl.
01-Dec-2005

Production site:

03-Feb-2006

iii. Local Competent Authorities (LCAs):
- Maritime Office in Słupsk

- Maritime Office in Szczecin

iv. No additional LCAs are planned
- FUTURE DEVELOPMENT

Future development schedules:

· connection of the rest of LCAs into the NCP SSN Interface is presently scheduled till 30-Jul-2006 by interconnection with Polish Harbours Information Control System (PHICS) future National database of  Hazmat and Port Notifications

· implementation of the other Alert and Security type of Notifications as per ICD after successful outcome of the commissioning tests mentioned in 3.ii.

1. ACTIVITY

i. The cumulative number of messages exchanged through SafeSeaNet  - PRODUCTION site during the reported period of time: 03.02.2006 – 17.03.2006 

	Notifications__
	Count__
	Country__
	Authority__

	AIS Ship Notification
	88890
	POLAND
	PLGDY

	Hazmat Notification
	405
	POLAND
	PLGDY

	Port Notification
	1409
	POLAND
	PLGDY


	Requests__
	Count__
	Country__

	Hazmat Request
	18
	POLAND

	Port Request
	14
	POLAND

	Ship Request
	115
	POLAND


ii. Commissioning tests of ALERT and SECURITY Notifications has been performed, awaiting for EMSA approval.

2. PERFORMANCES

i. The availability of the SSN XML Notification interface PRODUCTION phase 03.02.2006 – 17.03.2006 has been calculated as follows:

time required to be in operation (OTR)
1032 hrs

system downtime (DT)


    24 hrs

Note: Planned downtime has been caused by scheduled commissioning tests of ALERT and SECURITY Notifications on 15-17.02.2006

Therefore availability in reported period is calculated as:

A =  (1- (DT/OTR)) *100 =  97,67%
ii. The number of anomalies detected and reported to the INTRASOFT helpdesk and EMSA:

· Call ID SSN-162

· Call IS SSN- 186 (in progress)

3. ACTION REQUIRED

EMSA and the Member States are invited to note the above mentioned information.
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French vessel traffic monitoring and information system
Trafic 2000

Date: March 27" 2006
Origin : France - Ministére des transports, de 1’équipement, du tourisme et de la mer

Time period : 2004-2006

1- System status

- Compliance with the Directive 2002/59

Compliance with SafeSeaNet : February 1% 2005.

- Compliance with IMO Resolution

WETREP : July 1 2005 in compliance with IMO Resolution MSC 190(79) December 6" 2004

- National organisation status :

i

Operational, Under Test, Further development

Trafic 2000 is a dynamic ship database, fully based on XML specifications.

- Fully operational since October 5™ 2004 for 5 Centres Régionaux Opérationnels de
Surveillance et de Sauvetage (CROSS) which combine SAR + navigation survey (coastal
VTS and MAS) + pollution survey + fishing survey + maritime safety information + ships
security information.

- Connexion with 3 maritime Prefectures (Cherbourg, Brest, Toulon).

- Connexion with major ports: Le Havre, Dunkirk, and Bordeaux.

- 3 customs operational centres linked

- MRCC Ostende linked by WETREP application.

National Competent Authority status

- NCA: SAR and Navigation Survey Office of Maritime Safety Division (Maritime
Affairs Department).

This office assumes on behalf French State the responsibility of Trafic 2000 management.
It is in charge to verify and maintain the national network and procedures complying with
the requirements as described within the SafeSeaNet Interface Control Document.

- Single Point Of Contact: “Cellule Info Trafic” (Information Traffic Unit) implemented in
CROSS Jobourg is the single point of contact in charge of handling and exchanging the
SafeSeaNet message with European Index Server, and with other national Information
Systems. Cellule Info Trafic is subordinated to NCA (SAR and Navigation Survey Office).
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iv.

Local Competent Authorities status

- LCA: 5 Centres Régionaux Opérationnels de Surveillance et de Sauvetage ate in
charge of operational navigation survey in their respective area of responsibility. CROSS
are the competent coastal stations in charge of receiving masters’ reports of incidents and
accidents at sea as required by directive n°2002/59/CE (art. 17), and transmit these
information to maritime prefecture.

- 3 maritime prefectures are the competent authorities who may take all available
measures in the event of a threat to maritime safety and the protection of the environment,
within the framework of international law and directive n°2002/59/CE.

-3 ports (Le Havre, Dunkirk, and Bordeaux).

Protocols precise rights and responsibilities of each party, i.e. maritime affairs department
and party connected. Protocols define security and confidentiality of the information
system.

Planning for new Local Competent Authorities

Other major ports will be connected in accordance of directive n°2002/59/CE.

- Future development

Next evolution of Trafic 2000:

Maintenance evolution : April 2006.
Include AIS Information in Trafic 2000 (Interface between SPATIONAV and Trafic 2000):

Summer 2006.

INGRID : Trafic 2000 application for Port State Control needs in 2008.

Combined information of Trafic 2000, SIRENAC and ports information systems for PSC officers.
INGRID aims to improve ship targeting for Port State Control, provide aggregate information on
ships related to safety and security, provide information on ship call, estimated time of arrival and

position in ports.

2- Activity

- Results of messages exchanged with SafeSeaNet

i

Port Notifications
The informations of Port Notifications of Dunkirk, Le Havre and Bordeaux, are available

in Trafic 2000 but SafeSeaNet version 1.82 is not yet able to recover them.

Hazmat Notification
The informations of Hazmat Notification are available in Trafic 2000 but SafeSeaNet

version 1.82 is not yet able to recover them.

Others
The informations of ship Mandatory Report System (MRS) of the 3 French Coastal VTS are

available in Trafic 2000 but SafeSeaNet version 1.82 is not yet able to recover them.
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Several SafeSeaNet shortcomings are under correction (versions 1.81, 1.82, 1.83).

Version 1.83 of SafeSeaNet should resolve some anomalies (see below)

Tests of automatic exchanges between Trafic 2000/ SafeSeaNet will be made at the beginning of April

2006.

3- Performances
- System availability

i National Competent Authority
Trafic 2000 NCA is available more than 99,5 %, 24 hours/24, 365 days/year

i Local Competent Authorities
Trafic 2000 LCAs is available more than 99,5 %, 24 hours/24, 365 days/year

- Report on anomalies

2 major anomalies of SafeSeaNet are currently identified that do not allow exchanges between Trafic
2000 and SafeSeaNet:

Anomaly SSN-27 : SafeSeaNet does not check the rights of the applicant to have information (in fact,
a port can by questioning SSN recover information bound for any other port). It is not possible to

check that this exception is treated correctly.

Anomaly SSN-103 : SafeSeaNet Web Application scems not to meet the requirements in case of
details are given by a document. As said in XML Reference Guide p44, SSN has first to download the
document and then to send it back in a Base64 format. The reason is to allow each Authority to
provide documents on a secure server reachable only by SafeSeaNet server (acknowledged by means
of PKI) and not on an opened server world wide access. By the way SafeSeaNet Web
Application currently works, all the SITREP, POLREP, ... notified by Trafic2000 has fo put on a
folder which can't be secure and consequently, anybody all around the world is able to get them at any

time.

4- Other significant action

Technical projects to improve Navigation survey :

SPATIONAV program is a French Navy program in close cooperation with Maritime Affairs
Department to implement AIS coastal stations in the 3 CROSS (Corsen — Jobourg — Gris-Nez)
of the Channel in Spring 2006, and a full AIS coverage in 2007.

New radar chain in the Channel : implementation by Maritime Affairs Department of new
radars in CROSS Corsen — Jobourg — Gris-Nez, combined with AIS coastal stations to improve
navigation survey of Ushant, Casquet and Dover Traffic Separation Schemes.

Project to establish radar in Guernsey Island and at Raz cape (Brittany) to improve the range
of radar survey by 2009.




