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	Executive summary 
	This document illustrates in brief, the current status of SSN and presents EMSA short and long term strategy. In addition it presents the intended actions for development of SSN Version 1.9. 

	Action to be taken
	As per paragraph 4 

	Related documents
	a. SSN 4/6/2 document
b. Paragraph 6.2 of the SSN 4 minutes 




1. INTRODUCTION
DG TREN handed over the SafeSeaNet system to EMSA on October 2004 at version 1.4. SafeSeaNet is now at version 1.82, including 111 corrections provided by our external contractors under EMSA E1 supervision. The system is quite stable, most of the bugs have been corrected and the response time has improved. SafeSeaNet is now a good prototype in use by MS. It provides us with the tool and feedback upon which to construct a better version.

Despite the effort employed in correcting the SSN core, the current version does not provide a guaranteed capability for SSN to support the increasing activity generated by MS. Two audits of the SSN system (in March and May 2005) concluded that urgent action was needed in order to avoid serious problems with the system and interruptions of service. 
There is an urgent need to implement the corrections as recommended by the audit.
The chart below shows the status of the Member States in SSN on 31-12-06:
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System Status



Countries in Production (XML interface): The NETHERLANDS (Groningen, Den Helder, Rotterdam, Zeeland), NORWAY, SPAIN, MALTA and POLAND.
Countries having performed Commissioning tests but still not exchanging data through the training system: FINLAND, SWEDEN and GERMANY.
Countries exchanging data through the Web Interface: PORTUGAL, LITHUANIA and SLOVENIA.
2. EMSA PROPOSALS

A two step strategy is proposed:
a.  Short term policy 

The short term policy for SSN (2006/2007) aims at:

· Correcting the core of the current SSN application (see annex I) in order to resolve the deficiencies in architecture and design in a reliable and robust manner for continuing the SSN activity on the long term and support future developments (version V1.9). That release will not modify the initial strategy of the system and will not impact upon the existing functional specifications of SSN as described in the XML Messaging Reference Guide on which Member States’ users have constructed their own interfaces. 
· Finalising the ICD and all of the reference documents (XML Guide, SSN test plan, SSN network and security Guide etc.)

· Assisting Member States implement their national systems for the basic reports including port, HAZMAT and ship notifications (AIS and MRS data). 

b.  Long term policy 

The long term policy for SSN (2008+) aims at:

· Further development of SSN V.2 based on a robust system (SSN V1.9);
· Integrating the third maritime package recommendations;
· Investigating further development of SSN as the only E.U. and Member States’ network for collection and exchange of information related to maritime safety, security and protection of the maritime environment;
· Including new messages like the waste, security etc.;
· Ensuring that all Member States are fully operational in accordance with the objectives of SSN; and
· Applying fully the single window concept. 

3.  SSN V1.9 ACTION PLAN
To implement the recommendations of the audits and ensure the system continues to operate, EMSA suggests the following planning items:
a. Continue exploiting SSN and encouraging Member States to enter in production. For that, three sites (test, training and production) are operated and maintained. A SSN simulator will be implemented. 

b. Engage the short term correction (V1.9) in accordance with the following dates:

· September 2006: delivery of the release on the test site

· October to December 2006 : System Evaluation and Validation

· January 2007: deployment of V1.9 on the production site.
c. Based on the stabilized structure of SafeSeaNet, a new version (SSN V.2) integration of new functionalities as described in the above paragraph 2.b will be launched in 2007, with the objective of achieving deployment by 2008. 
4.  ACTIONS REQUIRED
Member States are invited to consider the above and take appropriate action. 

Annex I - Short-term solution : Re-design SafeSeaNet applications

In order to resolve the deficiencies of the current implementation in a reliable and robust manner, EMSA proposes the complete re-design and re-implementation of both the applications and the persistence logic of the application taken over. During the re-design process, the following general implementation principles will be employed:
· Absolute application compliance to the J2EE platform (at least J2EE 1.3), achieving complete independence from application server providers. 

· Usage of frameworks for simplifying the development stage and better maintenance of J2EE applications.

· Usage of high quality and popularity (widely accepted) open source development tools and frameworks. 

· Simple usage of unit and/or functional tests applied to the entire application or discrete parts of it.

As for the run-time platform, it is proposed to maintain the same RDBMS version, and to advance to the next version of the application server (BEA Weblogic 8.1), in order to gain a J2EE 1.3 certified environment that uses the superior JDK 1.4.

Three modules will replace the currently deployed modules, namely SSN-Core and NCA Web Simulator, as described bellow:
· SSN-Core: The SSN-Core will be the implementation of the defined XML interface of Safe Sea Net. It will be developed as a web module based on MVC pattern that will use a well-defined set of business services implemented as lightweight and fast objects that are backed by a Dependency Injection Container as the open source Spring. The business services will coordinate (transaction management) a set of Data Access Objects. The DAOs will access the current RDBMS, using JDBC through the well-established open source DAO framework Spring. The current ambiguous hybrid database scheme that mixes both relational and non-relational persistence storage will be redesigned and replaced by a relational scheme.

· SSN-Management Console: This will be the implementation of the Management – Administration Console that currently is packaged within the SSN-Core module. The application will be implemented using Struts or Java Server Faces MVC web frameworks. The application will make use of business services provided by the SSN-Core module.

· NCA Web Simulator: This will be a re-implementation of the current module. The Struts or Java Server Faces open source web MVC frameworks will replace the monolithic Servlets and JSPs. The misused and heavyweight EJBs that currently perform HTTP request processing operations will be eliminated. A distinct business logic tier that uses lightweight and fast objects backed by a Dependency Injection Container as the open source Spring will be introduced in order to communicate with the services of SSN-Core application. Furthermore, replacing the current private XML dialogs with a direct communication scheme will enhance inter-application communication, between the NCA Web Simulator and the business services of SSN Core 
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