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	Executive summary 
	· This document presents the background of the Incident Reports, highlights the current technical and operational issues and proposes upgrades.


	Action to be taken
	As per paragraph 7

	Related documents
	a. Directive 2002/59 EC as amended by Directive 2009/17 EC
b. Terms of reference for the SSN Working Group on “Incident Reports”
c. Documents of SSN Workshop 3, 4, 5, 9, 10, 12 
d. Documents of SSN Working group on ICD, Data Quality and Operations


1. INTRODUCTION

The purpose of this document is to analyse the issues related to Incidents Reports and to propose the upgrades for improving the current situation from a technical and operational point of view.

To this end the following elements have been considered:
· issues and decisions taken during previous SSN workshops and working groups,
· Directive 2009/17 EC

· the ToR agreed by the SSN group 
· the outcomes of the visits to MSs (conclusions based on the use of the incident Reports and the user requirements)

2. SSN WORKSHOPS 

The issues related to the Incident Reports (former Alerts) were discussed during SSN Workshops, SSN Operations working group and the SSN Data quality working group (see Summary in the Annex I). The following were agreed:

a. The new alert messages (see paragraph 2.c of this document) should be incorporated into SSN and the distribution issues should be further discussed by the SSN WG [SSN 3 Brussels 14-15 June 2005]

b. SSN is the only tool that may facilitate implementation of the paragraph 2 art.16 of the Directive, which refers to the distribution of Incident Reports [SSN 4 Brussels, 25-26 October 2005]

c. The new Incident Report messages: 
· Ship in breach of notifications and reporting requirements imposed by Directive  2002/59 (second bullet of paragraph 1.a of Article 16)

· Ships failed to comply with the applicable rules in ships’ routing systems and VTS placed under the responsibility of a Member State (third bullet of paragraph 1.a of Article 16)

· Results of actions taken by a Member State as a result of the inspections or verifications stipulated by paragraph 3 of Article 16. 
should be incorporated into SSN (through 2 new messages) to comply with the requirements of Article 16 of the Directive 2002/59 [SSN 5, Brussels, 29-30 March 2006]

d. The XMLRG and the ICD shall be modified to reflect the agreed changes caused by inclusion of the new alert messages [SSN 5, Brussels at 29-30 March 2006]

e. Incident messages are part of the SSN system, thus the MS have to provide the information according the Directive 2002/59 [4th Data Quality WG meeting, Rotterdam 9th and 10th April 2008]

f. Procedures related to “Sending Incident Reports notifications” and “Reception of a distributed Incident Report” were included in the SSN Handbook draft version: [SSN 12/3/1: final version of procedures, Lisbon 21-22 October 2009]. 

g. Directive 2009/17 introduces two new Incident Reports: 
· Ships which have failed to notify, or do not have, insurance certificates or financial guarantees pursuant to any Community legislation and international rules;

· Ships which have been reported by pilots or port authorities as having apparent anomalies which may prejudice their safe navigation or create a risk for the environment; 
The IRWG should make proposals on how to incorporate into SSN the two new incident reports [SSN 12, SSN 12/3/2, Lisbon on 21- 22 October 2009].

At SSN 12 (SSN 12/3/2 New Incident Report in SSN) it was proposed to use the Incident Report type “Other” for enabling the notification of these messages without impact at MS level. These proposals were made for an easy and quick implementation of these new Incident Reports. 
Conclusions:

1- SSN shall incorporate the 3 Incidents Reports described in point c above through 2 new messages (5 messages of “Other” type)
2- SSN is the tool facilitating the distribution of Incident Reports
3- The XML ref guide and ICD (and future IFCD) should be amended.

4- The validation of the 2 news Incident Reports referred in point g has to be made by the IRWG and proposal for a more efficient solution should be presented.
3. Inputs from Directive 2009/17 EC
Directive 2009/17 EC creates impacts on the work of this working group:
a. Two new Incidents Reports to be notified to SSN
Article 16 introduces two new Incident Reports: 
· ships which have failed to notify, or do not have, insurance certificates or financial guarantees pursuant to any Community legislation and international rules;

· ships which have been reported by pilots or port authorities as having apparent anomalies which may prejudice their safe navigation or create a risk for the environment.
b. SafeSeaNet is the tool for exchanging information related to maritime safety or security or the protection of the maritime environment
Directive 2009/17 EC clearly refers, to SSN as the tool for exchanging information related to maritime safety or security or the protection of the environment. The extracts below summarise this reference to SSN:
· Annex III, paragraph 1: “The Community maritime information and exchange system, SafeSeaNet, shall enable the receipt, storage, retrieval and exchange of information for the purpose of maritime safety, port and maritime security, marine environment protection and the efficiency of maritime traffic and maritime transport.”
· Annex III paragraph 3: “Electronic messages exchanged in accordance with this Directive and relevant Community legislation shall be distributed through SafeSeaNet. To this end, Member States shall develop and maintain the necessary interfaces for automatic transmission of data by electronic means to the SafeSeaNet.”
· Article 22a paragraph 2:  “The systems (…) shall allow the information gathered to be used operationally and shall satisfy, in particular, the conditions laid down in Article 14.”
Conclusions:
5- Two new Incidents Reports have to be notified through SSN by the 31 December 2010 
6- SSN is the tool for exchanging and transmitting data related to maritime safety or security or the protection marine environment and shall allow information gathered to be used operationally.
4. Working group on Incident Report commitments (ToR):

During SSN 12 (21-22 October 2009), the SSN group agreed to set up a working group on Incident Reports and defined the ToR.

The WG shall in particular:

· Review the XML alert messages to remove inconsistencies or still remaining open issues.

· Include in the XML format the two additional messages (document SSN 12.3.2 New Incident Reports in SSN2) as well as the 3 agreed at SSN5 (document SSN 5.3.3 new alerts).

· Incorporate the possibility to distribute Incident Reports via the XML interface (as it is now implemented on the web using the Incident Report Distribution tool). 
· Review the Incident Report Messages Guidelines 

The SSN Working Group on “Incident Reports” shall take into consideration that they are producing an agreed XML messaging framework that should fulfil both technical and operational requirements.
Conclusions: 
7- The group has to review the Incident Reports messages and to remove inconsistencies and remaining issues. The review of annex A of the XML ref Guide is included is this task.

8- The group has to propose two new messages as required by directive 2002/59 EC as amended (see conclusion 4 and 5)
9-The group has to review the Incident Report Messages Guidelines
10- The group has to produce a messaging framework that should fulfil both technical and operational requirement.
5. Operational rationalization of reporting 
Based on the outcome of the VTMIS visits carried out by EMSA resulted the following:
a. Generally, Member States have not implemented an automatic system to generate Incidents Reports directly from those information systems which are currently managed by coastal stations (MRCC/VTS/MAS…). 
b. The notifications sent to SSN pursuant to the Directive provisions are often a repetition of the work that was already performed; reports like SITREP and POLREP for instance, which were already generated at MS level (as being standards defined in the IAM SAR for the SITREP and by the Bonn Agreement for the POLREP) are often to be recompiled in order to be sent through SSN. Therefore the user/generator of the message is obliged to use two different applications or simply two different machines or technologies.
c. Enhancing the use of standard messages for emergencies related notifications between administrations and conveying all the reporting through a single system, although it is ambitious, it would rationalize the work of the MRCC or VTS operator and might ease a lot the current operational communication procedures.
d. Although the incident reporting requirement through SafeSeaNet is currently seen as a duplication of the work by a number of MS administrations, through a careful revision of some of its reporting functionality it could be used as an integrated part of the EU operational reporting regarding incident and accidents at sea.

Therefore, MSs may benefit from the use of the messaging features of SafeSeaNet, to harmonise and rationalise the notification process and to rely on a single system any time a communication regarding an incident or an accident at sea has to be sent or received to or from other Member States’ administrations. 
As recommended by the EU Commission
, Member States (data provider) should make their incident reports (former alerts) messages available as word document (.doc) on a web server (…). This recommendation may be enlarged to consider also other file formats like pdf, XML, HTML etc.
The Member State operator after completing the drafting of the conventional emergency report (e.g. SITREP, POLREP etc.) may simply scan it to get a digital version and to upload it in SSN or, depending upon the nature of the system used and to upload it directly in XML/HTLM file, generated by the national application, in an automatic way into SSN.
Furthermore, although the Incidents reports’ distribution is now possible only through the web interface of SSN, in a next version it is foreseen to have this functionality available also through an XML mechanism. This is part of the tasks which the WGIR will have to appropriately address.
Conclusion:

11- The proposal for amending the Incident Reports message shall be driven by the willingness to fulfil the requirements of directive 2002/59 EC as amended and to reduce as much as possible extra-work for end users. The notification process should have the less impact as possible for avoiding performing a job already done;

12- The proposal for the distribution of Incident Reports through SSN shall have as less impact as possible on the operator’s workload as referred above.
6. Proposals
Considering the analysis above, it is proposed:

Proposal 1: a flexible message for all the Incident Reports with the common information gathered in unified elements. For this an “IncidentPlus” message based on the PortPlus mechanism is proposed. 
The advantages are:

· Avoid implementing 4 new messages as defined in conclusion 1, 4, 5, 8
· A global management of the Incident Report messages with common voyage information (as for the portPlus) and common business rules with the same definitions (for avoiding inconsistencies between messages) (conclusion 7 and 10).

· Link the Incident Reports related to a same event (A SITREP for a collision, then a POLREP because of the leak of Heavy Fuel Oil due to a damaged tank …). This is an improvement from an operational point of view by using information already provided to the system such as Vessel identification, voyage information (conclusion 10, 11).

· Distinguish all the messages by differentiating elements in the body of the message. The “other” Incident Report is proposed to be split to clearly identify the different cases to cover (Non compliance with the Directive, ships which have failed to comply with the applicable rules of VTS or ship’s routing systems, ships which have been refused access to port, result of inspection plus the two new defined by Directive 2009/17 EC). It is important from an operational point of view to be aware of the nature of the Incident Report before requesting the full details. To provide all these cases under “Others” do not provide a clear picture of the Incident Reports notified (conclusion 1, 3, 4 and 7).
· Flexibility (modular approach) if future legislation requires implementing new Incident Reports as SSN is the tool for exchanging information for safety, security and marine environment protection (conclusion 6). 
The disadvantage is:

· The overall Incident Report structure has to be amended.

Alternative to proposal 1: to implement the 2 messages as defined during SSN 5 plus the 2 new stemmed from directive 2009/17 EC.

This proposal practically means that 8 Incident Report messages (Waste, SITREP, POLREP, Lost and found containers, Vessels not complying with the reporting of Directive 2002/59 and routeing system requirements, results of inspection, Ships which have failed to notify or do not have insurance certificate and ships reported by ports or Pilots) should be included in SSN.
The advantage is that:

· The existing messages can still be used, even if the group proposes some amendments (for revising inconsistencies and including the distribution attributes for example)
The disadvantages are:

· Implementing many different messages increases the risk of inconsistencies.

· The efforts to implement the new messages and amend eventually the existing ones may be more than the effort needed for implementing a single message.
· There is no possibility to formally link the messages even if they are linked to the same event.
· There is no flexibility, neither harmonisation of the content. If future Incident Reports are required by EU legislation, the solution would be to generate a new message.
· The SSN Incident reporting system will lose clarity if the Incident Report message type “other” gathers at least five different possibilities. The end user will have no idea of the actual incident type and therefore will be obliged to request for details without knowing exactly the purpose of the notification. 

Proposal 2: to keep the full set of information provided in the notification. This solution allows simplifying the Request/Response mechanism by avoiding the implementation of a SSN2MS_Req and a MS2SSN_Res. It means reducing the impact of storage and availability for MSs and increasing the response time for end-users (conclusion 10)
Proposal 3: to have the possibility to generate the distribution of incident reports directly during the notification through XML. This improvement is really important to avoid duplicating the work of end users (conclusion 10, 11, 12)
Proposal 4: to amend the Incident Report message guidelines
· to specify that all the incident reports must be notified to SSN according to Directive 2002/59 EC as amended in article 16, 17 and 21;

· to specify that the distribution should be made on the planned route of the ship if she poses a potential hazard to shipping or a threat to maritime safety, the safety of individuals or the environment (as defined in article 16 of the above mentioned Directive (conclusion 2, 6 and 9);
· Adding examples on how the information reported by the MSs can be useful from an operational point of view to the SSN community.
7. ACTION REQUIRED

Members of the workgroup are invited to assess this proposal and provide comments.
Annex I: Summary of references to Incident Reports messages in meetings, workshops, working groups.
	Events related
	Actions taken

	SafeSeaNet Workshop 3,

14-15 June 2005,  Brussels 

	Summary:

The main discussions were pointed on the implementation and distribution of Alert messages trough the SSN, the content of the alerts, provision of the necessary changes in the XML reference guide and the incorporation of the new Alert messages in the SSN to comply with the requirements of Article 16 of the Directive 2002/59. 

WS 3 agreed on the intentions submitted by the ICD working group to distribute the Alert messages through the SSN and decided that new alert messages should be incorporated into SSN and the distribution issues should be further discussed by the SSN WG and will be presented at SSN WS 4. 

	Workshop  SafeSeaNet 4

Brussels, 25-26 October 2005


	  EMSA has presented the documents related to the Alert messages distribution, incorporation of new alerts, content of proposed new alert messages and needed modifications of SSN core application to feed SSN with alerts messages oriented to the Member States’ NCAs.

SSN group agreed that the SSN is the only tool that may facilitate implementation of the paragraph 2 art.16 of the Directive and decided to mandate EMSA to analyse the proposal in terms of technical implications both to SSN core and the M.S. national applications. Also, the SSN group agreed on the intentions to continue discussions on the operational issues such as: the combination of proposed messages into one; the usage of the list of banned ships, responsibilities for keeping the list up-dated and the questions related to legal responsibility issues and noted that the liability issues have to be further examined.

	SafeSeaNet 

Work Shop 6

22-23 November 2006 Lisbon

Related documents: 

EMSA: Minutes of EMSA – MARNIS meeting 1, 28.04.2006
SSN 3.3.4 (alerts distribution).doc
SSN 4.3.2 (alerts distribution).doc
SSN 5.4.8 (alerts distribution).doc
	Summary:

On the SafeSeaNet Work Shop No. 6, held in Lisbon, 10 November 2006, EMSA presented the document that was prepared with the support of the MARNIS project. The objective was to propose a technical solution to support the requirement in Directive 2002/59 Art. 16, § 2 and 3. The proposal has integrated comments provided by the participants of the ISWG 3. Also, was presented and discussed at “User’s requirements sub-group” the proposal from Poland regarding the alerts messages distribution in SSN and proactive use of information by SSN operational users.

The group agreed that EMSA should conduct a feasibility study, taking into account the comments and the principles of the proposals and the further cooperation with MarNIS Consortium is necessary. The project plan for developing the “Alerts distribution” within SSN shall be prepared and reported to the next ISWG. The Poland proposal is a valid for the future discussions as it is in line with the STIRES study. 

	SafeSeaNet 

Work Shop No 7

31st May and 01st June 2007, Lisbon


	Summary:

On the SafeSeaNet Work Shop No 7, held in Lisbon, at 31st May and 01st June 2007, was provided a review of the technical feasibility of distribution of the Alerts to find a proper way to improve the SSN system, assisting the MSs in full compliance with Directive 2002/59 and specifically Article 16. Review was based on the study submitted by EMSA and the members of the ISWG [agenda item IV]. The study has revealed several techniques that if applied in SafeSeaNet, will provide an improved service. As one the potential improvement of the alerts distribution the STIRES concept was presented [agenda item VIII, annex II].

The group agreed that the member states proposals related to the necessary modifications and improvements shall be taken into account and the proposed pilot project in the framework of SSN V 1.9 for alert distribution (with the optional functionality of automated alerts distribution tool) shall be developed. 

	SafeSeaNet Workshop 8

Held in Lisbon on:

24 & 25 October 2007


	Summary:

On the SafeSeaNet Work Shop No 8, held in Lisbon, at 24 & 25 October 2007, EMSA has provided a pilot project progress report on the alert distribution functionality inside SSN V1.9 as a platform for the pilot project.

The working group agreed with the EMSA proposal to implement a pilot project with a live demonstration scheduled for SSN 9.

	4th Data Quality Meeting. 

Rotterdam (The Netherlands), 

9th and 10th April 2008.
	Summary:

On the 4th Data Quality working group meeting, held in Rotterdam at 9th and 10th April 2008 were discussed issues related to the quality of implementation of the Alert messages on the MS level. It was emphasized that this type of messages is part of the SSN system, thus the MS have to provide the information according the Directive 2002/59. 

	SafeSeaNet Workshop 9

Held in Lisbon on:

21 & 22 May 2008


	Summary:

On the SafeSeaNet Work Shop No 9, was provided a presentation and live demonstration of the Alert distribution tool [SSN 9.4.3 – EMSA]. As the outcome of the pilot project was intention to create a basis for the specification for a full “Alert Distribution” functionality in SSN V2.0 based on both XML and Web interface to encourage the MSs to integrate SSN system into their own national applications. MSs were invited to test the implemented functionalities

Group agreed that EMSA shall draft guidelines for reporting alerts into SSN and present those at SSN 10. By the SSN 11 EMSA shall draft a proposal for resolving the existing “open issues” of the XML RG and updating the XML RG to include there two (2) new alert messages agreed at SSN 5, updating the notification part of the alert messages and draft proposals for distributing the alert messages through XML. The proposed changes shall be implemented at SSN V.2

	SafeSeaNet Workshop 10

Held in Lisbon on

21 & 22 October, 2008


	Summary:

On the SafeSeaNet Work Shop No 10, was demonstrated the prototype application allowing SSN users to automatically forward incident reports and to distribute them to the relevant NCAs along the predicted planned route and provided a clarification on the ways available to exchange the information (web interface, XML or incident distribution web based tool). Aditionnally, the Alert Guidelines document (SSN 10.3.1- EMSA) harmonising incident reporting activities was proposed. For terminology, was agreed to employ the term “incident reports” to avoid confusion with other non-Directive type “alerts”

Group agreed on the adaption of new terminology with the following consequent changes in the ICD, XMLRG, etc., implementation of the new Incident reports distribution mechanisms and the incorporation of the proposed guidelines, (once updated), into the SSN Handbook. It also was agreed that the MS would implement the incident reports as soon as possible and by the end of 2008. The SSN Operations group with the responsibility to revise the needs for management of the incident reports (alerts) at MS level was tasked.

	SSN Operations Working Group 1st Meeting, held in Paris (France) on 23 January 2009


	Summary:

On the 1st meeting of SSN Operations Working Group, the main issues related to the Alert distribution were focused on the discussions of minimum common operational services including the revision of the “Incident Reports Guidelines” were requested by MS. The task to analyse the existing framework and to present examples to the Member States on various types of incident reporting was noted as the objective of the guidelines. WG agreed on revisions to the Incident guidelines and on the proposed changes.

	SSN Operations Working Group 2nd Meeting, held in Rome (Italy) on

23 April 2009


	 Summary:

On SSN Operations Working Group 2nd Meeting, the main issues related to the Alert distribution were pointed on the implementation of alerts distribution procedures. Procedures “Sending incident reports notifications” [P4] and procedure “Reception of a distributed incident report” [p5] were discussed and included in the SafeSeaNet Handbook draft version.

	SafeSeaNet Workshop 12

Held in Lisbon on

21 & 22 October 2009


	Summary:

On the SafeSeaNet Work Shop No 12, EMSA has presented a technical solution for implementing the new types of incident reports: (to be notified in SSN subject to the amendment of Article 16.1 ((d) and (e)) of Directive 2002/59/EC and could be provided to SSN using the existing messages of the type “other”). It was stressed that the new messages shall be applied when Directive 2009/17 enters into force, with early implementation being recommended. EMSA also proposed establishing of a working group to review the XML alert messages and to remove inconsistencies and/or resolve open issues relating to incident alerts.

The SSN group agreed on the principle of the two new incident reports and setting up a specific working group on incident alerts. EMSA shall review the proposal and then present it to the “Incident report” working group, taking into account the views expressed (WS Action point 7). The Commission was invited to clarify questions about the financial guarantees (Article 16.1.d) (WS Action point 8). MSs should submit their comments and/or interest in participating in this working group before 1st of November 2009 (WS Action point 25).














� Refer to “XML Reference Guide”, introduction to the MS2SSN_Alert_Res.xml message
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