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	Executive summary 
	This document aims to clarify the Interface Control Document (ICD) in regard to “timing requirements”. 

	Action to be taken
	As per paragraph 4

	Related documents
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1. Introduction
According to Article 14 of the Directive 2002/59/EC, Member States shall cooperate to ensure the interconnection and interoperability of the national systems used to manage the information indicated in Annex I. Communication systems set up pursuant to the first subparagraph must allow information to be transmitted 24 hours a day. 
During the previous SafeSeaNet meetings it was repeatedly noted that the main requirement of the SSN system is to be a system “available 27 h/day – 365 days/year”. 

Considering the proposals of various Member States, EMSA suggests that specific limits has to be defined for the timing requirements such as storage period, response time to requests etc. This document traces the parts of the ICD relevant to “timing requirements” and suggests specific time limits. 
2. Current ICD text
Some paragraphs of the ICD relevant to the “timing requirements” are the following
2.1 Paragraph 7.2.7.6 “Additional Timing Requirements” of the ICD
The actual information received will be stored by the NCP for a period of [TBD]

The Central Index Server will store the information during the same period as defined for the NCP, through a database storing the notification messages during the agreed period.

U.K. asked “how long will the European Database store notifications and alerts?” Norway stated that they have planed to have data online for one year. 

2.2 Paragraph 5.2.1, forth subpara. “Port notification – messaging timing requirements” 

Message Timing Requirement

A Port (LCA) receiving a port notification from a ship agent/operator should notify the SafeSeaNet Index Server within 15 minutes if the Port (LCA) is using the XML interface or 60 minutes if the Port (LCA) is using the Web interface.

The SafeSeaNet Index Server should reply a message of acknowledgement within one minute after having received the message.

Communication requirement

In case of communication fail after five attempts, the sender of the message should inform the recipient by any available mean (tel., fax).

In case of SafeSeaNet Index Server receiving a corrupted message, a message of error should be forwarded to the sender.

U.K made the following comments:

Comment 1

What is the timing for an LCA working through an NCA NCP SPOC.

Comment 2

a. It is not clear from the description if this means SSN or the LCA/NCA.  

b. While target is five attempts for the message to be sent.  What is the retry period for the message?  

c. Why not provide store/forward capability at NCA level for SSN SI downtime?

d. How would LCA know that communications medium reconnected?

e. It could be resource intensive to keep switching between Tel/Fax and system. 

f. At what time would information become invalid for transmission to SSN SI.

Comment 3

What if the data requester/provider receives a corrupt message from SSN IS, how should this be handled?

2.3 Paragraph 7.2.4.3 “Additional Timing Requirements
The national systems connected to SafeSeaNet shall be designed to allow for the following timing requirements:

- [60] Minutes to start up backup procedures,

- [15] minutes to forward retrieved information to the requesting authority.

2.4 Paragraph 7.2.4.2 “Communication Links” 
The SafeSeaNet Index Server and NCAs shall implement procedures to ensure that the communication network specifications within the Interface Control Document are met.

The national systems connected to SafeSeaNet shall be supported by data communication links and networks that allow them to transfer notification messages to SafeSeaNet Index Server within [1 minute, 99% of the time].

The ratio of messages lost or corrupted in message transfer between NCA/SafeSeaNet Index Server shall be less than [ 0.1%.]

A communication network with SafeSeaNet Index Server shall be available 99% of time 365 days a year, 24 hours a day.

The interruption of service shall not exceed a maximum period of [ 6 hours ]. 

U.K. made the following comments :

Comment 1 

Reference earlier comment, this does not define time but percentage of messages.  Which equates to approximately 400 per annum for combined Dover Strait MSR.  
Comment 2

This equates to 3.7 days downtime per annum, with interruption to service not exceeding 6 hours, this would equate to 14 days with maximum 6 hours disruption. 

Store and forward would make more sense than reversion to Tel/Fax.

3. Proposed modifications
EMSA suggests the following modifications : 
3.1 Paragraph 7.2.7.6 “Additional Timing Requirements” of the ICD

The specific sentence of paragraph 7.2.7.6 to be modified as follows :

The actual information received will be stored by the NCP for a period of [TBD] of 18 months.

Justification : The 18 months storage period is necessary for providing the capability of extracting statistics on an annual basis (giving a time frame of 6 months). It is worth noting that some Member States get port notification up to one year in advance.

3.2 Paragraph 5.2.1, forth subpara. “Port notification – messaging timing requirements” 

Paragraph 5.2.1 to be modified as follows: 

Message Timing Requirement

A Port (LCA) receiving a port notification from a ship agent/operator should notify the SafeSeaNet Index Server within [15] minutes if the Port (LCA) is using the XML interface or 60 minutes if the Port (LCA) is using the Web interface. 
The SafeSeaNet Index Server should reply a message of acknowledgement within one minute after having received the message.

Communication requirement

In case of communication fail after five attempts, the sender (LCA/NCA) of the message should inform the recipient by any available mean (tel., fax). NCA will store and foreward the SSN messages in case of communication fail between NCA and SSN. The retry period is [TBD] seconds. After (TBD) minutes the transmission to the SafeSeaNet Index Server shall be invalid.
In case of SafeSeaNet Index Server receiving a corrupted message, a message of error should be forwarded to the sender. In case of the data requester/provider receives a corrupted message from SSN, he/she has to inform SafeSeaNet help desk or SafeSeaNet administrator (e.g. by tel., FAX). 
Justification : 

a. EMSA considers that there is no reason to differentiate the time required for notifying the SafeSeaNet Index Server if the Port (LCA) is using the XML or the Web interface. The definition of the time is an operational issue. If a long time period will be defined then the notification will have no practical value since the voyage should have been completed before registering the notification into SafeSeaNet. 
b. The addition of the (LCA/NCA) has be done for clarification reasons.

c. In case of communication fail, the retry period has to be defined.

d. EMSA suggests that the store and foreword capability at NCA level is necessary in case that the SSN Index Server is down. 
e. The period for making information invalid for transmission to SSN SI has to be defined.

3.3 Paragraph 7.2.4.3 “Additional Timing Requirements
Paragraph 7.2.4.3 to be modified as follows: 

The national systems connected to SafeSeaNet shall be designed to allow for the following timing requirements:

- [60] Minutes to start up backup procedures,

- [15] minutes to forward retrieved information to the requesting authority.

Justification : The primary issue is the M.S. to comply with the availability standards that will be defined. Thereafter it is not important how the national systems should be designed in respect to their buck up procedures. Therefore we suggest deleting the first bullet.  

3.4 Paragraph 7.2.4.2 “Communication Links” 

The issue of the availability and reliability is particularly important and procedures need to be established that will ensure the minimum requirements committing the Member States. From our point of view the deliberation would be based on the following assumptions : 

· The availability for the NCA should be quite high (the same or similar to the availability of EIS)

· It is up to the discretion of each Member State to ensure the regular operation and flow of information between the LCAs and the NCA by adopting various and alternative ways of messages exchanging (e.g. small LCAs without sufficient appropriate infrastructure should send and receive the notifications through another LCA)

4. ACTION REQUIRED

The Member States are invited to note the above mentioned proposals and take appropriate decision. 
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