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	Executive summary 
	This document describes the current procedures four MS follow in respect to the data quality management (maintenance of reference database such as ship, agents, LOCODEs, HAZMAT, etc).


	Action to be taken
	As per paragraph 4

	Related documents
	a. ISWG 4/1/2 document

b. SSN 07/3/3 document


1. INTRODUCTION

During the EMSA/Germany meeting (held in Lisbon in March 07), Germany presented the data quality management procedures they apply in their national SSN application and explained how they maintain their reference ship database as well as other databases (agents, LOCODEs, HAZMAT) in order to support the validation process on maritime information. 

The issue was discussed again at the 1st ad hoc DQ meeting and the group agreed that France, Norway and Netherlands (the) would send to EMSA their data quality management procedures and in particular which are the reference databases they keep and how they maintain and update them.

EMSA received feedback from Germany, France and Netherlands (The), while relevant information was sent by Poland. The information received can be summarised in the attached annexes.

The issue was discussed again at the ISWG 5 meeting (Lisbon 20/9/07).  

2. ISWG CONSIDERATIONS AND ANALYSIS

2.1. Background

At an initial stage SSN was based in the assumption that the system was self maintained and that no human intervention was needed. The SSN Core as well as the national applications would be “black boxes” managing the incoming/outgoing messages without any need of operators, apart from the ones responsible for the maintenance of the technical and communication infrastructure.

When the firsts Member States started to implement their systems, it soon became obvious that the initial perception was wrong. The information provided trough the national application was unreliable and of limited use, because of the lack of data quality control.

It is worth noting that the data providers of port and HAZMAT notifications are the ship agents, masters or operators who need to be guided and coordinated by their national administration in order to feed the national SSN with proper and reliable information.  

2.2. Data validation process and human resources needed

Some Member States realising this problem, decided to perform data validation procedures and management of the information before sharing it with other MS trough the SSN exchange server. The examples of some of these MS are presented in the attached annexes.

Since the vessels may arrive at anytime of day and night the relevant port and HAZMAT notifications may also be received in the same manner. Considering this fact, MS decided to maintain and run data quality procedures 24h/7d basis.

The data validation process consists in checking the information arriving in the national SSN application, before being transmitted to SSN, against reference databases. The data validation is done on a 24h/7d basis, including the maintenance and update of the reference databases.

The Port of Rotterdam has 7 working positions (24h/7d) to support this activity among other tasks. Germany has similar services working on a 24h/7d basis. In Norway there is a VTS which has been assigned to this task; likewise, the Finish SSN application (“PortNet”) and others. In the case of France a first validation is done by the VTS Operators. A second or definitive validation is carried out by the dedicated unit:


- During the working hours.


- Checks are made two times per day during the week-end.


- Checks are made each evening during the week.


- An operator is reachable 24h/7d in case of important trouble.
The data validation is depending on the existing reference databases to perform the checks. The ones used by the examples in annex are:

· Vessel database (with ship particulars, for all ships (regardless of flag) calling their ports or transiting their waters – Used to crosscheck the incoming notifications. In case of changes (e.g. a vessel may change name during the voyage) the reference database needs to be updated with the relevant info, so that the system is able to track the vessel. Also keep the history of the vessel changes;
· LOCODEs database – including also the dependent ports;
· Dangerous and Polluting goods (DGP) database (IMGD, IBC, IGC, BC, Marpol Annex I) – This information on DPG is not static needs also to be updated in line with the changes agreed at IMO level, which may happen quite often;
· Masters, agents and operators database (list of all message providers to the SSN national application) – This is the database with the users for each MS. Contains the identification of the users and their contact information. This information is necessary for conducting the SSN data providers in case of mistaken information is sent to the SSN national system.
Moreover the EMSA Administrative Board decided to set up the Maritime Support Services (MSS) for the needs of SafeSeaNet. One of the main tasks of the MSS is the validation of the SSN data and the improvement of the SSN data quality.

3. ISWG PROPOSAL AND Conclusions

3.1 MSS to keep and maintain reference databases

The ISWG suggests that similar reference databases (except the one of masters, agents and operators) have to be kept and maintained by the newly established Maritime Support Services. MS who entered into production and operational exploitation of SSN depend on reference databases (which they maintain and update continuously on 24h/7d base, sometimes validated afterwards) to perform the validation checks at national level. Although the reference databases help to improve the SSN data quality at national level, they are not enough for ensuring data quality at EU level. The ISWG suggests that there is a need to set up at EU level a reliable ship reference database, which would be the common reference to all Members States to perform their data validation at national level. The objective is to establish a harmonize validation process to all Member States. This common ship database would be valuable not only to SafeSeaNet, but also to the New Information System (NIS) for Port State Control inspections.

ISWG discussed also the introduction therefore of new message concerning unidentified ships.  If the notified vessel is not contained in the EU reference database then MSS send back a message “Request for validation of vessel identification” to the MS which sent the notification. 

3.2 MS to keep and maintain reference databases and data quality management procedures 
The ISWG 5 strongly suggests that the same or similar principles need to be applied to all Member States. To this end the Data Quality working group will further elaborate a set of procedures on best practices for data validation. Any contribution from the MS participants is welcome.

3.3 MSS staff 24h/7d

To perform effectively the work of MSS, there is a need for MSS to establish clear procedures and provide services with dedicated staff on a 24h/7d basis in order to maintain the reference database properly updated. The MSS should be the central support between all the MS national services that also operate 24h/7d (some of them at present - all when SSN fully implemented).

4. ACTIONS REQUIRED

MS are invited to note the above proposals and provide their feedback. 
Annex 1

Data quality management procedures in Germany 
Germany maintains Integrated databases named “Central Reporting System for Hazardous and Noxious Goods carried on Sea” to ensure data quality for HAZMAT reporting.

1. Vessel database

Are illustrated to the figure below:





German vessel database contains m vessels    ( m= n + k )

1.… n 
vessels have a reference to Lloyds database

1…. k vessels have no reference to Lloyds database (Inland waterways and 

unidentified vessels data)

The vessel database is updated with the following ways:

a) Manually updating

Verification and assignment of vessels in the German vessel database without unique identification. 

In cases of Hazmat notification via xml- or Protect - Edifact – interface there is the possibility, that shipping agents sent mismatched static ship data in Hazmat declaration. To verify and assign the vessel data to a unique record the stuff use therefore in ZMGS integrated Lloyds data. If the work is done, the record refers to a vessel of Lloyds database. In the other case the vessel will be stored in the unidentified database. 

b) Automatically updating

Germany updates the vessel databases with new Lloyd’s data quarterly. 

The automatically update of Lloyd’s database and German vessel database embraces the following main processes:

· An entry in the unidentified ships database will be automatically deleted if the new Lloyds update contains this vessel. 

· When a vessel having been in the last Lloyds update but is no more contained in the actual version of Lloyds update than it is supposed that the vessel is out of service (scrapped). In this case the vessel will be stored in the table of scrapped ships

· The table scrapped ships is deleted completely before the next Lloyds update is running

· The result of the automatic update (Lloyds update) is a output table for the staff. In this table all vessels are listed if the attributes call sign or ship name are changed. This list is the main tool for the staff to check the entries and clean them up manually.

2. Ship-owner and shipping agent database

Manually process

Verification and completion of ship-owner and shipping agent data

In cases of electronically DG declaration via xml- or Protect - Edifact – interface its mandatory to give information’s about addresses and contacts of ship-owner / agents.  When these attributes are uncompleted the stuff is ordered to contact the responsible agent or ship-owner via phone or fax for completing the missing data.

3. UN Locode database

Automatically process using a data interface
Germany updates the UN Locode database once a year. After downloading the complete UN Locode (http://www.unece.org/etrades/download/downindex.htm), the data has to be adapted. ZMGS use only UN Locodes that are indicated with digit 1 in the group function (port). 
4. Hazardous and Noxious Goods databases (IMGD, IBC, IGC, Marpol)
Automatically process using a data interface
Germany updates the Hazardous and Noxious Goods databases in ZMGS if IMO is publishing the new amendment of a code.  

For updating certified data, Germany is using the databases of the responsible agency in Germany (Federal Institute for Material Research and Testing).

All error checks premised on these certified databases.

The staff elaborates once in a year a document with the main errors of dangerous cargo declarations. The paper will be discussed in cooperation with ship-owner, ship-owner associations and connected German ports. 

Annex 2

Data quality management procedures in FRANCE 

The following procedures are used by France to maintain and update Trafic2000 database and includes also a description on the automatic and manual checks involved.

1. DATABASE MAINTENANCE

The ships database managed in Trafic2000 doesn’t come from any external database. All messages sent by the participants (ship, port, alert notifications) take part in enhancing and keeping up to date the database: 20,000 ships are referenced and about 700 ships are updated every month (included 10% of new ships).

The Information Traffic Unit (ITU) validates any change in the ship identification and characteristics.

This Unit manages specialised ship list such as Paris MoU banned ships or single hull tanker. It also manages all enumerations necessary to check the quality of the incoming information: Locodes, flags, CallSign and MMSI range.

Annual statistics give a global view of the database and allow a general control of coherence (with previous years and with other statistical sources).

2. TRAFIC 2000’S CHECKS VIA THE XML INTERFACE

Some management rules:

· an empty field never replaces a filled one (ex: if only the IMO number is filled, the other ship characteristics are filled with the information existing in the database)

· every ship update or creation is manually checked before integration in to database.

· messages are forwarded with the ship database information before the definitive validation of the ship identification by the Information Traffic Unit. This procedure insures the notification of participants on time.

· in case of communication failure with SafeSeaNet, a message warns the Information Traffic Unit (ITU)

3. TRAFIC 2000’S CHECKS VIA WEB INTERFACE

The web interface is an interactive process that allows checking all along the message creation.

[image: image2.emf]
Figure 1 - Trafic 2000’s checks via the XML interface

[image: image3.emf]
Figure 2 - Trafic 2000’s checks via the web interface

Annex 3

Data quality management procedures in the NETHERLANDS (port of Rotterdam) 

In regards to electronic reporting, the Port of Rotterdam uses 4 different databases:

a) Ships

b) Dangerous goods

c) Jetties and Locodes

d) Agents

As each database has its one specific maintenance procedure as follows: 

1. Ship database

It contains all seagoing and inland vessels which have ever visited the port of Rotterdam. New entries are imported by “Royal Dirkzwager”. Source of these imports is Lloyds. On a 24/7 basses operators in Harbour Coordination Centre have the possibility to update database. For these entries Sea-Web from Lloyds is used. Ships that are being scrapped are noted in our database and after one year transferred to our historical database. 

For reporting use an hourly update is made to our reporting application.

2. Dangerous goods

This database contains legislation about IMDG, IBC, BC, IGC, MEPC and ADNR. This information has been bought from “DGS Europe” who provides updates every 6 months before a new version of legislation comes into force. MEPC list is maintained by PoR own specialist due to more frequent updates.

For reporting use a monthly update is made to the PoR reporting application.

3. Jetties and locodes

It contains a list of all known jetties in Rotterdam and surrounding ports and the all UN Locodes. The list is maintained by PoR own specialist. For reporting purposes a monthly update is made to the PoR reporting application and to Ministry of Transport.

4. Agents

It contains a list of all shipping, cargo agents and shipping companies.

Annex 4

Data quality management procedures in POLAND 

1. Vessels Almanac 

For validation purposes module “Almanac” has been created which compares date coming from 6 sources:
1. AIS data stream – real time data coming from AIS network
2. VTS DB – local database maintained by VTS Zatoka Gdanska (dedicated for SOLAS vessels)
3. Lloyd DB – FairPlay database of SOLAS vessels
4. SmallPort DB – local database maintained by Maritime Office dedicated for pleasure crafts and fishing boats (non-SOLAS)
5.  SafeSeaNet – 
6.  PHICS – database provides data coming from agents and ship-owners
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Today only simple comparison is available. Poland can compare name, call sign, MMSI, IMO. Next stage with regards to validation of HAZMAT, number of passengers, and other issues is in progress.
How it works?

1. You can fill in requested fields press OK and wait few minutes for response. 
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2. Next step is selection of interesting sources: 
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3. Final result is displayed at the bottom: 
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4. If data from all sources are identical background color is green: 
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5. If part of data is missed color is grey: 
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6. If data are different or invalid color is pink: 
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That’s functionality is useful when we want to check which data are proper: transmitted by AIS transponder or stored in local database. In testing phase data from PHICS and VTS had been checked on account of complementary. It was important because both are base for SSN Port Notification. In future full automatic reporting functionality will be interesting for figures of invalid entries.
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German vessel database
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