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	Executive summary 
	The ISWG 5 suggests automatic data quality checks to be added in the XML RG to prevent mistaken data to enter into SSN. Before sending the SSN data to the SSN core, the MS SSN national applications will perform a complete set of checks based on the proposed rules ensuring the data cohesion. Additional checks at EU level by the SSN Core will ensure the harmonized implementation.

This document suggests the data quality checks for the port and HAZMAT notification messages. 



	Action to be taken
	As per paragraph 3

	Related documents
	a. SSN 7/3/5 document

b. Paragr. IV.4 of SSN 7 minutes report 


1. INTRODUCTION
At SSN 7 the group agreed on setting up an ad hoc Data Quality Working group (DQ WG) which will hold regular meetings in order to deliver a consolidated document to WS 9. The group agreed that a first meeting will take place early in September and a second will be planned the day before the ISWG 5. A first draft will be delivered at WS 8 and the final guideline document will be delivered at WS 9.

The 1st meeting of the ad hoc DQ WG was held in Bonn on 5/9/07 and among others discussed about the need to set up certain “checking rules” into the XMLRG to improve the quality of the SSN data. Germany presented specific examples in respect to notifications received through SSN, with problems which should have been avoided if additional checking rules have been applied by the relevant MS SSN national applications. The group noted that the current XMLRG contains some Data quality checking rules but these are not enough. 

The group agreed to update the Port and HAZMAT notification messages (adding specific checking rules) and present it at DQ WG 2. The DQ WG 2 meeting was combined with the meeting of the ISWG 5 and was held in Lisbon on 20/9/07. The ISWG 5 elaborated further the work produced by DQ WG1 and the result is included in the current document.  
This document has to be considered as a progress report since the ISWG has not yet finalised the work on the issue. 
2. Port and HAZMAT Notifications (with checking rules)
The ISWG 5 discussed on the checking rules applied in the “MS2SSN_Port and MS2SSN_HAZMAT notification message” and agreed the following:
Port and HAZMAT tables revised 

The revised tables of MS2SSN_Port and MS2SSN_HAZMAT notification message are indicated in the attached Annexes A and B respectively.

Vessels name 

Only the official ship name (with English characters) as appear in the official ship’s certificates is allowed. Special characters such as hyphen, apostrophes etc are allowed if they are part of the ship official name. The abbreviations M/V, M/T, S/S and others are not to be used unless they are part of the ship name.
Checking rules for SSN National application 

During the checking process, the national SSN application will verify that the message corresponds to the expectations. If yes the message will be send to the SSN Core, otherwise it will be rejected by giving a relevant warning to the message originator (agent, operator, master for port, HAZMAT) or competent Authorities (for alert notifications) about the mistake. Therefore the checking rules indicated in the Annexed tables will be implemented not only for the MS2SSN notification mesasge but also for the Shipping Industry (by this term it is meant the agent, master or operator who is sending the notifications) to the SSN National application.
ISO formats of the “date” related attributes
According to the existing XMLRG the “sent at”, ETA and ETD attributes are “date” type and the length of the attributes is 19 characters. These attributes have to comply with the ISO 8601 UTC format. The group noted a remark made by the EMSA contractor (Intrasoft International) stating that the ISO 8601 UTC format defines sufficiently the type and format and there is no need to define the length of the attributes to the 19 characters. Moreover the length of 19 characters clashes with the length required by the ISO standard and therefore it has to be deleted. At the time being, the EMSA contractor applied a “work around” solutions by-passing the problem; however this could not be considered as a permanent solution and the issue has to be solved in the framework of SSN V.2. 
Data quality checking rules implementation 

The proposed Data Quality checking rules should be applied by MSon a voluntary base as soon as possible since contribute to the improvement of the SSN data quality. The group noted that the SSN group has to agree a date when the proposed rules will be implemented by all MS. In the meantime there will be no conflict between the systems of the MSs applying the new data quality checks and those applying the existing ones. The group proposed both to be mentioned in the XML RG and recommends to the MS to apply them as soon as they will be finalised and agreed by the group.

Other messages port and HAZMAT messages 
There is no need to add checking rules to the “get port notification” message (which consists form MS2SSN_Port_Req, SSN2MS_Port_Res messages) since these messages have been checked when they entered into the SSN core. Regarding the “get HAZMAT notification” message the same principle apply for the MS2SSN_Hazmat_req and SSN2MS_Hazmat_Req messages. Regarding the MS2SSN_Hazmat_res and SSN2MS_Hazmat_Res messages, the group recognised that additional data quality checks have to be implemented in order to improve the quality of the detailed part of the HAZMAT message (such as cross checking against dangerous goods reference databases). The issue will be further elaborated during the following meeting of the ad hoc DQ WG.
3. ACTION REQUIRED

The MS are invited to provide their feedback on the proposals of this document in order to revise and present it again at SSN 9 for further discussion and approval.

ANNEX A
Port Notification XML message
	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the original caller. 

It will be inserted back by SafeSeaNet in the MSRefId attribute of the SSN_Receipt.xml response. 
The MSREfid must be unique

	SentAt
	1
	DT
	19


	Notification creation date and time (ISO 8601 UTC format).

All the time/date related attributes are in UTC. If local time is used MS application has to adjust the time in UTC. 

SentAt value < ETA < ETD in UTC

	From
	1
	Text
	3-15
	The name of the originator of the message 

	To
	1
	Text
	3-15
	The name of the recipient of the message (‘SSN’).

	Body
	1
	
	
	Body Node

	Notification
	1
	
	
	Notification element node

	VesselIdentification
	1
	
	
	VesselIdentification element node
The message identifier attributes (IMO number, MMSI, Call Sign, ship name) have to be checked against a reference ship database

	IMONumber


	0-1
	Text
	7
	IMO number of the vessel. 

IMO number mandatory if MMSINumber not given.

IMO res A.600 (15) – check for the IMO number if not existing in the reference DB. 

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. 
Mandatory if IMONumber not given. 
MMSI according to the ITU regulation. 

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel. 
Call Sign according to the ITU regulations

	ShipName
	0-1
	Text
	1-35
	Name of the vessel 
M/V, M/T, S/S and others abbreviations  not to be used unless they are  part of the name

Note : Only the official ship name (with English characters)  as appear in the official ship’s certificates are allowed. 

	VoyageInformation


	1
	
	
	VoyageInformation element node

	NextPortOfCall
	1
	Text
	5
	Location code of next port of call. May be UNKWN if unknown. Please note that This attribute indicates the actual next port of call, e.g. if the port of Oostende is sending this notification, then this NextPortOfCall attribute must be the location code of Oostende (BEOST) and not the next port of call after Oostende.
The cancellation of a previous port notification is merely a new port notification for which the NextPortOfCall attribute value is (“ZZCAN”). E.g. during the voyage, the master of the ship receives new orders from his head office. The new destination is now port of Stockholm instead of Amsterdam. Upon receiving this information, the master of the ship has the obligation to inform Amsterdam about these changes but he has not obligation to indicate his new port of destination. In this case, Amsterdam must transmit a new port notification message (as shown above) to SSN, cancelling the one sent previously, by indicating that the next port of call is cancelled (the NextPortOfCall attribute is “ZZCAN” and then, the ETA and ETD attributes are not given).

The “next port of call” attribute is never “ZZUKN”. The “next port of call” attribute must only be the LOCODE of the specific port of call or its dependent port’s LOCODEs.



	ETA
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of arrival at next port of call. May only be optional if NextPortOfCall attribute value is “ZZUKN” “ZZCAN” (this may only occur due to a cancellation of a port notification message). 
ETA<ETD in UTC



	ETD
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of departure from next port of call (ETD > ETA). May only be optional if NextPortOfCall attribute value is “ZZUKN”  “ZZCAN” (this may only occur due to a cancellation of a port notification message).



	TotalPersonsOnBoard
	1
	Int
	
	Total number of persons aboard. 99999 if actually unknown. 
Dots and commas are not allowed.


ANNEX B
HAZMAT NOTIFICATION message
To be added in the introduction: this notification must ensure that the vessel and the cargo, if dangerous and/or polluting, are identified when transiting through EU waters. So, it must be sent by the MS of the port of destination if the vessel is coming from a non EU port and by the MS of the Port of departure if the vessel is leaving an EU port, regardless of her destination.
	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId


	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the original caller. 

It will be inserted back by SafeSeaNet in the MSRefId attribute of the SSN_Receipt.xml response. 
The MSRefId must be unique


	SentAt
	1
	DT
	19
	Notification creation date and time (ISO 8601 UTC format) 
All the time/date related attributes are in UTC. If local time is used MS application has to adjust the time in UTC. 
SentAt value < ETA

	From
	1
	Text
	3-15
	The name of the originator of the message 

	To
	1
	Text
	3-15
	The name of the recipient of the message (‘SSN’).



	Body
	1
	
	
	Body Node



	Notification
	1
	
	
	Notification element node(s). Only 1 element node might be given



	Vessel Identification
	1
	
	
	VesselIdentification element node 
The message identifier attributes (IMO number, MMSI, Call Sign, ship name) have to be checked against a  reference ship database



	IMONumber
	0-1
	Text
	7
	IMO number of the vessel. 

IMO number mandatory if MMSI Number not given.

IMO res A.600 (15) – check for the IMO number if not existing in the reference DB.


	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. 

Mandatory if IMO Number not given. 

MMSI according to the ITU regulations.

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel. 

Call Sign according to the ITU regulations.

	ShipName
	0-1
	Text
	1-35
	Name of the vessel 

M/V, M/T, S/S and others abbreviations not to be used unless they are  part of the name
Note : Only the official ship name (with English characters)  as appear in the official ship’s certificates are allowed.

	VoyageInformation
	1
	
	
	VoyageInformation element node

	NextPortOfCall
	1


	Text
	5
	Location code of next port of call. May be “UNKWN” if unknown.    Location code of next port of call (even if vessel goes outside EU)  or the code of the defined “waypoints” . Can be “ZZUKN” if the next port of call or the defined “waypoints” is unknown.
For vessel coming to an EU port from outside EU, the “next port of call” attribute is never “ZZUKN”. The “next port of call” attribute must only be the LOCODE of this port of call (next port of call) or its dependent port’s LOCODEs.

For vessels leaving a port of a MS the “next port of call” attribute has to be checked against the reference LOCODEs database (waypoints LOCODEs included).  



	ETA
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of arrival at next port of call. May only be optional if NextPortOfCall attribute value is unknown. 
If the vessel is leaving an EU port both ETD (from this port) and the ETA (to the next port, regardless if it is EU or non EU) are compulsory.

Can only be optional if NextPortOfCall attribute value is unknown.
For vessel arriving at an EU port coming for outside EU, the ETA at the  port of destination (EU port) can not be unknown.



	ETD
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of departure from the loading port.. May only be optional if NextPortOfCall attribute value is unknown. Can only be optional if the vessel is arriving from a non EU port. ETD<ETA



	Total Persons On Board
	1
	Int
	
	Total number of persons aboard. 99999 if actually unknown. Dots and commas are not allowed.

	NotificationDetails
	0-1
	
	
	NotificationDetails element node. 

If not specified, that means the Hazmat notification details can be obtained from the data provider in XML 

If specified, that means the Hazmat notification details is available as a document on a web server (UrlDetails must then be specified) or via a phone/fax (ContactDetails must then be specified).



	UrlDetails


	0-1
	Choice
	
	Element indicating the type and the url of the document containing the notification details (if the data provider will store the document on a local web server). Not allowed if ContactDetails specified.

	Url


	1
	Uri
	20-80
	Url of the document containing the notification details. If SafeSeaNet receives a request for getting detailed information about this notification, it will use this url to download the document. The Uri must start with https://.

	DocType
	1
	Enum
	
	Type of document format among the following possible values:

DocType: DOC -> Extensions allowed: DOC, DOT, RTF
DocType: HTML -> Extensions allowed: HTM, HTML
DocType: PDF -> Extensions allowed: PDF
DocType: TXT -> Extensions allowed: TXT
DocType: XML -> Extensions allowed: XML
Extensions are case insensitive

	ContactDetails
	0-1
	Choice
	
	Element indicating the contact details to obtain the notification details (if the data provider can only provide the information via phone or fax). Not allowed if UrlDetails specified.

	LastName
	0-1
	Text
	0-50
	Last name of the contact person

	FirstName
	0-1
	Text
	0-50
	First name of the contact person

	LoCode
	1
	Text
	5
	Location code of the contact person

	Phone
	1
	Text
	1-20
	Phone number (country code included) of the contact person. Only numbers and the symbol + are allowed. 

Note: the phone number has to include the country code.

	Fax
	1
	Text
	1-20
	Fax number (country code included) of the contact person. Only numbers and the symbol + are allowed.
Note: the phone number has to include the country code.

	EMail
	0-1
	Text
	0-50
	Email address of the contact person. 

	CargoManifest
	1
	
	
	CargoManifest element node. The cargo manifest should be available as a document on a web server (UrlDetails must then be specified) or via a phone/fax (ContactDetails must then be specified).

	UrlDetails
	0-1
	Choice
	
	Element indicating the type and the url of the document containing the cargo manifest (if the data provider will store the document on a local web server). Not allowed if ContactDetails specified.

	Url


	1
	Uri
	20-80
	Url of the document containing the cargo manifest. If SafeSeaNet receives a request for getting the cargo manifest, it will use this url to download the document. The Uri must start with https://.

	DocType
	1
	Enum
	
	Type of document format among the following possible values:

DocType: DOC -> Extensions allowed: DOC, DOT, RTF
DocType: HTML -> Extensions allowed: HTM, HTML
DocType: PDF -> Extensions allowed: PDF
DocType: TXT -> Extensions allowed: TXT
DocType: XML -> Extensions allowed: XML
Extensions are case insensitive

	ContactDetails
	0-1
	Choice
	
	Element indicating the contact details to obtain the cargo manifest (if the data provider can only provide the information via phone or fax). Not allowed if UrlDetails specified.

	LastName
	0-1
	Text
	0-50
	Last name of the contact person

	FirstName
	0-1
	Text
	0-50
	First name of the contact person

	LoCode
	1
	Text
	5
	Location code of the contact person

	Phone
	1
	Text
	1-20
	Phone number (country code included)  of the contact person. Only numbers and the symbol + are allowed

	Fax
	1
	Text
	1-20
	Fax number(country code included)  of the contact person. Only numbers and the symbol + are allowed

	EMail
	0-1
	Text
	0-50
	Email address of the contact person. 
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