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Lisbon, 15 September 2010

Ref: C.2.2/1SR/2010

First semester 2010 SSN report

(January - June)

1. Introduction

In accordance with Directive 2002/59/EC, the SafeSeaNet System aims to give participating countries

rapid access to all important information on the movements of ships, on the precise nature of the

cargo on board if carrying dangerous or polluting materials and on those ships posing potential risks

to the safety of shipping and the environment.

The purpose of this report is to present, to all participating countries, specific measurable elements

and figures within a general overview of the current level of SafeSeaNet implementation for the first

half of 2010. The main objective is to inform participating countries of their relative status, and to

indicate the main areas where improvement is needed.

The report shows that there has been significant progress made during the 6 years since the initial

implementation in 2004, but that the progress has been much slower than anticipated. Consequently,

although in many areas, national SSN applications have been implemented satisfactorily at the

technical level, both the quantity and quality of information in the system are still a long way from

the levels required to give users the confidence to use it for day-to-day operational purposes.

The report is made available for further analysis by EMSA, the Commission and Member States.

2. Level of activity

Table 1 shows the number of notifications and requests sent to the SSN EIS by participating country

and message type.

Table 1 – Number of SSN EIS notifications and requests
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EMSA comments

 At present, while some countries provide most or all Incident reports on a regular basis,

others do not. Consequently, relevant information on incidents may not be available on

request. Participating countries are invited to provide Incident reports as stipulated in

Art.16 of the Directive 2002/59/EC and in the Incident Report Messages Guidelines.

 The number of requests made by Bulgaria (Hazmat requests), Finland (Port requests),

Norway (Hazmat requests) and Romania (Hazmat and Incident requests) is still very

high. These countries are invited to deactivate their automatic request mechanism and to

make use of the traffic picture provided by SSN to validate their requests.

Figure 1 shows ships operating in and around EU waters, as presented by the geographical interface

of SSN. Nautical data such as traffic separation schemes, the mandatory reporting system and many

other elements, such as a full zooming capability (see zoom-in to the Dover Strait), are also available

in the highly interactive display. Table 2 shows the average number of AIS messages exchanged with

SSN per day in the first half of 2010 (by country). This information has been extracted from the SSN

database.

Figure 1 –Global overview of AIS positions in EU waters

Table 2 – Average number of AIS

messages exchanged per day by
country

EMSA comments: The total number of AIS messages transacted through SSN was, on average, 4

million per day, and the number of AIS transmitting ships operating in and around EU waters in the

reporting period was, on average, more than 16,800 per day.

Currently, there are only 2 SSN Geographical Interface (SSN GI) licences available per MS (70

licences available in total). As mentioned during SSN Workshop 13, this number will be increased to

1,000.

EMSA also began a pilot project to test the use of the SSN Proxy application with the objective of

distributing streamed AIS enriched data to the participating countries (Norway, Poland and the

Traffic Separation Scheme
Dover Strait
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Netherlands). This pilot project is the result of an increasing desire, by some countries, to be able to

receive real SSN data and integrate it into national applications.

3. Operational Status

Since January 2009, all coastal countries have been sending Port, Hazmat, and Ship (AIS/MRS)

notifications and Incident reports to SSN. Table 3 shows the situation for each country:

Table 3 –SSN operational status by participating country

EMSA comments

 Estonia began providing Port and Hazmat notifications in June 2010, but submissions

have been inconsistent.

 Portugal has said that it will begin to provide AIS data at the beginning of the third

quarter of 2010. In the case of France, all AIS data is available via XML, but the coastline

of the Biscay Gulf is still missing in SSN GI.

 Only Estonia, Iceland, Italy, Poland and Slovenia provide MRS notifications for all their

declared systems, while France and Spain provide partial information (France does not

provide WETREP and Spain sends neither WETREP nor CANREP). Belgium, Denmark,

Finland, Ireland, Portugal and the United Kingdom do not provide MRS notifications.

Participating countries are reminded that the exchange of MRS information has a solid legal

basis in Directive 2002/59/EC, and that there is a clear obligation to exchange this

information through SSN without delay.

4. Data Availability and Quality

EMSA constantly monitors the performance of participating countries and reports regularly detected

issues to each country. The MSS has procedures in place for checking data availability and the

reliability of SSN notifications, including those rejected by the SSN EIS. More detailed information on

the most relevant issues can be seen below.
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4.1. Missing notifications

Port notifications

EMSA has carried out sample checks, using SSN and external sources (Port web pages, SeaWeb, etc),

in order to verify whether the required Port notifications are being provided. Table 4 shows the

results of the checks by comparing the percentage figures from June-August 20091 with the overall

figures for the first half of 2010. Countries with 10% or more missing notifications are highlighted in

red.

Table 4 – Availability of Port notifications

Hazmat notifications

Since July 2009, the MSS has carried out sample checks using SSN and external sources to verify

whether the required Hazmat notifications are being provided. Table 5 shows the results2 of the

checks carried out in the first half of 2010, and compares them with the percentage figures for July -

August 2009.3

1 Figures reported to participating countries in the second SSN quarterly report (October 2009).

2 The number of checks per country is unbalanced due to the lack of reference data on ships coming from a participating

country with dangerous and polluting goods (DPG) on board and passing off the Spanish or Polish coasts.

3 Figures reported to participating countries in the second SSN quarterly report (October 2009).
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Previous Period
(Jul 09 - Aug 09)

Nr.  Checks Missing
Notifications

Missing
Notifications (%)

Missing
Notifications (%)

Belgium 49 1 2% 5%
Bulgaria 13 4 31% n.a.
Cyprus 3 3 100% 100%
Denmark 24 21 88% 50%
Estonia 7 7 100% 100%
Finland 47 21 45% n.a.
France 64 33 52% 61%
Germany 61 11 18% 16%
Greece 25 15 60% 67%
Iceland n.a. n.a. n.a. n.a.
Ireland 4 4 100% n.a.
Italy 57 22 39% 40%
Latvia 46 12 26% 17%
Lithuania 28 10 36% 0%
Malta 58 9 16% 100%
Netherlands 64 7 11% 6%
Norway 30 2 7% 67%
Poland 31 3 10% 100%
Portugal 58 11 19% 25%
Romania 10 1 10% 25%
Slovenia 1 0 0% n.a.
Spain 61 24 39% 100%
Sweden 45 12 27% 75%
United Kingdom 64 16 25% n.a.

Total EU 850 249 29% 53%
n.a. - samples not available

1st Semester 2010
(Jan 2010 - Jun 2010)Member State

Table 5 – Availability of Hazmat notifications

Port and Hazmat notifications are absent for reasons such as the following:

 Masters, Agents and Operators do not always fully comply with their reporting obligations. In

Hazmat notifications this may indicate non-compliance with Art.12 of the Directive

2002/59/EC and parallel SOLAS and MARPOL requirements.

 Port and Hazmat notifications are sometimes provided to the National SSN System, but not

forwarded to the SSN EIS.

 Port and Hazmat notifications are sometimes rejected by the SSN EIS (not passed against

the XSD, invalid IMO number, etc.) after being forwarded to the system, but are not

subsequently re-sent with corrected data.

 Ports are sometimes not connected to the National SSN System (only France and Portugal

have informed EMSA that some ports are not yet connected).

 There are frequent misinterpretations of the requirement of the Directive regarding Hazmat

notifications. Some countries send reports for some dangerous and polluting goods (DPG),

but not for all (as defined in Art.3 of Directive 2002/59/EC). Participating countries should

properly inform all masters, agents or operators to report DPG and apply sanctions to those

failing to comply.

EMSA comments

 Missing Spanish Port notifications increased from 5% to 35% (60 out of 170 checks).

 Latvia and Romania continue to show 100% availability (Port notifications).

 In one year, the overall lack of availability of Port notifications reduced from 17% to 10%.
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 Cyprus, Estonia and Ireland originally all showed 100% lack of availability for Hazmat

notifications. In the case of Cyprus, the reason was investigated and solved in May, while

Estonia began sending notifications in June.

 In one year, the overall lack of availability of Hazmat notifications reduced from 53% to

30%, although this is still too high to give users the necessary level of confidence when

submitting queries to the system.

4.2. Rejected notifications

EMSA analysed the most common causes for the rejection of Port and Hazmat notifications, and these

fall under the category of ‘InvalidFormat’. Notifications are rejected due to ‘InvalidFormat’ if:

 they cannot be validated against the XML Schema definition (XSD);

 they do not comply with the XML syntax rules4, or;

 they do not comply with agreed checking rules.

Tables 6 and 7 show the proportion of Port and Hazmat notifications rejected during the first half of

2010. Countries which had 1% or more of their notifications rejected are highlighted in red.

Table 6 – –Rejected Port notifications

Table 8 – Most common errors for rejection
of Port notifications at EU level

4 Notifications not complying with the XML syntax rules cannot be accepted by SSN, and therefore are not taken into account.
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Table 7 – Rejected Hazmat notifications

Table 9 – Most common errors for rejection of
Hazmat notifications at EU level

Tables 8 and 9, show the most common reasons for the rejection of Port and Hazmat notifications.

The most common errors that lead to rejection are as follows:

 Notifications do not always comply with the XML Schema definition (e.g. missing ETD

attribute in Port notifications).

 Data provided do not always comply with the agreed checking rules (e.g. ETA > ETD in Port

notifications; ETD > ETA in Hazmat notifications; invalid IMO number).

EMSA comments

 The proportion of rejected notifications is not acceptable, bearing in mind that all rules were

agreed in 2008, and that since January 2009, the MSS has been reporting problems to all

participating countries on a regularly basis.

 Once corrected, rejected messages must be re-sent to SSN as soon as possible. The MSS

records show that only Ireland, Latvia and Poland have established the required operating

procedures to do so.

 Some countries have begun to correct problems associated with systematic errors (e.g. The

introduction of the ETA-ETD checking rule last year resulted in the rejection of all Hazmat

notifications provided by Malta. However, following checks undertaken by the MSS, the issue

was resolved).

5. System Availability

EMSA continuously monitors the connection status of SSN national systems and the exchange of

notifications between these systems and the SSN EIS. When EMSA detects a connection failure, or

that a country is not providing the required notifications, the situation is recorded and reported to the

respective country. All downtimes reported by participating countries are recorded by EMSA.
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Table 10 shows all reported downtimes for the first half of 2010 (NB participating countries with

permanently available systems are not listed).

The following should be noted:

 The data does not take into account partial downtimes (e.g. ports not providing data,
temporary failures in the request/response, lack of specific notification types, etc).

 AIS data provided through the SSN GI was not taken into account for availability purposes.

 The target availability is 99% for a complete year (see the Interface Control Document).
Therefore, the maximum amount of downtime is 87,6 hours for a 365 day period.

 The system availability in Table 10 was calculated over the period of 6 months from 1st

January 2010.

Table 10 – Recorded Downtimes (1st Half 2010)

EMSA comments

 Downtimes for the Estonian, Greek and Lithuanian national systems were below the
minimum operational SSN system requirements (99%), so this situation needs to be
rectified.

 Only France, Ireland and Romania provided the required advance notifications for all
planned (e.g. for maintenance, upgrades, etc.) and unplanned downtimes.

 Participating countries still do not meet the requirements for actively monitoring their
system availability. EMSA initiated 60% of the issues related to downtime in SSN national
systems.

6. Other issues

XML interface for EU LRIT DC - During the last LRIT/SSN meeting in June 2010, it was announced
that the LRIT XML interface development had been completed and was ready for use. However, it was
also noted that the upgrade to the SSN XML interface was planned to be available to participating
countries by March 2011. Therefore, for LRIT information, participating countries will have the choice
of connecting via either system.

It should also be noted that the development work on the EMSA integrated operational platform will
begin later this year with the aim of integrating all EMSA applications by end of 2011 (i.e SSN, EU
LRIT CDC, etc).


