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· Introduction

SafeSeaNet has been enhanced greatly in recent years to provide richer functionality, and there is a desire by some Member States who would like to see it develop further and provide them with greater business benefits.

This paper presents some requirements, benefits, and proposals to leverage benefits from the current XML interface.

· Current situation

MS are unable to efficiently obtain information from SSN, and are unable to combine it with their information to build up an effective Maritime Operation Picture.

EMSA have provided reports that clearly show an imbalance between notifications and requests via SSN. It is easy to put information in, but not easy to get it out.

Several MS ‘poll’ SSN for updated information. This is highly inefficient and EMSA have asked some MS to curtail this activity because of the impact on the EIS and other MS systems. This doesn’t support the MS need for information in order to build up a maritime operational picture that can enhance their ability to be proactive.
· Business requirements

It is important to always look to see what can be achieved through technology, but there must always be an underlying Business Requirement and a deliverable Business Benefit to justify any extensive work performed.

A large driver for change at the moment is the financial ‘crisis’, and technology is seen as a means to deliver efficiency and cost effectiveness. This is also stated within the directives.

Most MS have their own Maritime Information System (MIS), which is being designed with a Single Window concept, to deliver efficiencies to Industry and Administrations within the MS.

It is recognised that EMSA is trying to deliver efficiencies through the use of the SSN GI, but this requires MS to now use two MIS rather than one – which is inefficient. 

It is therefore important that the MS MIS can get the information it requires in order to achieve their needs. It should be recognised that there is no competition between the two solutions but that there is a need for both of them dependent on the User requirement.
· What do MS operationally need / want from SSN:

In addition to the existing ability to request information on a vessel-by-vessel basis, there is a desire for some MS to supplement their own National Information and AIS (or other positional information) with information held in SSN. This can create an operational picture. This is similar to AIS enrichment, but would not involve the same quantities of information, positional information, or ‘AIS streaming’.

Typical requirements could be:

1. MS want to know if there is HAZMAT onboard a transiting vessel, and a summary of such, the ShipCall request can do this to some degree.

2. As per 2002/59 (and amended), report and notify MS (Coastal Stations) along the planned route of a vessel that the MS is reporting on.

3. Be aware of Incidents for vessels destined for their ports (beyond the current voyage) 

4. Be aware of Incidents for vessels transiting their waters.

5. Use information from SSN for their own Flag’s vessels, to become aware of incidents as they occur on their flag.

6. MS are aware of arrivals to their ports. If an arrival has not been reported to the MS, but a departure from another MS has, then, this can be identified using SSN information, so that the MS can check that the vessel is complying with their reporting requirements.

7. MS may want to supplement AIS (or other positional information) to identify the destination of a vessel more accurately; the ShipCall request can do this.

· What don’t MS want from SSN:

1. To have to use a second (or third) MIS if possible.

2. To have to change the XML Reference Guide unnecessarily or frequently, which impacts their MS MIS.

· Some reasons why the SSN Console is not appropriate for some MS

1. Duplication of effort in creating users in the National MIS and the SSN Console.

2. Duplication of training for operators of the National MIS and the SSN Console.

3. Complicated procedures, which span the National MIS and the SSN Console.

4. Reporting is due to be phased out in SSN Console by 01/2012.

5. MS may have existing systems for obtaining Incident information, and wish to automate the sending to SSN.

· Some reasons why the SSN GI is not appropriate for some MS authorities to use

The VTMIS directive is about MS becoming electronic and the electronic sharing of information between MS (Art. 14, Dir 2002/59).

A MS should have access to the information it requires, and should not be solely dependent upon a 3rd Party (EMSA). If a MS does not seek to hold some of the information at a national level, then any failure of the EIS will result in the MS becoming ‘blind’.

Positional data is down-sampled, so, will not be as accurate as the positional data available to a MS MIS.

MS often have additional information on a vessel’s arrival/departure, to that which is available through SSN (Security, waste, FAL forms, Health declaration and other MS specific information). The new FAL Directive and the National Single Window increases this requirement.

While most MS will have very similar business requirements, any specific requirements (tools, reports) will be difficult to accommodate in the SSN GI. 

VTS centres need real-time information and the 6 min. delay in the SSNGI is not appropriate for tasks like these. According to IALA “Caution has to be taken when using AIS data for processing. Whenever possible, AIS data should be validated and correlated against other sensors and information sources”.
· Should SSN Console / GI become a single window for MS

Meeting the relevant directives through the use of SSN currently involves all MS implementing common functionality. This could be viewed as unnecessary expense.

Advantages:

· Single method of reporting by the industry

· Perceived to be cheaper than MS implementations

Disadvantages

· Information stored centrally, which may be non legal in some MS

· Information still required at MS level, for MS own requirements and benefits.  Most of the MS use the infrastructure created in the process of creating SSN for other purposes in order to reduce the burden on the national level.
· Does not address all MS notification requirements, incidents, etc.

· No legal backing. The FAL Directive gives clear legal backing to the use of National Single Window.

· SSN XML enhancementS

· Work Done

The MS and EMSA have previously performed a lot of work to find a way to release the benefits of SSN to MS.

Some examples are:

SSN 3.3.4 Alert Distribution

SSN 4.4.2 Alert Distribution

SSN 5.4.7 Enriched XML

SSN 5.4.8 Alert Distribution

SSN 6.4.4 Alert Distribution (using route planning)

SSN 6.4.11 Alerts Distribution (Poland)

SSN 7.4.2 Alert Distribution

SSN 7.4.4 Area Search and Vessel Tracking

SSN 7.4.9 Requests based on MsRefId

SSN 7.7.1. SSNv2 (prior to PSC requirements)

SSN 8.7.3 includes Area Search and Vessel Tracking

SSN 9.4.4 proposes several changes, most of which are now solved by SSN2. The Get Ship Notification details which will get some historic information is still a possibility.

SSN 9.7.3 V2 road map (prior to PSC requirements)

SSN 10.7.4 proposes a WG on future Requirements, includes a number of enhancements that have already been agreed upon. 

Unfortunately, the PSC directive has pushed these enhancements further back.

To date, no changes have been made to the XML, and the functionality has instead been added to the SSN Console on a ‘Pilot Basis’.

· Bottlenecks

In general, MS do not like changing the XML Reference Guide when it involves an impact to their system.

In general, MS only tolerate changes to the XML Reference Guide when it is required to meet a directive.

The pilot functionality implemented in the SSN Console was seen as a compromise by releasing functionality but not modifying the XML. Some MS are now becoming dependent upon the SSN Console, which does not meet their requirements under the Directive in developing their own systems (Art. 14, Dir 2002/59).

· Proposed Solutions

· Mandatory and Optional XML Reference Guides

Splitting the XML Reference Guide or creating separate Reference Guides for Mandatory and Optional functionality can allow the SSN XML interface to grow and release functionality, by only affecting the MS that wish to ‘opt in’ to the Optional functionality.

The Mandatory section can be modified only when required to meet a Directive, or through mutual agreement to fix errors and improve Data Quality.

Please see Annex 1 for a suggested set of optional messages and functionality.

The Change Management Plan may still be required for Optional Messages, if these were to change in structure much. Perhaps MS that ‘opt in’ to new functionality should do so knowing that they must be prepared to keep up with changes in the optional messages.

A MS would be able to pick and choose to some degree the optional messages they support.

On a technical level, the optional functionality would sit very well with the SSN SOA architecture.

· Flexible Messaging

Future messaging could be more flexible to cater for additional needs. Adding an ‘Other’ element to messages, which would be purely optional, with multiple name/values pairs, could allow MS / EMSA exchange more information without impacting MS that can not support it.

· Conclusions

· The XML interface can be enhanced to offer MS more functionality, without agreement from all MS, however, changes to the Mandatory aspects of the XML Reference Guide would still need agreement.

· A number of enhancements could be fast-tracked to deliver real benefits NOW.

· Start an intercessional WG and recommend ‘Optional’ changes to be implemented on short, medium and long term basis.(SSN 10.7.4)
· Alert Distribution would be more efficient if the Incident details are stored centrally, however, this is not required to release the functionality.

· The concept of mandatory and optional aspects should be included in the IFCD

· Annex 1: Optional Functionality

Following are a number of proposals that can release the XML benefits. It is very likely that in the coming years, requirements coming from third party users of SSN will be looking for similar methods to release functionality via XML, rather than having a user log in to an external system.

· SSN_Receipt enrichment

Opting in to this functionality will allow a MS to determine if there is a recent Incident for the vessel, or if the vessel is carrying DG.

Most MS send AIS Ship Notifications to the EIS informing the community they have the latest position of a vessel. There are suggestions that this is no longer required now that MS distribute via the Regional Servers, but there is no decision yet to switch this off.

Adding the following attributes to the XML response effectively permits the Sending MS MIS to identify efficiently if there may be some information that is of use to operations.

A MS MIS could then compare the dates to determine if it should request more information from the EIS.

LastHazmatDT

LastWasteIncDT

LastSitrepDT

LastPolrepDT

LastLostFoundDT

LastOtherDT

What this does not solve is the ability for a MS MIS user to see a concise history of incidents; because only the latest can be requested via XML once the vessel comes into AIS range.

A ‘deep link’ within the MS MIS, which can take a MS MIS user straight into an SSN Console screen showing the vessel history, etc., could be useful. This is similar to the existing Sirenac link in the SSN console.

The enriched response mechanism could be used on all XML responses to MS, not just Ship notifications.
· SSN Incident History Messages

SSN2MS_IncidentHistory_req and response

A MS MIS could request ‘vessel incident history’ and get the last ‘x’ amount, or from a specified date.

Currently the SSN EIS holds on to messages for 28 days, so, this limits the amount that can be retrieved.

Not all of the incident information will be available.

· Those Incidents reported via the SSN Console will have all the relevant information because they are stored centrally.

· Incidents sent over XML with contact details will be available as all information is stored centrally.

· Incidents sent over XML with URL details will probably be available, if the URL to the MS is still valid.

· Incidents sent over XML without Contact Details or URL will not be accessible once the MS has sent a later incident. This is because SSN2MS requests can only retrieve the latest stored incident of that type for the vessel.

This should not prevent the functionality being released.

It would be advantageous if all of the MS implemented a request / response based upon the MsRefId so that any Incident can be retrieved. This has been detailed in previous Workshops.

· Distribute Incident Messages

Reporting via a MS system is preferred by those MS that will be reporting frequently, or having an automated or semi-automated process for sending reports.

Reporting can be preformed via a MS system using XML, but the MS still needs to inform ongoing MSs of this incident themselves (email, phone, fax, etc).

Reporting via the SSN Console requires the NCA / User to use a system other than their MS MIS. This could be a barrier to staff reporting Incidents as often as they should because it necessitates use of another system. The MS may also require them to input this information nationally, thus, duplicating effort.

Email is not a reliable form of communication, and so should not be relied upon to inform a MS in a timely manner.

An automatic push of the information over XML would enable a MS system to instantly identify a vessel as having a recent incident report, and bring it to the attention of operational staff.

The directive specifically identifies Coastal Stations as the recipients, rather than the NCA. For some MS, the preferred method may be via the NCA.

· SSN2MS_ListOfIncidentRecipients_not

Pushed to the MS who ‘opt in’, when there is a change to the list of Incident Recipients stored at the EIS.

· MS2SSN_DistributeIncident_not

Once a MS has sent an Incident over XML, they can request it to be distributed via the SSN Console by specifying the list of recipients. If the original notification contained a destination Port, the distribution could be based upon expected route, as determined by the EIS.

· SSN2MS_IncidentNotification_not

A MS could ‘opt in’ to receive Incidents over XML. The message would be very similar in nature to the MS2SSN notification, and could trigger a request / response mechanism by the MS MIS.

· Automatic Push of Notifications

The EIS is capable of determining what information a MS may be interested in, based upon Port, Ship or Hazmat notifications. The SSN GI with its AIS could also determine what vessels are within a defined area for the MS.

Upon determining that a vessel is of interest to a MS, the EIS could push all relevant notifications to the MS.

The XML messages sent could be the MS2SSN notification, which may trigger the MS to request further information.

Alternatively, a SSN2MS response to imaginary MS2SSN request could be sent. This provides more information. The MS system would have to accept unsolicited responses for this to be acceptable.

The Area Search Pilot project is similar in concept.
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