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	Executive summary 
	This document aims to establish a common framework for the use of information concerning dangerous goods in line with Article 12 par. 5.c of the newly published traffic monitoring Directive 2009/17/EC. 


	Action to be taken
	As per paragraph 4 

	Related documents
	a. ICD version 1.0, section 4.2.2




1. INTRODUCTION

EMSA continues to encourage and invite Member States (their VTS, MRCC and Ports) to use SSN for searching information. At SSN 10 Norway presented the procedure for requesting data through SSN. Germany raised concerns about the number of HAZMAT requests made and questioned the objective of the HAZMAT requests. 

Since the beginning of 2009, Romania has implemented a national system following a procedure similar to Norway’s. For each vessel operating under the coverage of Romanian AIS Shore Stations, the SSN application sends periodically (3 times per day per vessel) automatic requests for the HAZMAT details and incident reports (ex alerts). 
Furthermore, Finland has begun systematic requests for Port notifications (via XML) for maritime surveillance purposes.

Given the above as well as other cases that may arise in the future, EMSA considers necessary to present a common procedure for MSs to be followed as “best practice”. 
2. EMSA ANALYSIS
SSN currently deals with some 82.000 weekly requests for details. The number of information requests made through SSN for routine purposes is foreseen to increase consistently in the near future. Moreover, the exploitation of such data on a routine basis is desirable since it would ensure:
· the continuous use of the system to check and ensure proper functioning and identifying any necessary upgrades (in response to user demands for an improved system);
· the maximum use of SSN information not only for emergency purposes but also to support routine operations. 

Commercially sensitive information (as is the detailed part of the HAZMAT message and the cargo manifest) should not be distributed on a routine basis but only when needed for the purposes of maritime safety or security or the protection of the maritime environment. 

A revision of the HAZMAT message definition and content would solve the current difficulties by providing a two step approach: 

· Routine - Yes/No or the IMO Code or Convention Annex to which the DPG on board is associated; 

· Emergency - The whole set of data is available in the response message.

N.B. The Cargo Manifest shall only be requested in cases of emergency (meaning when needed for the purposes of maritime safety or security or the protection of the maritime environment).
3. EMSA proposal

In addition to the already agreed access rights applicable to each user, the rules of use of the SSN system should be reflected in the ICD.

The principle of the following table is suggested to be inserted (under Chapter 4):

	Type of Notification/details
	Routine
	Emergency

	Ship (AIS)
	YES
	YES

	Ship (MRS) 

	YES
	YES

	Incident reporting
	YES
	YES

	HAZMAT details and 

	YES
	YES

	Cargo manifest (included in the HAZMAT details) 1
	NO
	YES

	Pre-Arrival, Arrival and Departure 1
	YES
	YES


The proposal is in line with Article 12 paragraph 5.c the newly published traffic monitoring directive 2009/17/EC which reads: 

Article 12

Information requirements concerning the transport of dangerous goods
‘(c) upon request, through SafeSeaNet, and if needed for the purpose of maritime safety or security or the protection of the maritime environment, Member States shall be able to send information on the ship and the dangerous or polluting goods on board to the national and local competent authorities of another Member State without delay.’
4.  ACTION REQUIRED

The Member States are invited to take note on the proposal and decide as appropriate.






� According to the access rights already implemented in SSN for port users


� See the explanation in SSN 11.3.6
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