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1. 
Introduction

This document describes a proposal for revising national proxy software through introduction of a web-based architecture, with a view to enhance system performances.

2. National proxy overview


National proxy servers allow establishing and managing connections between each National AIS network and the MED Regional server. To this end, proxy software performs the following functions:

Connection manager 
allows managing the connection between each National AIS system and the MED Regional server

AIS data parser 
filters the AIS data coming from the respective National system

AIS data sampler 
decreases the AIS data rate coming from the National system 

2.1. 
Proxy architecture

Proxy application is made up of two different software, the Core and the Graphic User Interface (GUI), linked through TCP/IP connections (see Figure 1).

Core and GUI may be installed on different machines: GUI requires a Windows platform, while Core can operate on both Windows and Linux Operating Systems.

2.2.

 AIS Data Parser 

Proxy software provides for filtering the AIS data coming from its respective National AIS network.
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Figure 1: Proxy applications and conncetions
The required ITU messages are those messages carrying static, dynamic and voyage-related AIS data (i.e. ITU messages 1, 2, 3, 4, 5). Anyway the proxy allows to forward also ITU messages 9, 18, 19, 24A and 24B, increasing AIS data exchange capability in order to include SAR and class B AIS.

In the proxy application currently in use, the ITU messages are filtered depending on the settings of the “Down-sampling setting” TAB (see Figure 2). 
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Figure 2: “Down-sampling setting”

2.3.
 AIS data sampler

National proxies carry out a down-sampling of respective AIS network data, prior to send these to the MED Regional server. In particular, for each AIS target (every target is identified by its own MMSI) a single data set must be sent to the Regional server within a pre-defined time window.

The agreed time window is 360 seconds long, by default. It must be made possible to change this setting for each type of required ITU message.

The proxy “Down-sampling setting” menu is shown in Figure 2.
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2.4.
 Connection Manager 

The connection manager feature allows managing connections between each National server and the MED Regional server.

Each proxy is linked to its respective National AIS server through a socket connection. Every proxy can act either as a server or as a client (in a TCP/IP context).

After the connection has been established, every proxy will provide for forwarding the AIS data coming from the National AIS server to the MED Regional server.

The link between each proxy and the MED Regional server is established through a TCP/IP secure connection on an open and un-trusted network (Internet). Each National proxy provides three connections for subscribers’ applications.

In the proxy application release currently in use, connections are managed depending on the configuration set in the following TAB menu:

· Regional AIS Server (RAS) connection (see Figure 3)
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Figure 3 - Regional AIS Server (RAS) connection

· Regional AIS Server (RAS) disconnection (see Figure 4). The Proxy Connection Manager keeps monitoring the connection status.
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Figure 4 - Regional AIS Server (RAS) connection

· 
National AIS Server (NAS) connection (see Figure  5)


Figure  5: National AIS Server (NAS) connection

· National Subscriber Application (NSA) connection  
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Figure 6: national Subscriber application

· The connection status is stored with a timestamp in a repository file (Figure 7).

[image: image5.png]10:15:40
10:15:50

NAISP Core - Windous” v2.8 - started
GUI service Cport 10208) Started

NSA service (port 11888) started

GUI service (port 10108 started

GUI €192.168.1.29> connected on port 10108

Connection to RAS established <89.97.128.227:7858/eral

Connection to NAS established <192.168.1.199:8848/eral

NSA (192.168.1.29> connected on port 11808





Figure 7 : Connections Log

3. Proxy improvement
The present proposal pertains to the proxy architecture, which is intended to be completely revised by replacing the existing Core-GUI configuration with one new web-based application.

The new proxy application is intended to be accessible by:

·  national administrators, through the intranet; 

·  national administrators, through the web;

·  users, through the web;

·  regional server administrator, through the web,

in accordance with the proposed policy shown in the following table, where proxy functions are ordered following the current Proxy TAB Menu:

	Functions
	National Administrator
	National Administrator (WWW)
	Users (WWW)
	Regional Server Administrator (WWW)

	RAS CONNECTION (see Fig. 3)

	Connection [Frame]
	R/W
	NV
	N.V.
	NV

	Reconnection [Frame]
	R/W
	NV
	N.V.
	NV

	Status
	R
	R
	N.V.
	R

	Authentication [Frame]
	R/W
	NV
	N.V.
	NV

	NAS CONNECTION (see Fig. 5)

	Connection [Frame]
	R/W
	NV
	N.V.
	N.V.

	Reconnection [Frame]
	R/W
	NV
	N.V.
	N.V.

	Status
	R
	R
	N.V.
	R

	Authentication [Frame]
	R/W
	NV
	N.V.
	N.V

	

	NSA CONNECTION (see Fig. 6)

	Connection [Frame]
	R/W
	NV
	N.V.
	N.V.

	IP Address Filter [Frame]
	R/W
	NV
	N.V.
	N.V.

	Authentication [Frame]
	R/W
	NV
	N.V.
	N.V.

	STATUS
	R
	R
	N.V.
	N.V.

	DOWNSAMPLING SETTING (see Fig. 2)

	ITU Message selection
	R/W
	R/W
	R
	R/W

	Downsampling setting
	R/W
	R/W
	R
	R/W

	Edit [FRAME]
	R/W
	R/W
	N.V.
	R/W

	STATUS OF CONNECTIONS (see Fig. 4)

	RAS Status
	R
	R
	R
	R

	NAS Status
	R
	R
	R
	R

	NSA Active connection
	R
	R
	N.V.
	R

	LOG (Fig. 7)
	
	
	
	

	Connection LOG
	R
	N.V.
	N.V.
	N.V.


Legend:

WWW: 
Web

R: 
Read Only

R/W: 
Read and Write

N.V.: 
Not Visible

Each national proxy is intended to be accessed through the web by its respective National Administrators, Users and by the Regional Administrator, depending on the proxy preferences configuration, by clicking on the semaphore lights placed on the left of the Proxies List shown below (Monitoring TAB).
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Example:

If the Regional server will act as the platform for exchange of AIS information in the Adriatic Sea among Croatia, Slovenia and Italy, Croatia will be allowed to access to EMSA_SVN (Slovenia) and EMSA_ADR (Italy Adriatic) proxies only. The participating MSs other than Italy and Slovenia won’t be allowed to access the Croatian proxy.
4. Actions requested 

MSs are requested to consider and approve the proposed new proxy architecture, as set forth in this document. If approved, the new architecture will be implemented within the first half of 2010.
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