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	Executive summary 
	An updated summary of the main objectives and revised timetable for implementation following beginning of the SafeSeaNet STIRES project. 



	Action to be taken
	To note as per section 8.

	Related documents
	SSN 9/7/2 
Procurement documents on EMSA website procurement page



1. INTRODUCTION
The SafeSeaNet Tracking Information Relay Exchange System (STIRES) objective is to transform SafeSeaNet into a real-time vessel tracking system used by the MSs and EMSA during routine operations (not only as an emergency tool as SSN EIS initially planned). 
2.
OBJECTIVES OF THE PROJECT WITHIN SSN 
STIRES is conceived as an enhancement to the SafeSeaNet system for facilitating relaying and exchanging information between the EU Member States, Norway and Iceland. In this respect STIRES will interface with several existing and planned systems such as:

a. The existing AIS systems of the EU Member States and/or regional AIS servers and the existing SSN core system. The goal is to distribute  to participating countries, the full real-time AIS information picture, enhanced with selected data stored in the SSN system (e.g. notifications on hazardous goods, alert incidents posing threats to safety of navigations and/ or the environment)

b. The EU LRIT Data Centre (under development). The goal is to distribute LRIT reports (collected from the EU LRIT DC) to the entitled users
c. The EMSA Geodatabase system, with the goal being to allow entitled users from the Member states and operators of the Maritime Support Services of EMSA to visualise the traffic in EU waters in real time.

d. The current CleanSeaNet Service of EMSA. The goal is to allow superimposing ship traffic image with oil pollution satellite imagery to facilitate analysis of pollution incidents

The AIS data will be collected and distributed through national/regional provider/subscriber proxy software developed by the STIRES contractor. The application will utilise data incoming at least initially, from existing regional EU AIS servers. MS will have the opportunity of:

a. visualising the information on a web-based geographical interface to be provided by EMSA, as referred to above; and/or

b. receiving data in streamed mode and integrating it into their national  applications should they wish to do so.
The system is designed so as not to create any disturbance to the SSN system in operation. STIRES will be interfaced to version v1.9.1 of SSN, which will be already available at the time STIRES is launched. There will be no negative impacts upon the national SSN–EIS applications.
3.
KEY PROJECT DATES   

The key dates are:

a.
contract was signed on 18th August 2008;
b.
Kick-off meeting took place on 3rd-4th September 2008;
c.
critical design review will take place on 5th December 2008;
d.
Site Acceptance tests will be on 3rd April 2009; and
e.
STIRES will go live as an operational system under SSN in July 2009.
4. 
STIRES NATIONAL PROXY
A “national Proxy” will be made available for installation at the MS or regional sites in order to enable the exchange of AIS and LRIT
 data between the National or Regional system and the STIRES server. The minimum hardware specification of the STIRES proxy, as proposed by the STIRES contractor (with the configuration already tested in the case of the Mediterranean server project) is:
	Processor 
	2.66 GHz Dual core Intel Xeon 5150

	RAM memory
	4GB DIMM PC2-5300

	Multimedia driver
	CD-RW/DVD ROM 24x

	Storage
	80 GB

	Network card
	Gigabit network adapter

	Other
	Video card, monitor, keyboard, mouse and USB ports.

	Operating system 
	LINUX or Windows (MS can choose)


The STIRES National Proxy will be able to filter the AIS data coming from the AIS national or regional server so that only the desired AIS data will be provided to the STIRES. The proxy application will enable dynamic configuration of the down-sampling value for each ITU message sent to STIRES. The down-sampling value can be none or any time up to 120 min expressed in seconds. The default down-sampling value will be 6 min. At the start-up, the STIRES National proxy will obtain the configuration of the filter rules by means of a configuration files. This file will specify the ITU messages to be sent to the STIRES server (at the first phase of STIRES, message 1,2,3) and the corresponding down-sampling interval. Once the connection to the STIRES server is established, the administrators of the STIRES server at EMSA will be able to modify the current configuration remotely from the central system

Data exchanged between the National Proxy and the STIRES server will be encrypted through the use of SSL/TLS connections to enforce secure data transmissions (2-Way SSL) over the Internet. The National Proxy will provide for the acknowledgment of STIRES server certificate and SSL tunnel termination so that MS and regional administrators will not need to deal with these issues.

The bandwidth requirements for the internet connection to allow the exchange of all the EU AIS data is from 256 to 500 kbps for downloading data (from STIRES server to the national proxy) and 256kbps for upload
. 
The design of the proxy application will foresee redundancy at national level and temporary storage of data in case of failure of the connection between the SSN STIRES national proxy and the SSN STIRES server. The time interval for the temporary storage and the down-sampling rate for AIS data temporarily stored locally would be in line with SSN system availability requirements. 
In order to ensure redundancy and availability, EMSA recommends to have the Proxy application installed on two different machines. Both machines will maintain a connection to STIRES but only one will perform the actual data exchange. In this way, when the connection with the active proxy becomes unavailable, the STIRES begins the data exchange with the proxy installed in the other machine.
The proxy application software will be provided to the MS willing to participate in SSN-STIRES in the form of an installation CD including instructions on configuring the proxy and installing the application. The EMSA IT staff will be available to provide advice during installation and set-up.
5. PLANNED WEB SERVICES FOR NATIONAL USERS

The planned interface will permit authorized operators at NCA level to display AIS tracks superimposed on images of a geographical area identified by the user (simple overview maps as well as more detailed views based on electronic navigation charts data). MS can credit up to two users who will be allowed to access the web interface.

Users can display either the current AIS picture or an historic traffic image, stored in the STIRES database. 
Amongst other services the Web portal target display will include the following:

· Filtering to limit the number of targets displayed. As an example, the user might display only those vessels with an Alert or Hazmat notification in the SSN.
· Distance calculations.
· Map/chart layer selection (the user can activate/deactivate prescribed different layers to chose displaying only the most relevant geographical objects from operator’s perspective e.g. display traffic separation schemas and isobaths, etc.) 

The EMSA Web portal will provide users with the tools required to perform statistical reports upon stored historic data. The detailed specification of the STIRES envisaged functionality can be downloaded from EMSA’s web-site.
7.
CONNECTION TO SAFESEANET

STIRES will provide a set of services inside the future SSN Cluster in addition to that which already exists in the European Index Server (EIS). The information flow between the EIS and STIRES module will be based upon XML formatted messages, SQL commands and/or PL-SQL procedures. 
The STIRES module will behave in a similar way to a Member State sending to or requesting information from the EIS module:

· Sending AIS Ship Notifications to SSN (at intervals as specified in the SSN ICD);

· Answering requests, through SSN, for AIS ship details. 
It is important to note that there will no impact upon the NCA applications for SSN, due to the introduction of STIRES.
8.
ACTIONS PROPOSED
The SSN Group is invited to note the information provided in this paper. Member States are also invited to consider their future participation and use of the services that will be provided through the STIRES module implemented under the EMSA project.
� LRIT data will be distributed through STIRES in 2010


� The actual upload data rate required is in fact based on the number of vessels sailing in the vicinity of the national AIS network. Consequently, it may vary between 30 to 256 kbps. 
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