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	Executive summary 
	Briefing on the new functionality embedded in the forthcoming releases of SSN-EIS, presentation of the timetable (availability on the new releases in the training and production environment), outline of relevant EMSA and Member state actions. 

	Action to be taken
	Refer to  the planning as per paragraph 2

	Related documents
	a. Information on granted exemptions (SSN 9.3.3)
b. Users access rights (SSN 9.3.4)
c. Status report on LCAs declared for SSN (SSN 9.4.2)

d. Alert distribution application (SSN 7.4.2, SSN 8.4.1, SSN 9.4.3)

e. Request / Response mechanism in SSN (SSN 9.4.4)

f. SSN Communication requirements (SSN 9.4.5)

g. SSN 9 Workshop Report-v1.00 – Action items EMSA/ 2, 3,5,9, 16
h. XML Reference guide, v1.65




1. INTRODUCTION
At SSN9 a number of decisions were taken related to further development of the SSN system. Reference is made to such examples as:

· the alert distribution functionality and correction for user access rights that were added in the 1.9.0.5.3 operational patch release of SSN; and
· the features for the forth-coming 1.9.1 release such as the implementation of checking rules and the  correction of major XML XSD inconcistencies.

This paper provides a briefing on the new functionalities embedded in the forth-coming patch (1.9.0.5.3) and release (1.9.1) for the SSN-EIS, together with the anticipated timetable when these new features will be made available in the SSN training and production environments. The dates anticipated for actions by the MS are also indicated.
New features in forth-coming releases/ version of SSN
The table below identifies the new functionality of the forthcoming releases. Refer to the appendix (I) for an outline description of each new feature 
	1.9.0.5.3 patch

	1. Alert Distribution application via the SSN web interface (ref. SSN WS 9.4/3)

2. Correction on User Access Rights (ref. SSN 9.3.4)

3. Administration & web interface improvements
4. Contextual Help 
5. Tickertape banner for web interface
6. Vessel's flag visualisation in notifications grid of the web interface 

	1.9.1 release

	1. XML-XSD agreed inconsistencies correction (S9.7.1 – DQWG)
2. Checking rules implementation (SSN Communication requirements - SSN 9.4.5) 

3. HAZMAT exemptions list (ref. SSN 9.3.3),

4. New request / response mechanism  (ref. SSN 9.4.4)

5. Ship Activity Tracking 
6. Assignment of multiple LOCODEs to a single LCA  (Port Authority) (ref. SSN 9.4.2)

7. Download of SHT and banned vessels lists 
8. Updating the AIS Ship Response Message format (ISWG 3/2/1 and SSN 06/4/3 rev1) 
9. Improvement of the logs functionality
10. Security improvement related to user administration 




2. Timetable & relevant issues
The target dates for the implementation of the forthcoming patch release (1.9.0.5.3) at the testing, training and production environments are presented in the table and figure here-after. Possible implications due to the re-location of the SSN-EIS infrastructure, from DIGIT/ Luxemburg to EMSA/ Lisbon, are identified. 
	Key date
	Action taken by EMSA 
	Action expected by Member states

	30/9/2008
	1.9.0.5.3 made available at EMSA’s testing environment for SAT (Site Acceptance Tests)
	None

	17/10/2008
	SAT completed

1.9.0.5.3 made available in DIGIT’s training environment

Updated XML RG and XML XSD will be made available in the web site of EMSA
	Running tests on alert distribution application and new functionality of 1.9.0.5.3

	3/11/ 2008
	1.9.0.5.3 begin installation  in DIGIT’s production environment
	Tests on 1.9.0.5.3 completed

	14/11/2008
	1.9.0.5.3 made available at DIGIT’s production environment 
	None

	5/1/2009

	EMSA removal to new premises (to be confirmed)
MSS  start operating on 7/7 basis

SAT tests on 1.9.1 initiated

Early communication to M.S of the new URLs (for accessing EMSA training environment by February 2009)
	None

	2/2/2009
	SSN SAT tests for 1.9.1 release are completed
	None

	2/3/2009
	Early communication to M.S of new URLs (for accessing EMSA production environment by April 2009) 
	Change of URLs for accessing the  SSN training environment at EMSA/ Lisbon

The M.S. can initiate tests of 1.9.1 functionality at EMSA’s training environment


	17/3/2009
	EMSA initiates installation of 1.9.1 at EMSA’s production environment


	Tests on 1.9.1 completed



	7/4/2009
	SSN production environment is made available to M.S for normal operations on 1.9.1

	Change of URLs for accessing the  SSN production environment at EMSA/ Lisbon

M.S start accessing SSN-EIS 1.9.1 release via the new URLs




[image: image2.png]5/1/2009 - Estimated Move to new premises
30912008 1112008 20212000 2312009

_tartija00s.

Member Statos tosts on
19,053 (e.g. Alert
distribution application)

Member States tests on

1.9.1(e.g. checking rules,

cortection of major XML
XSD inconsistenclos )

LEGEND

L R T —

Fe oo ts cosns




3. CONCLUSIONS
1. The operational release of SSN that includes the correction on restriction of access rights agreed during SSN9 and a fully functional, web-based, alert distribution application will be made available for SSN production by 14/11/2008.

2. Subject to re-location of EMSA’s premises at Cais do Sodré (estimated currently early next year) it is anticipated that the 1.9.1 version will be made available for production by 7/4/2008 (the release will be available in the training environment for tests by 2/2/2009). 
3. New URLs will be provided by EMSA for accessing the SSN training and production environments at EMSA. The M.S will be notified in due course. 
4. ACTION REQUIRED

EMSA and the Member State participants are invited to follow the plans presented above and prepare for actions according to the table in point 2 above.
5. Appendix (I) – Features in forth-coming releases of SSN
	Release/ Version/ Feature
	Outline of functionality
	Notes

	1.9.0.5.3 release

	1
	Alert Distribution via the SSN web-interface
	Implementation of the Alert distribution application via the web-interface in accordance to the agreed concept and functionality (SSN 7.4.2, SSN 8.4.1, SSN 9.4.3).
	

	2
	Correction on User Access Rights
	Corrections introduced in the management of access rights. 

A user of type port will have the right to request only notifications details where the ‘NextPortOfCall’ references its own LOCODE (this includes its own location, the multiple locations that will be possible to associate to it- port visibility area- and locations of its dependent ports) . This should be applied to all notifications details request (except WASTE alerts that will be open to all) and not only to port notifications as currently done.).   

The table below indicates the restrictions to be applied in SSN when a user type PORT will request information.

Port notif.

Ship notif.

HAZMAT

notif.

Alert notifications

AIS

MRS

SITREP

POLREP

LFC

other

WASTE

LOCODE restriction

Open to all

LOCODE restriction

LOCODE restriction

x

x

x

x

Open to all

For the Alert Distribution Application the providing NCA may distribute the alerts to all relevant authorities according to the directive.
	

	3
	SSN administration improvements & Web interface improvements 
	A series of administrative improvements are introduced to facilitate the SSN administrators’ tasks (MSS at EMSA and NCAs). The NCA related improvements are:

1. Cancellation of users/authorities will be possible through the management console tool as other option as the search/update functionality. 

2. Develop a string search mechanism accessible through the management console tool in order to look for a specific string (input parameter) into the XML_content attribute from the LOG_XML_CONTENTS.
Furthermore, a series of changes are introduced (based on comments from EMSA and Member States) to improve the ‘look and feel’ of the SSN web application
	NCAs will be able to delete/deactivate users and authorities dependant upon them.

	4
	SSN contextual Help
	Integration of contextual help in the SSN web interface mapping instructions recorded in the SSN User Manual.
	The “Help” functionality will provide to the SSN user additional help screens with a clear explanation of the fields presented in context with the SSN webpage displayed.

	5
	Tickertape banner
	A tickertape banner will be integrated at the top of the web page on the web interface 
	This type of banner will be especially useful for promoting next versions of SSN, dates of the next SSN workshop, etc. It shall be administered by EMSA 

	6
	Vessel's flag visualisation
	Flag visualisation in web interface based on the Maritime Identification Digits 
	A column in the notifications grid representation in the web-interface is added to visualise the flag


	Release/ Version/ Feature
	Outline of functionality
	Notes

	1.9.1 release

	1
	XML-XSD agreed inconsistencies correction
	Correction of the main XML-XSD inconsistencies analysed thoroughly by the Data Quality Working Group and agreed during the SSN9. The corrections relate to:

1. MS2SSN_Ship_Not: MRS Notification->Voyage information element ->Bunker

2. MS2SSN_Ship_Res: MRS Notification Details -> MRS cargo information -> Dangerous Goods -> Dangerous Goods Details

3. MS2SSN_Ship_Res: AIS Notification Details -> AIS Cargo Information -> Hazardous Cargo Type

4. MS2SSN_Hazmat_Res: Body -> Notifications Details -> Vessel Identification 

5. MS2SSN_Hazmat_Res: Body -> Notification Details ->Cargo Information -> DPG

6. SSN2MS_Alert_Res: Body -> ContactIdentification


	

	2
	Checking rules implementation
	Implementation of the agreed checking rules introduced in the XML Reference Guide version 1.65, according to the decisions of SSN9.

Any message will be rejected whenever a non-compliance is detected with the agreed checking rules, if not stated otherwise
	

	3
	HAZMAT exemptions list
	Functionality on SSN web interface > Send Notifications to allow input of the list of services, companies and ships granted exemption under Article 15 of the directive. 
	This functionality will only be made available (and visible) to NCA users.

	4
	New request / response mechanism
	Implementation of the new mechanism on the SSN web interface (e.g. allowing search on combined search criteria such as Vessel Identification, Sent at, Next port of Call, ETA, ETD) in accordance with the WS9, SSN 9/4/4 document.
	

	5
	Ship Activity Tracking
	For security/safety reasons it can be beneficial to track the activity of vessels during a certain period of time. This is a “request service” that has to be organised as a subscription service. The subscription service shall be flexible to support the end users needs. The matrix defining the different types of services is presented hereafter: 

Ship Notification

Port Notification

Alert

Notification

Hazmat Notification

Legal Vessel

Notice

Notice

Alarm

Notice

SHT Vessel

Warning

Warning

Alarm

Warning

Banned Vessel

Warning

Alarm

Alarm

Alarm


	SSN will send to the end users an e-mail with subject Notice, Warning or Alarm depending on the new notification coming to SSN and the vessel appointed to be tracked (refer to the matrix).

	6
	Assignment of multiple LOCODEs to a single LCA  (Port Authority)
	Implementation of a functionality which allows one LCA (only for the role PORT- Port Authority) to be associated with more than one LOCODE (associated and dependent).
	

	7
	Download of SHT and Banned vessels lists
	Introduction on the SSN Management Console of a downloading functionality for the Single Hull Tanker and Banned Ship lists so that it can be read in automatically by the Member States.

The lists should be available in f.i. comma separated values, excel file or XML. 

The data fields to be appearing in the list are the same as the ones being displayed in the tables: IMO number, MMSI number, Call sign and Ship name.
	

	8
	Updating the AIS Ship Response Message format
	Updating the Ship Response message (MS2SSN_ShipRes) in line with Ref: ISWG 3/2/1 and SSN 06/4/3 rev1

 
	

	9
	Improvement of the logs functionality
	There will be an enhancement in the search logs functionality to be able to trace / register all, or lack of, activities connected to the request/ response sequence. 
	

	10
	Security improvement related to user administration
	In accordance to decisions in SSN5  (refer to SSN-05-331-MIN-015 meeting minute, bullet SD15-06)  introduction of a directory service interfaced via LDAP to handle users  authentication process 
	


6. Appendix (II) – xml rEFERENCE GUIDE v.1.65
Refer to the document in annex SSN 10.7.1 (Annex_XMLMessagingRefGuide_v1.65).doc and the relevant schema file (ssn.xsd) are the version applicable to SSN release 1.9.1 as agreed in the SSN9 work-shop.
� If re-location date is not met (does not depend on EMSA) delays might be experienced in the target dates for 2009 for testing the application, changing URLs and launching v1.9.1


� M.S/ MSS at this date continue working with the  infrastructure of SSN hosted at DIGIT/ Luxemburg


� Should an M.S required it, the tests may be extended up to 7/4/2008
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