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	Executive summary 
	This document is a status report on the 24/7 operational and technical points of contact for SSN as provided by the MS. From an analysis of the results, it is proposed to establish a working group to clarify and agree on the common service levels and procedures in MS of 24/7 services to support SSN operations.

	Action to be taken
	Agree to establish a WG and communicate the 24/7 point of contact as per paragraph 5

	Related documents
	a. SSN 9.8.1 Data Quality Guidelines

b. SSN WS 9 Report
c. Replies of the MSs




1. INTRODUCTION
By the end of 2008 all Member States shall be connected and fully participating in SafeSeaNet. As we pass beyond the first phase of SSN implementation, it is now appropriate to focus more upon operational aspects of the system. In particular, there are questions regarding the “operational phase” raised by MS that should be addressed. 
During the previous Workshop, EMSA was tasked with collecting details of the 24/7 contacts for SSN related operations in each MS. During this task, it was noted that MS have very different interpretations on the role of these 24/7 contact points. A table with the different responses received from MS can be found in Annex I.
Recognising that successful implementation of SSN very much depends on its proper implementation and integration as a common (EU) operational service and resource by each MS, it is proposed to further address this issue by creating a Working Group with a mandate as described in annex II (terms of reference).

2. THE NEED FOR NCA 24/7 service in MS with COMMON MINIMUM service levels 
SSN is entering in its full operational phase. One of the key actors in this phase will be the NCA 24/7 service in each MS dealing with SSN, equivalent to the EMSA MSS. 
The current points of contact (NCP) are identified as individual persons. This situation is not sustainable once SSN is fully operational because the SSN system and the information contained in it must be available “without delay”, 24 hours a day. 
Directive 2002/59 (art. 14) establish the principles for an automatic exchange of information among MS. The paragraph c) indicates that “each Member State must be able, upon request, to send the information on the ship and the dangerous and polluting goods on board without delay to the competent authority of another Member State”.
The ICD includes several requirements regarding the role of the NCA, SSN availability at MS level and access to archived information (Chapter 7, also copied in annex III); particularly as it is also stated that “the notified National Contact Point shall be maintained in operation 24 hours a day…”
Clarification of what is a harmonised implementation of these responsibilities and procedures for the declared NCA 24/7 service must be addressed; mainly as regards contact with other MS users or the MSS in EMSA.
A relevant example of the need for this harmonised implementation and common understanding of services to be provided by MS in SSN was revealed in the checks performed by the MSS (presented during WS9). For example, when requesting information on the detailed part of the Hazmat message using the phone/fax given in the Hazmat notification in certain cases; there was no answer to the phone call. According to the Directive 2002/59 information must be available 24/7. Therefore a procedure must be established to ensure that the requestor will always have access to the information. In other sample cases, the phone was answered, but the person in contact on the line was unaware of what action to take and there was no procedure in place on how to identify the requestor or how to provide the information. It is concluded that a procedure must be established to ensure that requestors are properly identified by the data provider and the provider has sufficient evidence to show that the requestor is entitled to obtain that information. Problems were also encountered when the notification details were supposed to be available as a document on a web server.
MS should each establish a NCA 24/7 service responsible for all SSN operational procedures and providing a single set of contact details; thereby strengthening and ensuring day to day operational contact between the MS and with the EMSA’s Maritime Support Services (MSS). These services should include:
· Defining the back-up solution when information does not reach the SSN requester.

· Dealing with the MS reference databases that could play a role in the validation process whenever mismatched data is found.
· Interface with the tool or entity in charge of the monitoring of the national SSN application.
· Distribution within the country of the alerts received at national level.

· In general, these included in Annex III (NCA functions) requiring a 24/7 service.
3. EMSA ProposalS
EMSA proposes setting-up a working group to be tasked with establishing guidelines on minimum common service levels and communication procedures to be followed by MS in SSN operations and in particular, to be followed by the NCA 24/7 service when in contact with recognised users in other MS or in EMSA. 

In annex IV some of the questions regarding SSN Operations are identified as an example of practical issues to be discussed and resolved by the working group.

4. ACTION REQUIRED

The Member States and Commission are invited to:

· Complete or review and communicate confirmation of their 24/7 single points of contact (see the current list in annex I) within 15 days of this workshop;
· Agree establishing a WG in accordance with the terms of reference in annex II; and
· Communicate during WS 10 or by the 1st of November at the latest their intention to participate in the WG and their representative.

EMSA will provide the secretariat of the WG and the first draft of the action plan to be submitted to the Group.
Annex I

NCA 24/7 SERVICES DECLARED (to be completed)
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Member States indicated in red have not yet provided the requested information.
Annex II
SSN Working Group on “SafeSeaNet Operations”
Terms of Reference
1 - Mandate
The SSN Working Group on “SSN Operations” should, taking into account existing specifications of the SSN system; develop a document “Minimum common SSN operational service levels in MS” covering the organisation of the SSN related operations.
The WG shall in particular:
· Define the minimum common operational service levels to be implemented by each MS to guarantee proper functioning of the SSN system.
· Complete an overview of communication procedures among SSN users.
· Review management of historical data.
· Draft guidelines to assist the NCA or the LCAs 24/7 services in the day-to-day operations: operating and maintaining the SSN system, management of data, gathering and recording information, security of data transmitted, training etc. 
· Propose an action plan for implementation.
2 - Resources and Members of the Group
Each Country participating in SSN and the European Commission has the right to nominate a member of the group by the 1st of November 2008.
EMSA will provide the secretariat; and will coordinate, collate and amalgamate the information sources identified by the members of the group into working electronic documents for ongoing dissemination and agreement.
The Working Group can either develop its mandate in writing addressed to all the Members of the Working Group (a correspondence WG) or through meetings organised by EMSA, if so considered. When meeting outside EMSA’s premises travel costs shall be supported by each participant. EMSA may chair the meeting if the hosting MS requests.

3 - Report
The report, coordinated by EMSA, will cover the objectives and will assess the need for continuing the work, and, if so, how further work will be conducted, and reflect the views of the participants.
4 - Deliverables and timing
The report should be ready by end May 2009 and at least one month prior to the following SSN Group Workshop. The chair of the correspondence group will present the report.
5 - Acceptance

The final result of the Working Group will be submitted to the SSN Group for agreement and implementation.
6 - Duration of these ToR.

At the Workshop programmed to take place in the second semester of 2009 the mandate of this correspondence group will expire, and be renewed if necessary with new ToR.
ANNEX III (Extract from the ICD)
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Annex IV

Examples of questions regarding SSN Operations to be discussed and resolved by the working group “SSN Operations”
1. Directive 2002/59 in art. 14 establish the principles for an automatic exchange of information among MS. Paragraph (c) indicates that “each Member State must be able, upon request, to send the information on the ship and the dangerous and polluting goods on board without delay to the competent authority of another Member State”. This means that the national system should be monitored (as described in the Interface Control Document, role of the NCA, see Annex III) and backup solutions should be implemented in case of failure.

· How will the NCA report “immediately” any detected defect in its system?

· How to communicate unavailability or breakdowns of the system? 

· How will the NCA 24/7 service communicate with equivalent services in other SSN countries or with EMSA’s MSS?
· Are there common procedures to communicate information to Data Requestors? 
· How will they guarantee the information from the actual data provider is made available in due time (agents, VTS, etc.)?
2. Back up solution for system failures. 

· How will MS ensure that the information provided by XML or through a downloadable document, once requested by any other user, is available in due time if their SSN national system fails?

· What are the needs of the NCA 24/7 service to provide this back up (access to data, communication means, etc.)?

· What is the correct profile for this service? (Empowered for requesting data, access to information, hours of service, communication means, etc.)

· How the MSS can support any NCA/LCA?

3. Some notifications sent to SSN indicate the contact details (phone & fax) for obtaining the notification details (hazmat details, cargo manifest, details of any alert, etc.). When requests are made, a variety of different actors of SSN are employed for providing the detailed information, giving rise to a number of questions:
· Which of the SSN actors (Shipping industry, LCA and NCA) should be identified as provider of details in the phone & fax solution?
· Could an Agent, an Operator or an LCA Office (Port, local maritime authority, etc.) be these data providers even though not providing a 24h service?
· How the information they are supposed to manage is going to be provided in due time as specified in the ICD (15 minutes)?
· SSN speaks English. Will all possible contacts employed by MS be able to understand requests and respond properly?
4. Access rights and proper identification of data requesters/providers when the communication is based on phone or fax.

· How any of the above mentioned users/services will properly identify a data requester?

· What are the steps, if any, that a LCA/NCA should follow to obtain the information needed? Would it be acceptable to contact the provider directly?

· What are the steps, if any, that a data provider should follow to identify and therefore provide the requested information?

· What and to whom is the list of SSN users that should be made available on the web interface for that purpose?

5. In case of Alerts:
· Which type of service has to be designated to receive the distributed alerts from other MS and redistribute them within the country?

· Which procedures should be implemented between the different NCA 24/7 services and the EMSA’s MSS to feedback when an inspection was carried out following an alert?.
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