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	Executive summary 
	ESPO sets out some additional concerns about recent developments in relation to SafeSeaNet and brings the ports concerns to the attention of the SSN group.


	Action to be taken
	As per paragraph 6

	Related documents
	n.a.


1. INTRODUCTION
In follow up to earlier published position papers about the ongoing implementation of SafeSeaNet
, the European Sea Ports Organisation (ESPO) in this paper sets out some additional concerns about recent developments in relation to SafeSeaNet.
ESPO has been closely following the deployment of the SafeSeaNet system from the early beginning. ESPO has done so because it believes that European seaports are to be considered as key players and essential for the effective functioning of the system. For this reason ESPO welcomes the fact that it can attend the SafeSeaNet workshops organised by EMSA for Member States representatives. Nevertheless, for obvious reasons, ESPO regrets that many topics related to SafeSeaNet and of direct interest for ports are being discussed in the MARSEC and COSS committees without any clear consultation of stakeholders such as port authorities.
2. Final objective and confidentiality of the system

SafeSeaNet was conceived as a system concentrated on ensuring access to appropriate data in the event of an emergency or incident. In such a system there was no need to hold this data centrally but only to hold a link to ensure that the necessary data could be obtained electronically. ESPO has always welcomed this principal objective of the establishment of SafeSeaNet. However, ESPO notes that SafeSeaNet is evolving towards a centralized database and is concerned that new demands are being introduced that go beyond the requirements of the Vessel Traffic Monitoring Directive.

In view of the increasing centralization of data, port authorities would like to raise their concerns on the confidentiality of the system. ESPO would very much welcome more clarification on the issue of access rights to data, since the information available is not only linked to regulatory/ safety / environmental matters, but also to cargo details and other information that may be considered as commercially sensitive. ESPO is of the view that access rights should be interpreted in a strict sense and clear controls should be in place to manage system access. A clear definition of "incidents or accidents" (art 19.1 of the directive) should be made. Private companies, supplying confidential commercial data to the port authority, must be guaranteed that such data is only made available to other organisations for the sake of protecting human lives and/or the environment after an incident and/or accident has occurred.
3. Coordinated approach

Overall, ESPO supports the principle that information is only sent to where it is of use, not just to a central data receiver. ESPO is of the view that the e-navigation approach of providing a common methodology of transmitting data, presenting it and coordinating it allows for data to be directed at the appropriate user only and is therefore a better approach.

Overall, ESPO would like to highlight the importance of consolidation on the various initiatives and proposals at EU level, such as SafeSeaNet, e-navigation, Marnis, etc. In this regard reference is made to a SafeSeaNet Version 2 and a SafeSeaNet++ that are being proposed and asks for a consolidated approach to ensure that the system that is to be adopted provides flexibility and takes into consideration the investment that has already been done by the Member States and port authorities in developing existing systems.  
4. Port authorities’ responsibilities and involvement

ESPO would like to underline the importance that national governments discuss the implementation of the SafeSeaNet system with their ports, for reasons of technical and operational feasibility as well as for financial reasons. In general, ESPO is of the view that the continuous elaboration of the SafeSeaNet is putting an extra burden on port authorities without a lot of tangible results. In this context specific attention is requested for the situation smaller seaports are in. 

Therefore, ESPO believes that before developing new versions and/or additional tools, first of all an exercise should determine what would be required in terms of additional infrastructure and how existing equipment could be utilized in order not to replace this to comply with continuously changing requirements of the system. The added value for port authorities should be studied and taken on board before deciding on new steps in the development of the system.
5. CONCLUSION
ESPO appreciates the ongoing dialogue with EMSA as regards the implementation of the SafeSeaNet system. Nevertheless, ESPO is of the opinion that the above mentioned points should be taken into account by EMSA when further implementing the system seeking clarification of policy as necessary with the appropriate authorities. An open dialogue with all parties concerned and implementation of practical solutions is the way forward to ensure that such a system is beneficial to the industry. ESPO is committed to such a dialogue and at full disposal for further exchange of views and cooperation.
6. ACTION REQUIRED

The Members State participants are invited to note the above information.
Since 1993, ESPO represents the port authorities, port associations and port administrations of the seaports of the European Union. The mission of the organisation is to influence public policy in the EU to achieve a safe, efficient and environmentally sustainable European port sector operating as a key element of a transport industry where free and undistorted market conditions prevail as far as practical.

For more information, contact the ESPO secretariat at:

Treurenberg 6 – B-1000 Brussel / Bruxelles
Tel. : + 32 2 736.34.63 – Fax : + 32 2 736.63.25 - E-mail : mail@espo.be – Web: www.espo.be
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