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	Executive summary 
	The SSN implementation has included much more functionality in the browser based part of the system - compared with the XML-based messaging part.

As a consequence of this, only the latest incoming notifications for a specifically known ship can be retrieved via the SSN XML interface. This lack of functionality will reduce the operational value of the SafeSeaNet system for the Member States. 

Search for Alerts not connected to a particular ship is thus unreachable. So is position or presence of ships within an area.

To remove these limitations a query facility needs to be added, that is capable of returning potentially many notifications and providing the Member States with an enhanced usefulness of the SSN system.

	Action to be taken
	As per paragraph 4

	Related documents
	


1.  INTRODUCTION

This document provides information and suggested actions to improve the SafeSeaNet core application. The improvement will give the Member States an added operational value of the system. The suggested actions also aim to improve the SSN application with a minimum of impact to the national SafeSeaNet web application and its interface.

2.  THE FUNCTIONALITY OF THE PRESENT VERSION 

The SSN implementation today has included more functionality in the browser based part of the system - than the XML-based messaging part. 


A result of this is that XML-messaging based part of the system is optimized to ensure that the regulative reporting requirements are fulfilled – as opposed to the request/response functionality.

This sub optimization of the reporting part of the system has a consequence for the Member State’s ability to ask for information from the SSN index server. Specifically, only the latest incoming notifications for a specifically known ship can be retrieved – regardless of, say port. Thus, a presumably extremely common query like “Which ships will arrive at my port within the next 36 hours” cannot be expressed – much less retrieved.

Search for Alerts not connected to a particular ship are similarly unreachable. So is search based on position or presence of ships within an area. Even if the ship is known, the most appropriate notification may still not be accessible, since the specifications do not specify which one of potentially many notifications of a particular type should be returned. It is expected that the most current notification is returned, but notifications (such as Port and Hazmat) can be sent ahead of time, thus making this irresolvable.

3. SUGGESTED IMPROVED FUNCTIONALITY

To remove these limitations, it is suggested that a query facility could be added to the core system. This should be capable of returning potentially many notifications from a request, and thereby getting several notifications in return all satisfying the query criteria.

In addition, the member state requirements must either be altered to support retrieval of one specific notification or the SSN database must be extended to include all necessary information, thereby in effect moving away from the index concept into a more traditional centralized one.
For an elaboration of the concept and suggestion for a corresponding query language see the attached Annex I. 
The real added value for the Member States by implementing use of an enhanced query functionality to the SSN core system is enabling them to start developing operational systems that actually uses the valuable information from the SSN index server.

The Commission is asked to take steps for a specification being presented at the SSN 6 meeting; while at the same time encourage interested Member States to participate in a fast-acting workgroup to act as review partners in this process. Mandate for this approach should be secured among all Member States during the SSN 5 meeting in March 2006.

4. EMSA PRELIMINARY ANALYSIS

In principal the proposed query functionality is indeed a considerable added value to the functionality of SSN. It is feasible given that a dictionary for queries will be well described. A predefined set of queries with a given syntax may be proven adequate to only few users. It will be more preferable to provide a dynamic set of queries that could be customised by the individual users according to their needs. This is a design issue and too early to be discussed right now, however EMSA would like to explore the possibilities of defining a dictionary of allowed queries and their contents in the form of metadata (metadata could be updated) that will be translated dynamically in message schemas (XML) for use by the MS.

With reference to the diagrams in paragraph 2 of the Annex, EMSA strongly supports the definition of attributes as individual tags and not as attributes.

With reference to the last subparagraph of paragraph 2, EMSA considers that a large number of queries can also bind computer resources that will affect the response time of regular processing (e.g. sending notifications, requests etc.). In this case, the creation of a data warehouse for servicing queries should be considered. Such a solution could also enlarge the constraints of the response size for queries.

EMSA suggests that an analysis should be conducted to get the feedback from the MS as to what the expectations are, what information and in what format is required and what rules should apply when filtering data etc.

5.  ACTIONS REQUIRED

Member States are invited to note the above proposals and to advise as to the appropriate action to take.

ANNEX I
QUERY LANGUAGE

To validate the claim that relatively minor extensions, providing a limited - yet sufficient - query facility, will greatly enhance the value of the message based interface, we are below providing a short very technical sketch of a set of requirements and a very high level of design of such a facility.

1. Main functionality

1. The facility should provide for a set of XML messages and an exchange protocol for these that will enable a member state to retrieve a set of notification messages - each message containing the original header and body.

2. The protocol should be modeled as close as possible to the already specified Request/Response protocol

3. Each request shall contain one Query.

4. Each Requestor is in SSN allowed access to a specific set of notifications and data associated with it, as specified by the access and authorization scheme of SSN. Each Query shall be formulated as a restriction over the total set of notifications the requestor is authorized to access.

5. Each notification is associated with a specific type (Port, Ship etc.). Each Query shall be formulated as a restriction over a set of notifications of only one type

6. A Query shall be formulated so that resolving the restriction can be performed in a filtering manner, without having to loop or refer to other notification instances than the one occurrence that at any time is considered included in the result set or not (that is - it should be a "simple" selection with no possibilities of formulating joins or semi-joins (Exists clauses in SQL).

7. It is an open question as to whether expressions should be allowed - e.g. allowing for query conditions like ETD = ETA - 2 hours. 

8. The query filtering condition syntax should be designed so that it minimizes the implementation effort involved - given the particular tools that are needed to translate or map the query from the Query language into the particular Query execution performed.

9. The query language could allow for requesting the resulting set of notifications to be sorted on a set of particular fields of the notifications in either ascending or descending order.

10. The query language should allow for restricting the maximum occurrences within the resulting set being limited to a specified number.

11. To avoid consumption of too many resources, a, possibly negotiable, limit to the size of the number of occurrences of the result set should be enforced.

12. It would be preferential if the Requestor is informed about this limit being reached.

13. In a future version, it would be preferential if the Requestor, when hitting this limit, is informed about the size or the number of occurrences that are actually satisfying the query and if a sub request protocol could be activated enabling the Requestor to retrieve the next "batch" of results.

2.  Rationale

These requirements assure that all query processing need only be performed on information kept by the indexing server today. Thus no implementational effort is required by the member state to be able to satisfy query execution. The usage pattern will consist of a member state formulating a query over a specific set (say Ship) of notifications. The query will be sent to the indexing server and a set of satisfying (Ship) notifications satisfying both the query criteria and the access rules are returned.

In theory, the execution can be performed by reading from the index database all accessible notification of the type specified and filtering out those not satisfying the specified criteria. In practice, for performance reasons, particular conditions will probably be translated into the database access language of the index server (SQL) in order to optimize processing. The requirements are formulated such that this task will be a trivial mapping, without having to deal with traditional complex query issues like joins and transitive closures.

Most of the conditions will be formulated as constant restriction involving the usual sort of predicate operators like “=”, “<”, “>”, etc. In addition, a few more functional predicate types like Prefix Search, Between and WithinArea should be included

For Query syntax, a simple solution could be to use the various notification message schemas as a basis. However, each atomic Notification tag/attribute containing atomic data values of type Int, Text etc. is altered to contain a predicate structure. This structure basically consists of a tag indicating the type of predicate and one or more predicate values.

As an example, consider the PortNotification tag NextPortOfCall, where, instead of e.g. text, a predicate indicating a prefix search is specified as follows (notice that for the sake of simplicity, we assume that the message has been transformed so that attributes are specified as individual tags and not as attributes):

	…
  
<NextPortOfCall>



<TextPrefix Text=”NOTR*”/>

  
</NextPortOfCall>
…


Similarly, to restrict search to all arrival within, say 12:30 and 15:10 we use:

	…
  
<ETA>



<IntBetween From=”12:30” To=15:10/>

  
</ETA>
…


In the current implementation of the Schema version 1.6, attributes are primarily used rather than a normalized tag structure. A syntax more in line with this could be:

	…
  
<VesselIdentification  
NextPortOfCallPred = (TextPrefix, Text=”NOTR*”)





ETAPred = (Between, ”12:30”, “15:10”


/>
…


This would to a large extent make the schema definition for queries a simple addition to the existing one; thereby strongly encourage reuse and minimizing the risk of inconsistencies between the Query syntax and the Notification syntax.

An added benefit to this, given we have understood the internal structure of the SafeSeaNet system correctly, is that the existing parser modules can also be reused and augmented in a simple manner. The total effort of is thus minimized whereas the potential benefit is quite large.

In order not to bind computer resources unnecessary by thoughtless query formulations, a maximum limit should be enforced for the result. If no buffer requesting sub protocol is implemented in the first version, when the limit is exceeded, the protocol will be stateless and simpler to implement. On the other hand, such a limit can be difficult to determine, so a buffered protocol should seriously be considered.

3.  Usage scenarios and further specification

One especially important issue is not resolved by the above description and that is the how to ensure that the “relevant” response is supplied, when alternative ones are possible. For port notifications the above solution solves the problem, but, for e.g. Hazmat or Alerts, potentially several notifications may be provided, some of which some may be ahead of time. Thus always replying with the “latest” may be without operational value. 

The suggestions above help to circumvent this problem, by allowing the Member State to ask for all that given the search criteria appears to be relevant – in much the same manner as the Web client.

However, like with the Web Client, if the protocol does not to support data providers returning more than one response, it must specify how the Member State can request a response containing the details of a particular Notification in case of duplicates. 

There appears to be at least three variants in which to solve this issue:

Approach 1

If we want the data requestor to be able to request for e.g. Hazmat details for a notification other than the latest, Request messages must be updated to include additional fields in the SearchCriteria element so unique identification is ensured. Such criteria could, in theory, be pure Voyage Information details like NextPortOfCall, ETA, ETD of the vessel, but unfortunately no such combination guarantees uniqueness. Including additional elements like SendAt and SendFrom could possibly solve this.

Approach 2
A solution that should simplify a lot the message flow would be store the Response details at SSN Core, in order to be served internally so no interaction with the data provider Member State will be required. 

This would remove the need for SSN to request specific notification details from the data provider, since it would already be present at SSN. SSN would simply return the result set of responses to the requesting Member State.

To support this, specific notification type messages e.g. Hazmat should be extended to include the Response details, thus making the corresponding Req/Res superfluous.

To advance further, typical scenarios resulting in the need of querying should be described, such as area search for one or more ships, search for all Hazmat notifications for a particular ship with ETA and ETD within certain boundaries, area search for Alerts etc. A concrete specification can then be held up against these scenarios to verify that they can be satisfied.

But we think this suffices for providing a clear understanding of how a small incremental implementation addition can significantly increase the member state value of the SafeSeaNet system.

EMSA, BE-1049 Bruxelles - Belgium. Telephone: (32-2) 7020200
Office: Rue de Genève 12 (G-12), fax: (32-2) 27020317

http://www.emsa.eu.int
2

