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	Executive summary 
	Deals with the issues of replacement of existing SSN core with a more functional and stable SafeSeaNet Core. In particular the document focus on the changes and how this will influence on the member states own systems. Major project elements are presented.


	Action to be taken
	As per paragraph 3

	Related documents
	a. XML Ref Guide  

d. SSN Network Security Ref Guide
e. SSN Specification V. 1.9 


1. INTRODUCTION 

It should be remembered that the purposes of SafeSeaNet is to gather information about ship activity from Member States and make this information available for the Member States in a proper and relay able way. Unfortunately EMSA and the member States noted operational and functional problems with the present version. 
EMSA decided to launce a project to bring the SSN in line with the original specification and take into account the comments made by the Member States and the experience from the system operation which are documented in a Contact Sheet library.  
The stability of the system and its reliability have to be improved which mostly depend on the core of the system. 
The major part of the project will therefore be to redesign the database with the aim in mind to increase the stability, increase the functionality and make it able to cope with the increased information flow. 

2. EMSA ANALYSIS / SUGGESTIONS
2.1 Potential problems / solutions
As EMSA has gained experience in operation of the SafeSeaNet it has been clear that changes of the system core have to take place. The criteria for changes are based on:
· Contact sheets have been studied and the result is summarised in the operational specification. 

· The result from the workshops has been analysed and systematised into operational requirements presented in the operational specification. 

· Result from the commissioning made by the Member States under supervision of the EMSA contractor are analysed and validated and the result is part of the operational specification.

· The result from the take over report made by the EMSA contractor has been analysed and validated and appropriate matters are taken into account in the operational specification.

Aiming to an improved SafeSeaNet system, all the documented problems are recognised and addressed to the appropriate system modules. An EMSA project team with experienced persons has been established and a project plan has been settled. The group drafted updated operational which has been transferred to the contractor to convert them into technical requirements.
The objective of developing SafeSeaNet V1.9 is to correct the existing version so it can reach the Full Operational Capability the system is planed for. The main goal is to achieve this without any changes in the XML Reference guide or only make as few changes as possible if it should be necessary. 
2.2 Areas of improvements

SafeSeaNet V.1.9 should be base upon on SSN V.1 standards and shall:
· Be a system available 24h/day - 365 days/year

· Be capable of providing a rapid reply to any request  

· Be based upon communication between Member States (MS) by electronic means

· Support message implementation in XML

· Be flexible: be able to include new requirements stemming from EC legislation, new messages, new members in the network, etc.

· Be easy to use, with users able to quickly become familiar with its procedures

· Ensure the security of communications

These statements require changes in the core system. Other important arguments to make changes are the fact that the present system is not able to cope with the increased message flow, and there is also a lack of operational stability. It is anticipated that this problem will grow with the expected growth in message flow connected to notifications and requests.
2.3 Proposed changes

The following present the major points of proposed changes :
2.3.1 Messages type
The messages per type that the Member States shall notify to EIS in a specified time are the following: 

· Port Notifications are used to notify SafeSeaNet that a given vessel is bound for a particular port with an estimated time of arrival and with a number of persons on board.

· Hazmat Notifications; Used to notify SafeSeaNet that a given vessel carries dangerous goods and that the sender owns some detailed information about these dangerous goods.

· Ship Notifications (AIS and MRS). Used to notify SafeSeaNet about a ship’s voyage and cargo information. A ship notification is essentially based on MRS or AIS message.

· Alert Notifications (Messages emitted by their operational services following events at sea - Search and Rescue report, Pollution report, and Waste notification, Lost/Found container, vessels not complying with the reporting requirements, vessels non complying with routeing systems requirements, results of inspections (under paragraph 3 of article 16)).

· Security Notifications. Used to notify SafeSeaNet that the sender holds some security information about a given vessel. 

· Waste Notification. Used to notify SafeSeaNet that sender holds some information about waste delivered from a certain ship.

· Others 

Waste and security Notification are new messages that should be applied in SSN V.2. However during the development of SSN V1.9 these messages have to be taken into account. This will also affect the XML reference Guide. 
“Others” mean that the system has to be built with more flexibility to cope with new requirements. 
2.3.2 Processes

The Core processes are grouped into business processes that identify the core functionality. 

2.3.2.1 Business processes 
The business processes follows :
a. Process Notification sent from Member State when they have information to notify to EIS.

b. Process Request sent from Member State to EIS when they need information.

c. Receipt confirmations sent from SSN EIS to acknowledge the receipt of a notification, a request or an alert.

d. Process Response sent from Member State to another user though the SSN EIS when they are asked to respond for a request.

e. Warnings and notices.

f. Process Alerts.

This is in fact no new processes compared to the previous version, but all of them have to be modified or improved to facilitate the requirements regarding efficiency and stability. 
New functionality will be introduced, special for the request process where the aim is to the have the same functionality with the XML interface as we have with the WEB interface.

2.3.2.2 Supporting processes 
A brief description of the supporting processes follows :
a. System Administration: shall offer all functions essential for managing the messaging service exchange, the data administration, the system resources including users and user access rights. 

b. Produce Statistics: the system must cater for the production of operational and technical statistics on the data exchanged and stored in the Central Index database.

c. Reporting: includes reports and logging information about system use. 

d. Send E-mail to a predefined list of recipients
These processes are dedicated to system management and reporting.
2.3.3 External systems

The SafeSeaNet system must be capable of interfacing with external systems to retrieve reference data or consolidate their databases. Such external systems are:
a. UNECE provides Location Codes (UN LOCODEs).

b. SIRENAC provides Port State Control (PSC) data from inspection reports.

c. BPWIS provides Baltic Ports Waste Information System data.

d. EQUASIS provides Ship Information.

e. Others

The National systems implementing SSN are not considered as external systems.

It has to be notified that the next version of SSN will use UNECE as the source for Locodes. The Member States are there for asked to update UNECE with their Locodes in use. Member States should inform UNECE whenever changes occur in the Locode list.
2.3.4 Functional Requirements
Functional requirements are associated with specific functions, tasks or behaviors the system must support. 
The table below shows the Functional Requirements matrix grouped into sections to be more readable. It should be noted that the XML and WEB interface now will have the potential to get the same functionality.
	Functional Requirements
	SSN Core System
	SSN Web UI
	SSN XML I
	SSN Man. C

	Security

	User Login
	X
	X
	X
	X

	User Authentication
	X
	X
	X
	X

	User Authorization
	X
	X
	X
	X

	Error-Handling, error-trapping, time-out
	X
	X
	X
	X

	Send Notifications

	Send Port Notification
	X
	X
	X
	-

	Send Ship Notification (AIS)
	X
	-
	X
	-

	Send Ship Notification (MRS)
	X
	X
	X
	-

	Send Hazmat Notification
	X
	X
	X
	-

	Send Security Notification
	X
	X
	X
	-

	Send Alert Notification
	X
	X
	X
	-

	Send Email
	X
	X
	-
	-

	Get Ship Information

	
	
	
	
	

	Search for a ship
	X
	X
	X
	X

	Get Ship’s Port Notifications
	X
	X
	X
	X

	Get Ship’s Latest Notifications
	X
	X
	X
	X

	Get Ship’s Voyage
	X
	X
	X
	X

	Get Ship’s Cargo Manifest
	X
	X
	X
	X

	Get Ship’s Latest Incidents
	X
	X
	X
	X

	Get Vessel Information (Sirenac / Equasis/)
	X
	X
	X
	X

	Get Ship’s Voyage - graphical
	X
	X
	X
	X

	Get Ship Information details

	Get Latest Port Notification Details
	X
	X
	X
	X

	Get Latest Ship Notification Details (AIS & MRS)
	X
	X
	X
	X

	Get Latest Hazmat Notification Details
	X
	X
	X
	X

	Get Latest Security Notification Details
	X
	X
	X
	X

	Get Alert Notification Details
	X
	X
	X
	X

	Get Port Information
	X
	X
	X
	X

	Get Area Information
	X
	X
	X
	X

	Select Geographic Area’s
	X
	X
	X
	-

	Browse Statistics
	X
	-
	-
	X

	Generate Statistics
	X
	-
	-
	X

	Export Statistics
	X
	-
	-
	N

	Administration

	Manage Location Codes
	-
	-
	-
	list of UNECE

	Manage Vessel Information
	-
	-
	-
	X

	Manage Users
	-
	-
	-
	X

	Manage User’s Access Rights
	-
	-
	-
	X

	
	
	
	
	

	Others

	Download Templates
	X
	X
	-
	-

	Send Polling Request
	X
	-
	-
	-


SSN Core System = SafeSeaNet central system core
SSN Web UI = SafeSeaNet user WEB interface
SSN XML I = SafeSeaNet XML interface.
SSN Man. C = SafeSeaNet Management Consol
2.5 Expectation of SSN V 1.9
The aim for the SafeSeaNet upgrade is to:
a. get a more stable, reliable, flexible system

b. get a better system capacity

c. correct system faults

d. reach full system functionality as specified for from the beginning

e. improve the functionality

f. expand the functionality
g. get a better XML interface

Until now the system stability has shown to be much lower than what is acceptable and has to be corrected. This will also improve the reliability.

SafeSeaNet has to cope with new requirements coming from new directives, changed directives or new requirements coming from the Member State Workshops. To cater for such new requirement the system core has to have a modular design that permit adding new modules or changes in the modules itself.
As the EMSA team has gained operational experience it has been clear that the system capacity has to be increased, specially taken into account that we now have started to get Ship Notification based on AIS.

The new version will correct recognised errors and make a redesign to gain a better capacity and stability. Here we also will complete the design so full functionality is achieved.
From the beginning lack of functionality in the XML interface compared to the WEB interface has been missing. It will be a major goal to improve this so the XML interface has at least the same functionality as the WEB interface.

2.6 Project plan 

The project plan is presented in SSN 5/6/1 (SafeSeanet management plan)
3. ACTION REQUIRED

Based on the proposals and comments given in the Member State Workshops EMSA has decided to launch a project to make a major upgrade of SafeSeaNet to ashore that the operational capability is in line with the directive 2002/59/EC and the specification given where the Member Stats comments are taken into account. 

Member States are invited to accept the proposed update of SafeSeaNet and the proposed project plan. 
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