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	Executive summary 
	This document aims to introduce the SafeSeaNet 

“future developments” as prescribed in the  invitation to tender No. EMSA C-1/01/04-2004.  

	Action to be taken
	As per paragraph 4

	Related documents
	Annex III of the Directive 2002/59/EC 


1. Introduction
In view of the implementation of Directive 2002/59, EMSA launched a call for tender on 1-7-04 regarding the SafeSeaNet project. The general aims of the project included the validation and further development of the SafeSeaNet to enable the exchange of more maritime information and so improve the safety, security and efficiency of maritime traffic. The strategic impact of the project is to bring together a wide range of authorities and actors involved in maritime transport to build an agreed platform as basis for developing and promote a Pan-European Maritime Information infrastructure. 

2.
  PROJECT OBJECTIVES 

The project is consisted by phases as follows :

a. Phase A - Validation

The aim is to evaluate the system in operational condition and make any required adjustment/correction according to the observation and feedback received from the Member State. During this phase, the late Members States willing to perform the test will be included. The main domains of activities should be:

· Maintenance of the system

· Member States support

· Helpdesk support

· Training sessions

At the end of this validation phase, EMSA and the Members States will conduct a review. The contractor will then draw up the « final acceptance report » of Phase A. After the completion of Phase A, the system will be declared at « Full Operational Capability ».

b. Phase B – Further development   

     The aim is:

· to continue the provision of the above mentioned services (maintenance, M.S. support and helpdesk) and in addition

· to further develop SSN in order to encompass additional data exchange requirements contained in Directive 2002/59 and in other Directives. The exact content of the project will be defined after prior consultation with the M.S. The contractor should provide its support and assistance in defining the SSN functions in order to accomplish technically realistic evolutions. The process and the meetings with the M.S. for the definition of the SSN further development thematic clusters will take place during Phase A in order to enable the launch of the S/W development at the beginning of Phase B. 
Phase B will start immediately after the signature of the final acceptance report of Phase A and last until the end.

A further description Phase B tasks is given in the attached Annex II. These tasks should be considered as indicative.  
3.     Current ICD text
There is no text relevant to the “future developments” issue in the ICD.
4.    ACTION REQUIRED

The Members State participants are invited to note the above mentioned Annex II. 
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TENDER SPECIFICATIONS

ATTACHED TO THE INVITATION TO TENDER
Invitation to tender No. EMSA C-1/01/04-2004 concerning

SafeSeaNet validation and further development

ANNEX II

PHASE B REQUIREMENTS 

1. SSN objectives 

The scope of SafeSeaNet is larger that implemented during the initial phase, since :

· it covers all EU Member States and 

· it involves a number of different authorities per country at local, regional and national level. 

· it should take into account new IT technologies and should build further to sufficiently cope with possible future technological developments. 

· it should encompass new data exchange requirements contained in other directives

2. General requirements

SafeSeaNet should be the tool to further support the processes that are required by the legislation currently in force and should be sufficiently flexible to cope with possible future requirements of new Directives. The user requirements should effectively aim at the following areas :

· Risk reduction through control mechanisms

· Centralised consolidated reporting

· Disaster prevention and control

· Increased level of information exchange contributing to the higher awareness of  the actors involved

· Increase cooperation and enhance the overall functioning of maritime authorities

There is an obligation for SafeSeaNet to be able to interact with as many different systems as there are actors. No constrains may be put on local IT systems; instead, the solution by itself must provide a means to interact with such local applications. In addition it should be envisaged to foresee a complete integration in existing local systems. The technology, hardware, operating system etc, that is used by the local system to process the messages should be completely invisible to the others entities of the system. All entities should be able to upgrade their hardware or migrate to other operating systems or software versions without influencing the rest of the system.  All actors should continue to use their existing IT infrastructure without changing platform or hardware. 

3. Technical requirements

3.1. Long Range AIS (LR-AIS)

One of the required capabilities in the IMO Performance Standards on AIS is “the support of both short and long range applications”. For short range (standard use of AIS), AIS has a limited coverage due to the limitations of VHF as communication mean. Long Range AIS requires different communication means like MF/HF or satellites for virtually unlimited coverage. This is not further described by IMO but is under development. Also a new Directive concerning Global AIS is under consideration in the Commission. The introduction of such a Directive will be followed closely to support the development and to ensure full coherence between the reflected policy and the development in the project.

AIS and Long Range AIS information should to be embarked on the SafeSeaNet platform to promote further the vessel traffic monitoring and improve the efficiency of SAR operations. 

The objective is, by using SafeSeaNet platform, to develop a safety structure for a continuous monitoring of vessels (especially high-risk vessels) along the European coasts using AIS and Long Range (LR) AIS. 

3.2. Regional information management centres

A framework for cooperation between the Member States, the Commission and EMSA needs to be established to enhance the implementation of the monitoring and information system for maritime traffic, with proper communication links being established between the competent Authorities and the Member States. In addition information management centres ought to be set up in the Community’s maritime regions to facilitate the exchange or sharing of useful data in relation to traffic monitoring. 

The objective is, by using SafeSeaNet platform, to develop such regional information management centres where all pieces of information coming from VTS, AIS, ECDIS etc. should combine to optimum efficiency and full integration of information. These regional information management centres, should adopt the same procedures and share resources (as required in the spirit of the Bonn, Helsinki and Barcelona agreements). 

3.3. Security messages 

Within the scope of SafeSeaNet is included the “security notification” message that is expected to become the basic one. The expected legislation on Port Security (IMO SOLAS/ISPS Code, EU legislation, US Maritime Transportation Security Act of 2002) will have a large impact on port operations. Matters that have to be addressed in the near future, among others, how information is communicated between terminals and port operators, how sensitive security information is treated etc.

The objective of SafeSeanet is to investigate how security messages could be exchanged using the existing platform, information systems, technologies, and communication systems. 

3.4. Electronic Charts 

The objective of SafeSeanet is to investigate promote and develop systems and standards for the presentation of vessel traffic related information on ECDIS and to develop an interoperable format for information exchange suitable for GIS and ECDIS.

3.5. Formal Safety Assessment

The objective of SafeSeanet is to develop procedures for assessing traffic routing (primarily for special category vessels) and the extent to which safety and efficiency of maritime transport can be balanced. Further it is desirable to develop accurate and useful reports, such as incident reports, that are necessary for statistical purposes and for safety assessments, as well as traffic reports that are required for traffic analysis and traffic management;

3.6. New requirements of the European Parliament
The European Parliament called the Commission to make a proposal for tracing (by means of transponders) containers and other loading units containing dangerous goods, so that they can be located after being lost at sea. Also it asked the Commission to further develop the SafeSaeNet and add new functionality that will integrate new technological developments. The new functionality should to be used by the Member States with a view to closer monitoring of traffic and better identification of ships likely to pose a risk to safety, security or the environment. 

The objective of SafeSeanet is to develop practical solutions as to how can contribute to the achievement of the above-mentioned goal. 

3.7. Port State Control 

PSC is now defined in EU directives 95/21 and 2001/106. Its efficiency and credibility rely upon the follow-up of detentions, dissemination of PSC results and ban decisions. 

The main objectives of the SafeSeaNet is to identify and develop the information messages which can be received by and stored in the nodes of the SafeSeaNet network and may serve the objectives of directives 95/21 and 2001/106. 

3.8. Setting-up of a “ships database”

The information concerning movements and cargo should be usefully completed by “static” information concerning the vessel. Two options could be considered :

An hyperlink can be considered to Equasis or/and

A specific SafeSeaNet ships. Database. Such ships. Database would have been the advantage of being fed with the most up-to-date information concerning a vessel transmitted at the occasion of the last voyage of such vessel.

In second option, it would be necessary to build progressively the database using information provided to the CIS. Knowing that several Member States have already, for their own needs, developed a ships’ database, it is suggested, if such option is retained that Member States provide the Commission with the contents of their national ships’ database in order to build the SafeSeaNet ships’ database.

3.9. Statistical uses

The data handled by the SafeSeaNet are extremely valuable and can potentially be used for a number of statistical applications. The main user of these statistics would be the EMSA. However, the Commission and the member States may also be interested in directly receiving statistics concerning their country, a specific region or the whole EU.

The development of statistical functions in SafeSeaNet could even facilitate further the implementation of specific requirements. If SafeSeaNet would be provided with all port entries data, it could calculate automatically the number of individual vessels and, in advance, the number of ships to be inspected for each Member State.

3.10. Extension of SafeSeaNet

The initial SSN project has been focused on maritime safety needs. However, there are a number of other users interfering with maritime transport, such as Customs, Schengen, etc. Many of these have also developed information systems, at national, regional or community level. The objectives is to develop, test and later demonstrate on Pan-European level a prototype of reporting facilities for authorities with high-level requirements on integration and interfacing with SafeSeaNet.
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