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	Executive summary 
	Contains version 1 of the proposed Data Quality Guidelines for final adoption at WS9, as a consolidated outcome of earlier DQ Group meetings.


	Action to be taken
	As per paragraph 4

	Related documents
	SSN 7/3/5 & SSN 8/4/2 rev1, SSN 8/8/1, SSN 8/8/3, SSN 8/8/4, SSN 8/8/2 (outcomes from DQ 2nd. meeting) and reports from the DQ meetings:
Report on the Ad Hoc Working Group meeting on the 1st Data Quality, Bonn, 5th September 2007.

Report on the 3rd Data Quality Meeting. Bonn, 15th January 2008.
Report on the 4th Data Quality Meeting, Rotterdam, 9 & 10 April 2008.


1. INTRODUCTION
During WS6 (22-23 November 2006) it was agreed to establish a Data Quality Group with the purpose of producing a Data Quality Guidelines document. The guidelines would be considered as an additional supporting document for Member States during production and in their preparedness for implementation of their SSN applications. 

The Group was finally defined at WS7 (31 May-01 June 2007) and the deadline of WS9 was decided for producing a consolidated document. 
2. DatA Quality Group : outcome and proposals 

The “Terms of reference” and the general data quality framework of this group were defined (see paragraphs 1. and 2.3 of the attached Data Quality Guidelines). 
According to them, the MS are invited to consider the following:
3. OUTCOME AND Proposals from the DQ Group

Checking rules

· The contents of the proposed checking rules are described and included in the XML Reference Guide version 1.65.

· The “checking rules” should be applied voluntarily by MS at the earliest possible opportunity; as they will provide an important contribution to improving SSN data quality. [The final implementation date should be the next revised version (“service pack”) of SSN after January 2009 (SSN version 1.9.1), coinciding with a new release of the XML Reference Guide]. 

· Regarding the vertical checks, due to current constraints and limitations (see paragraph 4.3) a two-phase approach is taken to their implementation. During the first phase the vertical checks will be implemented on a voluntary basis, during which period MSs are requested to report on the suitability and effectiveness of the checks at national level. On gaining valuable experience on application of the checks and consequent reduction in the above mentioned constraints, implementation will occur with SSN V.2.

Procedures

Maritime Support Services procedures

· The MSS has developed a series of procedures, some of them being “data quality” related. In general, the MSS is performing data quality checks and producing data quality reports which include tools to measure and compare trends in each MS for each relevant aspect of national performance. When considered necessary or when requested by a MS the checks as described in paragraph 3.1, may be improved or focused upon different topics,.

· Based upon the decision of the 16th meeting of the Administrative Board (24th November 2006), a phased-in approach is followed for the setting up the Maritime Support Services of EMSA (MSS), commencing in 2007. The initial phase (service during working hours 5 days a week) began on 1st June 2007. Phase 2, (working 7 days a week during office hours) is programmed for introduction by the end of 2008. Phase 3, (24h/7d) will be implemented during 2009 (to be confirmed).

· MARINFO: In 2008, EMSA has developed the new MARINFO database. MARINFO is now in production and contains information on around 114.000 ships (vessel particulars, movements in EU waters and casualties). It is considered to be the first of two phases in the creation of an MSS reference database to validate data incoming into the SSN EIS. Initial procedures and principles are in the process of being agreed for this purpose. In the second phase, creation of the EU common central reference database maintained by EMSA will be realized, (as agreed during WS8). For effective performance of the task of maintaining and updating the reference database there is a need to establish clear procedures and provide services with dedicated staff on a 24/7 basis.

Member States procedures

· Databases: MSs shall create or maintain reference databases (mainly vessel, Locodes and PDG) to avoid sending incorrect data to SSN, representing the best practice employed amongst all the MS.(see document SSN 8/8/3 “DQ reference Databases”), thereby validating data before sending it to the SSN EIS. The final implementation date for these reference databases shall be [1st January 2010]. 
· Communications: Established links between the MS and the MSS shall be maintained or enhanced based upon the revised MS’ contact points implemented in the document “SSN procedures for new deployments”.
· Identification of 24/7 operational contact points: In line with the above “Communications” and the MSS objective for providing a 24/7 service, the MS should also identify their centres providing a 24/7 service for SSN purposes. It is acceptable for these centres or services to be those already identified in the different notifications (when providing contact details). Further improvements in the existing communication procedures will be sought, based upon the results of common experience.
Improvements to be incorporated into SSN

Changes for SSN V2: 
Improvements and amendments for Ship Notifications and MRS Responses have been incorporated. (Changes are identified in red print or as strikeout in the attached appendixes 2 and 3) The changes are in line with the current legal framework and will be implemented in SSN V2.0.

XML vs XSD inconsistencies

The XML ref. guide and XSD schema have equal relevance and have the same status for the correct implementation of SSN. A list of all inconsistencies between the current XSD schema and the XML reference guide and the necessary corrections are provided as an annex in the current XMLRG (version1.64). Those inconsistencies were presented during WS 8, document 8/7/3 and later on further analysed by the Data Quality Working Group during its 4th meeting. 
The outcome and proposal of this DQ 4th meeting is presented in a separate document of this WS9 (SSN 9/7/1). 

Request mechanism
Amendments to the user requirements regarding  the “request mechanism” for getting port, hazmat and ship notifications are contained in document SSN 9/4/4, as tasked to EMSA and the DQ group based upon SSN 8/4/2 rev 1.

4. ACTION REQUIRED

The MS are invited to agree these DQ Guidelines as they are presented for adoption, subject to any comments or corrections that are deemed appropriate at this meeting. 
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5. Background

During WS 6 (22nd November 2006) the SSN group agreed the setting up of a Technical Working Group for developing a “Data Quality Guideline”. 
The primary reasons for setting up the working group were a general agreement on the conclusion that the data then provided to SafeSeaNet was of low average quality and recognition of the priority that this needed to be addressed.
During WS 7 (May/June 2007) the following “Terms of Reference” were agreed by the SSN Group:

The Ad Hoc Working Group on “Data Quality” should, taking into account of the present specification of the SSN system, develop and submit to the SSN WS for approval:

· a “Data Quality Guideline” that cover the scope of the quality validations to be implemented into SafeSeaNet,

· the “Data Quality Guideline” shall : 

·  define the specification for developing and implementing the relevant process that guarantee a good level of quality into SSN, (such as elaborating a reference database) 

· recommend a set of good practises to be followed by the SSN actors and 

· propose a timing for implementing the requirements
The kick off meeting for the Data Quality Group was held in Bonn (Germany) on the 5th September 2007. Further meetings were held in Lisbon (20th September 2007), Bonn (15th January 2008) and Rotterdam (The Netherlands, the 9 & 10th April 2008). 
Members of the DQ Group are listed in appendix 1.

6. Data quality group discussions 

Specific objectives

During the DQ WG meetings, EMSA proposed that the specific objectives of the DQ WG were to identify automatic data quality checks, procedures and responsibilities and to propose them for adoption by the SSN Group. Such checks would:
· Prevent erroneous data entering into the SSN system and therefore before sending data to the SSN core, the MSs’ SSN national applications shall perform a complete set of checks based on specific predefined rules, thereby ensuring data cohesion.
· Verify that messages correspond to expectations during the checking process; this being carried out by the national SSN applications. If the answer from the verification is yes; only then will the message be sent to the SSN Core; otherwise it will be rejected and a relevant warning sent to the message originator (agent, operator, master for port, HAZMAT) or competent Authority (for the national alert notifications) informing them about the error. 

· Ensure harmonized implementation through additional checks carried out at the EU level by the MSS.

6.1. Data quality principles

The DQ group recognizes that the actors involved in the DQ chain are: 

· SSN data originators (agents, masters or operators and Authorities)

· LCAs

· NCAs
· EMSA

MS SSN national applications will comply with the agreed technical set of rules (to be adopted by the SSN group), ensuring that the content of the notifications is correct. 

Due respect and authority is given to notifications provided by the MS. In no case shall EMSA modify any notification from the MS concerned unless this is agreed by the MS. However, EMSA has the right to question notifications and their contents on the basis of their quality. EMSA shall draw the attention of the MS concerned to it as soon as an incorrect value is detected. 

General data quality framework 

EMSA compiled a general framework of data quality rules based upon the issues agreed and results already agreed by the SSN group during previous meetings. The group agreed that in order to improve data quality, a number of steps should be undertaken by the group: 

· Initial start-up procedures (identification of system databases, contacts, communications, sample checks to be carried out etc. both at EMSA and MS levels). Described further in section 3.
· Define a set of checks (checking rule categories) for SSN notifications (and messages’ details). Described in section 4. On the set of checks and the checking rules categories, the group identified a need for a complete set of rules falling under the following categories: 

1. Field oriented (refers to the specific field of the message, e.g. IMO number is a number with 7 digits)

2. Horizontal rules (refers to two or more fields of the message e.g. for HAZMAT not and for a vessel leaving a MS port, ETD < ETA)

3. Vertical rules (refers to different messages)

· Propose improvements to regulatory requirements (Directive requirements, inconsistencies in XML RG), if these are relevant to data quality.
7. Data Quality procedures
The Data Quality procedures could be applied for EMSA and Member States as follows:
Maritime Support Services procedures (EMSA)
The objective of the Maritime Support Service (MSS) is to perform regular system assessment and to collect/analyse information on the performance of the SSN core and each SSN national system. 
MSS procedures are based on systematic checking whenever possible or indicated and more random checks of MS2SSN notifications and responses, including the details of the messages when an incident or accident occurs. The availability and reliability of data is checked by comparison to other sources (SSN statistics, PSC statistics, Eurostat, public web pages as of various EU ports or shipping Companies and other sources such the ITU, LMIU, LRF, Equasis, etc.). A purpose of the checking process is to monitor whether SSN data is being provided properly by the Member States and if the national servers are responding as they should to SSN users’ requests.

MSS developed a series of procedures as follows:
· Maintenance of the status for each MS (production, testing etc. per type of message) as a reference tool to perform checks.
· Checking the availability of Hazmat and Ship details in regard to the communication formats. The availability of the contact details is also checked.
· Cross-checking data provided with external sources or other notifications (hazmat details, port of destination, ETA, etc.) depending on the availability of those sources.

· Monitoring port notification activity based on port web pages etc. 
· Monitor ship identification particulars.
· Monitoring for the participation of all EU ports, comparing results with other relevant external sources.

· Watching for undue or incorrect routine employment of dummies (such as 99999 for POB).

· Checking of relationships, depending on the type of notification, between the Sent At, ETA and/or ETD.

· System Operations checks based on verifying the existence of the various SSN notifications (daily checks in order to detect any unexpected fluctuations in the numbers of notifications).

The need was recognised for the MSS to produce metrics measuring the quality of SSN. This was necessary in order to provide a clear picture of the situation and effectiveness of any measures taken.
Some of the outcomes of these activities are included in the “SSN Monthly Report”. 
Whenever a non-conformity is discovered it shall be reported to the Member State involved through the already established links (operational contacts). Moreover, MSs are requested to action an appropriate follow-up once they receive such a call regarding a particular situation within their system, or in relation to any notification/response.
Member States procedures
Member States procedures are primarily linked to the employment of Ship Reference Databases (and others such as Hazmat and Locodes) before sending any notification to SSN. This is an objective for all MS participating in SSN.
Some Member States have already implemented reference databases on their National level. Those MS decided to perform data validation procedures and management of the information before sharing it with other MS trough the SSN exchange server. 

Since the vessels may arrive at anytime of day and night the relevant port and HAZMAT notifications may also be received in the same manner. Considering this fact, MS decided to maintain and run data quality procedures 24h/7d basis.

The data validation process consists in checking the information arriving in the national SSN application, before being transmitted to SSN, against reference databases. The data validation is done on a 24h/7d basis, including the maintenance and update of the reference databases -see SSN 8.8.3 (DQ reference databases)-.

The Port of Rotterdam has 7 working positions (24h/7d) to support this activity among other tasks. Germany has similar services working on a 24h/7d basis. In Norway there is a VTS which has been assigned to this task; likewise, the Finish SSN application (“PortNet”), the Polish system (SWIBZ) and others. In the case of France a first validation is done by the VTS Operators. A second or definitive validation is carried out by the dedicated unit.
The data validation is depending on the existing reference databases to perform the checks. The ones used are:

· Vessel database (with ship particulars, for all ships (regardless of flag) calling their ports or transiting their waters – Used to crosscheck the incoming notifications. In case of changes (e.g. a vessel may change name during the voyage) the reference database needs to be updated with the relevant info, so that the system is able to track the vessel. Also keep the history of the vessel changes;

· LOCODEs database – including also the dependent ports;
· Dangerous and Polluting goods (DGP) database (IMGD, IBC, IGC, BC, Marpol Annex I) – This information on DPG is not static needs also to be updated in line with the changes agreed at IMO level, which may happen quite often;

· Masters, agents and operators database (list of all message providers to the SSN national application) – This is the database with the users for each MS. Contains the identification of the users and their contact information. This information is necessary for conducting the SSN data providers in case of mistaken information is sent to the SSN national system.
MARINFO (EMSA vessel database)

In 2007 EMSA launched an open call for tenders to purchase commercial maritime data and information at the Agency level.
In order to exploit and use better the purchased raw data a new database was created: The MARINFO.

This database is designed to record and track the history of every change of information received on ship particulars world wide, ship movements in European waters and casualties. The system is updated automatically with regular downloads weekly and monthly. 
During WS8, the SSN Group recognised that in order to meet its objectives on data quality, a major action would be to provide an EU central reference database. 
The MARINFO database may be the first step to achieve this objective in a long term process.

As concluded by the ISWG and the DQ group and agreed during WS8, reference databases (Ship, Hazmat and Locodes) must be developed and maintained by the EMSA MSS. 
8. Checking rules
According to the general data quality framework (paragraph 2.3) a set of checking rules have to be defined. Those checking rules should be applied locally before sending any notification to SSN. Additionally they will also be applied at SSN core to avoid any incoming error.

The Data Quality working group agreed not to implement checking rules in two messages.

· On the current Hazmat response message as the whole content of the message should be revised. In DQ 3 (Bonn, 15th January’08) Germany provided a detailed document on various messages in the XML Ref. Guide. One part of that document contained a full revision of the hazmat response message, in line with Art. 3 of the 2002/59 Directive, “Definitions”, where full lists of dangerous and polluting goods are reflected in the relevant IMO codes (IMDG, IBC, IGC, BC and Marpol Convention). It is not within the scope of the DQ Group to deal with these proposals; though they affect the content of the current Directive and its annexes, adding additional information to the details in the Hazmat responses.
· In the case of the Ship (AIS) Notification and AIS Response no checking rules are applied in order to keep the original information and not reject messages.

Field orientated (checking rules applied to attributes)

The description of the different rules has been included in the new XML Reference Guide 1.65 (“SSN-XMLMessagingRefGuide-01_65.doc”). 
The checking rules, comments and improved phraseology have been incorporated in the description field of the XML Reference Guide in order to merge both needs. Even the already agreed horizontal checking rules have been detailed (see also 4.2)
Considered such as a summary, the main rules to be applied are:
Header
· MsRefId must be unique (already applied in V1.9.0)

· SentAt: All the time/date related attributes are in UTC. If local time is used MS application shall adjust the time to UTC. The format is in ISO 8601, in UTC. Consequently the length is 20 characters for a complete date/time format. A workaround is applied to accept the length indicated in the current XMLRG (19 characters).
Vessel Id

· IMO number: IMO number – IMO Res A.600 (15) - has to be checked if not existing in the reference DATABASE. To be implemented in V1.9.1. The rule to be applied is:
1. The digits to be checked are weighted from right to left and we start with digit number 2. Digit 2, 3, 4, 5, 6 and 7 are in same order multiplied by 2, 3, 4, 5, 6 and 7;

2. Each product element is summed up to the previous one.  Then we get the main check sum;

3. Take the main check sum and divide it by 10. Truncate the value and multiply it with 10. We can call the result the intermediate check sum;

4. Then subtract: “Main Check sum” – “Intermediate sum”= the control digit;

5. Do the same with the IMO number as described in point 3 and 4. We can call the result IMO digit;

6. The final result shall be: “IMO digit” – “Control digit”=0 if the IMO number is technical correct;

7. That means: The last digit of the IMO number shall be equal to the control digit.
· Ship MMSI: MID according to the ITU regulation. Applied in V1.9.0 and checked against the ITU list.
Pos 1->3: Maritime identification digits (MID) always starting with a digit from 2 to 7. The list is kept up to date (source ITU).
Pos 4->9: Maritime mobile number is a free numeric field.

· Ship name: From SOLAS, chapter I, part B, regulation 15 "Form Certificates", "the particulars inserted in the certificates shall be in Roman characters and Arabic figures". (from “A”  to ”Z” and from “0” to “9”). (This is voluntary and not applied in SSN V1.9.0).

Voyage Information
· NextPortOfCall (and others employed locodes): In the case of Port Notifications, it is not acceptable to use Locode ZZUKN (unknown destination). The checking rule for locodes is applied (included for SSN V1.9.0):

Pos 1->2: two-letter country code (according to ISO 3166) Pos 3->5: a three-alphanumeric code. Numbers permitted 2..9. Exception in case of SSN Specific locodes numbers permitted 0..9. Exception locodes must be prefixed with ZZ or ZX and are predefined. Examples: ZZUKN and ZZCAN.

· TotalPersonsOnBoard: the dummy 99999 is still accepted if data unknown. Dots and commas are not allowed in this attribute (type Integer).
· ContactDetails: Phone and fax: Only numbers and the symbol “+” are permitted. No spaces are permitted between characters. The country code is to be included. Applied in V1.9.0. (for any phone or fax provided within any message).
Horizontal checking rules

The agreed horizontal checks are the following:
· For Port Notifications, the SentAt must be prior to the ETA and this one prior of the ETD.
SentAt < ETA < ETD. In SSN V1.9.0 the rule applied is ETA < ETD.

· For Hazmat notifications, the recommended rules, not in force for SSN V1.9.0, are the following:

ETD < ETA, always the ETD refers to the port of departure and the ETA to the next port of call.

SentAt < ETA, the notification has to be sent before the vessel’s arrival.

SentAt ≤ ETD, a warning will be included in the receipt if the notification is sent after the vessel’s departure. Therefore, the notification will not be rejected (which will be the case of the two previous conditions).

Vertical checking rules
Following preliminary checks carried out by the MSS some constraints were identified and they should be considered before defining the final scope of the vertical checks. These are:
· After assessing first results of the preliminary vertical checks, it is readily apparent that vertical checks would be especially important and effective once SafeSeaNet reaches full participation by all Member States in the production for all type of notifications.
· Under current rules the voyage details of Hazmat notifications do not need to be updated and no cancellation is required. (Such actions are however required for the Port notifications). 

· Port notifications must be sent at least 24h in advance or at the latest when the ship sails if the voyage is less than 24h. This imposes an important time-frame restriction.

· At first stage MRS notifications should be considered as a relevant and updated source of information (when available). In the second phase, even though AIS information is not always reliable and less under the control of MSs, it should also be included in the scope of these vertical checks as a confirmation of the information provided.
· The set of data to be compared will increase and checks will become more efficient due to the inclusion of more details in the current messages and clearer definition of more messages (expected for V2.0 if the modifications in the 2002/59 Directive and annexes are finally adopted and implemented).
Vertical checks may be applicable in the following framework:

	Who
	What
	Why
	Character of checks

	EMSA (MSS) 
	Relationships between messages sent from different MS (e.g. Port Notification for the MS1 and HAZMAT from MS2 for destination port of MS1)
	Because of the access rights policy
	Based on samples and if possible (once developed appropriate tools), systematically.

	MSs
	Relationships between messages sent from one MS. Focus on the Ship particulars and Voyage information.

	As above.
	Regular (desirable automatic) system checks performed during creation of the messages sent to SSN, especially for the vessel details.


The list of messages and attributes to be compared in the initial stage are the following:
	CURRENT POSSIBLE VERTICAL CHECKS
	Port Not (Article 4)
	Hazmat (Article 13)
	Ship Not (MRS) (Article 5)
	Alert Not


	 Ship
	name
	x
	x
	x
	x

	
	callsign
	x
	x
	x
	x

	
	IMO
	x
	x
	x
	x

	
	MMSI
	 x
	 x
	 x
	 x

	
	Next port/destination port
	x
	x
	x
	x

	
	ETA at Port of Destination
	x
	x
	x
	

	
	POB
	x
	x
	x
	x

	Cargo
	Dangerous or Polluting Goods (Y/N)
	
	x
	x
	


Summary of the proposal:

· Member States are invited to introduce further proposals for the scope of vertical checks performed on the National level and practical solutions applicable for those actions having in mind already identified constraints described in chapter 4.
· It is proposed to introduce two phases of the vertical checks. At initial phase, a common reference database may be used to provide harmonization of vessel identifiers in different messages. Additionally, AIS notifications may be kept out of the scope of the vertical checks. 

· In the initial phase, Member States are invited to perform the checks on a voluntary basis when sending notifications for the same voyage and vessel. Once SSN V2.0 is implemented a second phase of the vertical checks will be defined and will cover a wider range of attributes as defined in the above table.
· If the Initial stage is agreed, the Maritime Support Service following their procedures will notify those MSs apparently failing to provide the due notifications (no correlation at all) and in cases where those notifications are provided, will point out the discrepancies considered as relevant. 

9. Proposed improvements: upgraded SSN messages (XML Reference Guide)

This part presents the proposals from the DQ 4 meeting regarding the revision of the ship (AIS and MRS) notifications and the MRS responses.
These proposals are aimed at improving the content of the messages by adding, correcting or deleting some of the fields used to describe the XML messages (changes are in red or strikeout in the XML Ref. Guide – see Appendixes 2 and 3) and keeping them in line with the current directive (2002/59) and Annex I paragraph 4.
The planned changes are to be implemented in the SSN version 2.
SHIP NOTIFICATION
AIS NOTIFICATION
As proposed and agreed in the DQ 4 the main improvements for SSN V2.0 are the following:
· In the AIS notifications in the VoyageInformation it is proposed to add an additional attribute specifying the Name of the Next Port of Call in addition to the LOCODE already specified in the message which reflects the actual name of the port, as provided in the original AIS message. This attribute will not be mandatory (Occ=0-1), the data is text type with length up to 20 characters.
	Item
	Occ
	Type
	Len
	Description

	Name of the NextPortOfCall
	0-1
	Text
	1-20
	Information contained in the next port of call field of the original AIS message


MRS NOTIFICATION
As proposed and agreed in the DQ 4 the main improvements for SSN V2.0 are the following:

· In the MRS notifications in the ShipPosition it is proposed to add another attribute TimeStamp, in order to record the reporting date/time of the ship position. The format of the time stamp is defined in ISO 8601 UTC. This attribute will be mandatory (Occ=1), the data type is DT according to ISO 8601 UTC format.
	Item
	Occ
	Type
	Len
	Description

	                  TimeStamp
	1
	DT
	
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of reporting. This time stamp also corresponds to the given position.


MRS RESPONSE
As proposed and agreed in the DQ 4 the main improvements for SSN V2.0 are the following:
· ReportingDateAndTime to be renamed as TimeStamp to be in line with the MRS notification and the rest of SSN messages.

	Item
	Occ
	Type
	Len
	Description

	ReportingDateAndTime

TimeStamp


	1
	DT
	19
	Date and Time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of reporting.

This time stamp also corresponds to the given position.


· In the MRSDynamicInformation in the Bunker element the Occ has been changed to 0-4 in order to adapt to possible “Chars” values. In the Chars attribute the type is to be changed to Enum and a more detailed description of the categories has been proposed as follow: GO (Gas-oil), DO(Diesel-oil), FO(includes intermediate fuel oil (IFO) and medium fuel oil (MFO) and HFO(Heavy fuel oil). The Quantity attribute of bunkers should be in metric tons, no decimals to be added, and type changed to Int;
	Item
	Occ
	Type
	Len
	Description

	Bunker
	0-4
	
	
	Bunker element node. Mandatory if the total quantity exceeds 5000 tonnes.

	Chars
	1
	Text

Enum
	
	Bunker characteristics Proposed 4 categories (possible values) :

· GO (Gas – oil)

· DO (Diesel - oil)

· FO includes intermediate fuel oil (IFO) and medium fuel oil (MFO)
· HFO (Heavy fuel oil)

Note: more than one category of fuel may be on board

	Quantity
	1
	Text

Int
	
	Bunker estimated quantity in metric tonnes.

Whole number (no decimals)


· In the MRSCargoInformation element it is proposed to add two attributes Unit and Quantity (quantity of cargo is missing in the current XML) using the same format as in the hazmat details (first attribute the unit of measurement and second the quantity).The Unit and Quantity attributes will be optional (Occ= 0-1), the data type Enum in the first and Int in the second with a length up to 18 characters;
	Item
	Occ
	Type
	Len
	Description

	Unit
	0-1
	Enum
	
	Possible value:

Kg, MT, M3

	Quantity
	0-1
	Int
	
	Quantity of DG ,whole number (no decimal)


· In the DGDetails element in the IMOClass attribute it is proposed to change the type to Enum and one possible enumeration of values are as follows:1.1 to1.6, 2.1 to 2.3, 3, 4.1 to 4.3, 5.1 to 5.2, 6.1 to 6.2, 7, 8,9. The Quantity attribute of DG should be by default in KG, no decimals to be added, and type changed to Int. It is also proposed to add another attribute Unit in order to have an indication of the unit used in the quantity attribute;

	Item
	Occ
	Type
	Len
	Description

	IMOClass
	1
	Text

Enum
	
	IMO class of DG 

The IMO classes of dangerous goods are:

Class 1.1 to 1.6 / Class 2.1 to 2.3 / Class 3

Class 4.1 to 4.3 / Class 5.1 to 5.2

Class 6.1 to 6.2 / Class7 / Class8 / Class 9

Enumeration of possible values:

1.1 to1.6, 2.1 to 2.3, 3, 4.1 to 4.3, 5.1 to 5.2, 6.1 to 6.2, 7, 8,9

	Unit
	0-1
	Enum
	
	Possible value:

Kg, MT, M3
If not defined the unit is Kg

	Quantity
	1
	Text

Int
	1-18
	Quantity of DG by default in Kg
Whole number (no decimal)


· In the MRSCargoInformation it is proposed to change the CargoManifest element to Contact details for cargo information in order to be in line with the current annex 1 of the Directive 2002/59 and delete the UrlDetails element. Also, delete the ContactDetails element only maintaining the attributes, phone and fax.

	Item
	Occ
	Type
	Len
	Description

	CargoManifest 

Contact details for cargo information
	0-1
	
	
	CargoManifest Contact details for cargo information element node Mandatory if AnyDG = Y

	UrlDetails
	0-1
	Choice
	
	UrlDetails element node. Used only to specify the type and the url of the document containing the cargo manifest (if the data provider will store the document on a local web server). Not allowed if ContactDetails specified.

	Url
	1
	Uri
	20-256
	Url of the document containing the cargo manifest. If SafeSeaNet receives a request for getting the cargo manifest about this vessel, it will use this url to download the document.

	DocType
	1
	Enum
	
	Supported document formats. Possible values are:

DocType: DOC -> Extensions allowed: DOC, DOT, RTF
DocType: HTML -> Extensions allowed: HTM, HTML
DocType: PDF -> Extensions allowed: PDF
DocType: TXT -> Extensions allowed: TXT
DocType: XML -> Extensions allowed: XML
Extensions are case insensitive

	ContactDetails
	0-1
	Choice
	
	Element indicating the contact details to obtain the notification details (if the data provider can only provide the information via phone or fax). Not allowed if UrlDetails specified.

	LastName
	0-1
	Text
	0-50
	Last name of the contact person

	FirstName
	0-1
	Text
	0-50
	First name of the contact person

	LoCode
	1
	Text
	5
	Location code of the contact person

	Phone
	1
	Text
	1-20
	Phone number (country code included) of the contact person. Only numbers and the symbol “+” are allowed. . No spaces allowed between characters

	Fax
	1
	Text
	1-20
	Fax number (country code included) of the contact person. Only numbers and the symbol “+” are allowed. No spaces allowed between characters

	EMail
	0-1
	Text
	0-50
	Email address of the contact person. 


Important note: The current identification of the different polluting and dangerous goods (PDG) does not provide an appropriate framework for all those within the scope of Article 5, or the IMO “guidelines and criteria” or the existing EU MRSs. Further development is necessary for SSN version 2 in order to align all possible information provided by vessels to any MRS (oil tankers, chemicals tankers, gas tankers, etc.). In fact, the cargo of vessels such as the “Erika” or the “Prestige” does not fall under the current cargo description attributes provided in the Xml RG.

10. new XML Reference guide (version 1.65)
A new version of the XML reference guide has been produced in order to merge:

· All the checking rules, 
· Textual changes, 
· New examples of SSN messages and 
· The previously agreed corrections (AIS ship response, document SSN 6/4/3 rev1).
11. OUTCOME AND Proposals from the DQ Group

Checking rules

· The contents of the proposed checking rules are described and included in the XML Reference Guide version 1.65.

· The “checking rules” should be applied voluntarily by MS at the earliest possible opportunity; as they will provide an important contribution to improving SSN data quality. [The final implementation date should be the next revised version (“service pack”) of SSN after January 2009 (SSN version 1.9.1), coinciding with a new release of the XML Reference Guide]. 

· Regarding the vertical checks, due to current constraints and limitations (see paragraph 4.3) a two-phase approach is taken to their implementation. During the first phase the vertical checks will be implemented on a voluntary basis, during which period MSs are requested to report on the suitability and effectiveness of the checks at national level. On gaining valuable experience on application of the checks and consequent reduction in the above mentioned constraints, implementation will occur with SSN V.2.

Procedures

Maritime Support Services procedures
· The MSS has developed a series of procedures, some of them being “data quality” related. In general, the MSS is performing data quality checks and producing data quality reports which include tools to measure and compare trends in each MS for each relevant aspect of national performance. When considered necessary or when requested by a MS the checks as described in paragraph 3.1, may be improved or focused upon different topics,.
· Based upon the decision of the 16th meeting of the Administrative Board (24th November 2006), a phased-in approach is followed for the setting up the Maritime Support Services of EMSA (MSS), commencing in 2007. The initial phase (service during working hours 5 days a week) began on 1st June 2007. Phase 2, (working 7 days a week during office hours) is programmed for introduction by the end of 2008. Phase 3, (24h/7d) will be implemented during 2009 (to be confirmed).

· MARINFO: In 2008, EMSA has developed the new MARINFO database. MARINFO is now in production and contains information on around 114.000 ships (vessel particulars, movements in EU waters and casualties). It is considered to be the first of two phases in the creation of an MSS reference database to validate data incoming into the SSN EIS. Initial procedures and principles are in the process of being agreed for this purpose. In the second phase, creation of the EU common central reference database maintained by EMSA will be realized, (as agreed during WS8). For effective performance of the task of maintaining and updating the reference database there is a need to establish clear procedures and provide services with dedicated staff on a 24/7 basis.
Member States procedures

· Databases: MSs shall create or maintain reference databases (mainly vessel, Locodes and PDG) to avoid sending incorrect data to SSN, representing the best practice employed amongst all the MS.(see document SSN 8/8/3 “DQ reference Databases”), thereby validating data before sending it to the SSN EIS. The final implementation date for these reference databases shall be [1st January 2010]. 
· Communications: Established links between the MS and the MSS shall be maintained or enhanced based upon the revised MS’ contact points implemented in the document “SSN procedures for new deployments”.
· Identification of 24/7 operational contact points: In line with the above “Communications” and the MSS objective for providing a 24/7 service, the MS should also identify their centres providing a 24/7 service for SSN purposes. It is acceptable for these centres or services to be those already identified in the different notifications (when providing contact details). Further improvements in the existing communication procedures will be sought, based upon the results of common experience.
Improvements to be incorporated into SSN
Changes for SSN V2: 
Improvements and amendments for Ship Notifications and MRS Responses have been incorporated. (Changes are identified in red print or as strikeout in the attached appendixes 2 and 3) The changes are in line with the current legal framework and will be implemented in SSN V2.0.

XML vs XSD inconsistencies
The XML ref. guide and XSD schema have equal relevance and have the same status for the correct implementation of SSN. A list of all inconsistencies between the current XSD schema and the XML reference guide and the necessary corrections are provided as an annex in the current XMLRG (version1.64). Those inconsistencies were presented during WS 8, document 8/7/3 and later on further analysed by the Data Quality Working Group during its 4th meeting. 
The outcome and proposal of this DQ 4th meeting is presented in a separate document of this WS9 (SSN 9/7/1). 
Request mechanism
Amendments to the user requirements regarding  the “request mechanism” for getting port, hazmat and ship notifications are contained in document SSN 9/4/4, as tasked to EMSA and the DQ group based upon SSN 8/4/2 rev 1.
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APPENDIX 2 – SHIP NOTIFICATION MESSAGE
MS2SSN_Ship_Not.xml message

	Introduction
	The MS2SSN_Ship_Not.xml message is sent by a Member State to SafeSeaNet in order to notify SafeSeaNet about a vessel’s voyage and cargo information. The ship notification can be originally captured via a MRS or AIS signal


	Message description
	The following table describes the XML message used for the transaction.


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the original caller. It will be inserted back by SafeSeaNet in the MSRefId attribute of the SSN_Receipt.xml response.

The MSRefId must be unique

	SentAt
	1
	DT
	19
	Notification creation date and time (ISO 8601 UTC format).

All time/date related attributes are in UTC. If reports are originated in local time, the MS’ application shall adjust those to UTC.

	From
	1
	Text
	3-15
	The name of the originator of the message.

	To
	1
	Text
	3-15
	The name of the recipient of the message (‘SSN’).

	Body
	1
	
	
	Body Node

	AISNotification
	0-1
	Choice
	
	AISNotification element node. Not allowed if MRSNotification specified.

	…
	
	
	
	· 

	MRSNotification
	0-1
	Choice
	
	MRSNotification element node. Not allowed if AISNotification specified.

	…
	
	
	
	· 


	AISNotification element
	The following table describes the AISNotification element that must be used when the notification is of type AIS. Beside some minor differences with the MRS notification (e.g. Total number of persons on board missing), the major difference resides in the fact that the details of the AIS notification can only be provided as an XML message 


	Item
	Occ
	Type
	Len
	Description

	AISNotification
	0-1
	Choice
	
	AISNotification element node. Not allowed if MRSNotification specified

	VesselIdentification
	1
	
	
	VesselIdentification element node.

No checking rules will be applied in the AIS notification in order to keep the original information and no rejected messages.

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel. Mandatory if MMSINumber not given.

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. Mandatory if IMONumber not given.

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel

	ShipName
	0-1
	Text
	1-35
	Name of the vessel

	VoyageInformation
	1
	
	
	AISVoyageInformation element node

	Name of the NextPortOfCall
	0-1
	Text
	1-20
	Information contained in the next port of call field of the original AIS message

	NextPortOfCall
	1
	Text
	5
	Location code of next port of call. May be “ZZUKN” if unknown.

	ETA
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of arrival at next port of call. May only be optional if NextPortOfCall attribute value is unknown.

The NCA application shall convert the AIS date format (MMDDHHMM) into ISO format. As an example this can be achieved by applying the following method:

· SS should be 00

· YYYY should be the year the message was sent provided that the day/month is greater than the day/month of the timestamp. Otherwise it will be YYYY+1.

· Default values are month MM = 0 day DD = 0, hour HH = 24, minutes MM = 60 are not compatible with ISO standards

Proposal:

· If MM or DD reflects the default value, then the ETA shall not be provided;

If HH or MM reflects the default value, the following dummy has to be included:23:59:59.

	ShipPosition
	1
	
	
	ShipPosition element node

	Longitude
	1
	Int
	
	Longitude in 1/10000 min. (+/- 180 degrees; East = positive; West = negative; 181 = not available). Examples:

181° (east) ( 108600000

-180° (west) ( -108000000

0°0’1” (east) ( 167

4°20’ (east) ( 2600000

	Latitude
	1
	Int
	
	Latitude in 1/10000 min. (+/- 90 degrees; North = positive; South = negative; 91 = not available)

91° (north) ( 54600000

-90° (south) ( -54000000

0°0’1” (north) ( 167

50°50’ (north) ( 30500000

	Timestamp
	1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the ship position reporting.


	MRSNotification element
	The following table describes the MRSNotification element that must be used when the notification is of type MRS. Beside some minor differences with the AIS notification (e.g. Total number of persons on board mandatory), the major difference resides in the fact that the details of the MRS notification could be provided as a document on a web server.


	Item
	Occ
	Type
	Len
	Description

	MRSNotification
	0-1
	Choice
	
	MRSNotification element node. Not allowed if AISNotification specified

	VesselIdentification
	1
	
	
	VesselIdentification element node

The message identifier attributes (IMO number, MMSI, Call Sign, Ship Name) shall be checked against a reference ship database(DB).

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel. Mandatory if MMSINumber not given.

Ref. IMO res A.600 (15) – check for the IMO number if not existing in the reference DB.

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. Mandatory if IMONumber not given.

MID according to the ITU regulation

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel

	ShipName
	0-1
	Text
	1-35
	Name of the vessel

Upon SOLAS, chapter I, part B, regulation 15 "Form Certificates", "the particulars inserted in the certificates shall be in Roman characters and Arabic figures". (FROM “A”  TO ”Z” AND FROM 0 TO 9

	VoyageInformation
	1
	
	
	MRSVoyageInformation element node

	NextPortOfCall
	1
	Text
	5
	Location code of next port of call. May be “ZZUKN” if unknown.
MRS notifications should, at least, comply with the UN Locode list and the ad hoc list, issued by EMSA.

	ETA
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of arrival at next port of call. May only be optional if NextPortOfCall attribute value is unknown.

Only optional if vessel's destination (NextPortOfCall) is ZZUKN or the destination is a waypoint, but mandatory for destinations within EU waters.

	TotalPersonsOnBoard
	1
	Int
	
	Total number of persons aboard. 99999 if actually unknown.

	ShipPosition
	1
	
	
	ShipPosition element node

	Longitude
	1
	Int
	
	Longitude in 1/10000 min. (+/- 180 degrees; East = positive; West = negative; 181 = not available). Examples:

181° (east) ( 108600000

-180° (west) ( -108000000

0°0’1” (east) ( 167

4°20’ (east) ( 2600000

	Latitude
	1
	Int
	
	Latitude in 1/10000 min. (+/- 90 degrees; North = positive; South = negative; 91 = not available)

91° (north) ( 54600000

-90° (south) ( -54000000

0°0’1” (north) ( 167

50°50’ (north) ( 30500000

	TimeStamp
	1
	DT
	
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the ship position reporting This time stamp also corresponds to the given position

	NotificationDetails
	0-1
	
	
	NotificationDetails element node. 

· If not specified, that means the MRS notification details can be obtained from the data provider in XML.
· If specified, that means the MRS notification details is available as a document on a web server (UrlDetails must then be specified) or via a phone/fax (ContactDetails must then be specified).

	UrlDetails
	0-1
	Choice
	
	Element indicating the type and the url of the document containing the MRS notification details (if the data provider will store the document on a local web server). Not allowed if ContactDetails specified.

	Url
	1
	Uri
	20-256
	Url of the document containing the MRS notification details. If SafeSeaNet receives a request for getting detailed information about this notification, it will use this url to download the document. The Uri must start with https://.

	DocType
	1
	Enum
	
	Type of document format among the following possible values:

DocType: DOC -> Extensions allowed: DOC, DOT, RTF
DocType: HTML -> Extensions allowed: HTM, HTML
DocType: PDF -> Extensions allowed: PDF
DocType: TXT -> Extensions allowed: TXT
DocType: XML -> Extensions allowed: XML
Extensions are case insensitive

	ContactDetails
	0-1
	Choice
	
	Element indicating the contact details to obtain the MRS notification details (if the data provider can only provide the information via phone or fax). Not allowed if UrlDetails specified.

	LastName
	0-1
	Text
	0-50
	Last name of the contact person.

	FirstName
	0-1
	Text
	0-50
	First name of the contact person.

	LoCode
	1
	Text
	5
	Location code of the contact person.

	Phone
	1
	Text
	1-20
	Phone number (country code included) of the contact person. Only numbers and the symbol “+” are allowed. No spaces allowed between characteres

	Fax
	1
	Text
	1-20
	Fax number (country code included) of the contact person. Only numbers and the symbol “+” are allowed. No spaces allowed between characteres

	EMail
	0-1
	Text
	0-50
	Email address of the contact person.


Appendix 3 – Ship (MRS) Response message
MS2SSN_Ship_Res.xml message

	Introduction
	The MS2SSN_Ship_Res.xml message is sent by the Member State owning the notifications details (data provider) to SafeSeaNet in answer to its request for getting the latest ship notification details about a given vessel. The data provider should return the details of the latest ship notification it owns.

Please note that such kind of XML response (MS2SSN_<SSN_Tx_Type>_Res.xml) and its corresponding XML request (SSN2MS_<SSN_Tx_Type>_Req.xml) must be implemented by a Member State (data provider) in order to supply the notification details in XML format.


	Message description
	The following table describes the XML message used for the transaction. Either the MRSNotificationDetails or the AISNotificationDetails element will be returned depending on the type of the ship notification (MRS or AIS). 


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the caller (data requester) in the original MS2SSN_Ship_Req.xml request.

The MSRefId must be unique

	SSNRefld
	1
	Uuid
	1-36
	Reference number given by the SafeSeaNet. 

It will be inserted back by the NCA application in the SSNRefId attribute of the SSN_Receipt.xml response if the message is not well-formed.

All time/date related attributes are in UTC. If local time is used  the MS’ application shall adjust those to UTC.

	SentAt
	1
	DT
	19
	Request creation date and time (ISO 8601 UTC format)

	From
	1
	Text
	3-15
	The name of the originator of the message (‘SSN’).

	To
	1
	Text
	3-15
	The name of the recipient of the message

	StatusCode
	1
	Enum
	
	Global status code

	StatusMessage
	0-1
	Text
	0-255
	Global status message string

	Body
	0-1
	
	
	Body Node (only optional when StatusCode=”InvalidFormat”)

	SearchCriteria
	1
	
	
	SearchCriteria element node(s). Only 1 element node might be given

	IMONumber
	0-1
	Text
	7
	From initial MS2SSN_Ship_Req.xml request

	MMSINumber
	0-1
	Text
	9
	From initial MS2SSN_Ship_Req.xml request

	VesselIdentification
	1
	
	
	VesselIdentification element node

No checking rules are to be applied if already applied in the notification

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel. Mandatoy if MMSI number is lacking.

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. Mandatoy if IMO number is lacking.

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel

	ShipName
	0-1
	Text
	1-35
	Name of the vessel

	MRSNotificationDetails
	0-1
	Choice
	
	MRSNotificationDetails element node. Not allowed if StatusCode <> OK or if AISNotificationDetails specified

	…
	
	
	
	

	AISNotificationDetails
	0-1
	Choice
	
	AISNotificationDetails element node. Not allowed if StatusCode <> OK or if MRSNotificationDetails specified

	…
	
	
	
	


	MRSNotificationDetails element
	The following table describes the MRSNotificationDetails element (returned if ship notification type = MRS):


	Item
	Occ
	Type
	Len
	Description

	MRSNotificationDetails
	0-1
	Choice
	
	MRSNotificationDetails element node. Not allowed if StatusCode <> OK or if AISNotificationDetails specified

	MRSVoyageInformation
	1
	
	
	MRSVoyageInformation element node

	NextPortOfCall
	1
	Text
	5
	Location code of next port of call. May be “ZZUKN” if unknown.

	ETA
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time of arrival at next port of call. May only be optional if NextPortOfCall attribute value is unknown.
Only optional if vessel's destination (NextPortOfCall) is ZZUKN or the destination is a waypoint, but mandatory for destinations within EU waters.

	TotalPersonsOnBoard
	1
	Int
	
	Total number of persons aboard. 99999 if actually unknown.

	Longitude
	1
	Int
	
	Longitude in 1/10000 min. (+/- 180 degrees; East = positive; West = negative; 181 = not available). Examples:

181° (east) ( 108600000

-180° (west) ( -108000000

0°0’1” (east) ( 167

4°20’ (east) ( 2600000

	Latitude
	1
	Int
	
	Latitude in 1/10000 min. (+/- 90 degrees; North = positive; South = negative; 91 = not available)

91° (north) ( 54600000

-90° (south) ( -54000000

0°0’1” (north) ( 167

50°50’ (north) ( 30500000

	MRSDynamicInformation
	1
	
	
	MRSDynamicInformation element node

	ReportingDateAndTime

Time Stamp


	1
	DT
	19
	Date and Time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of reporting.
This time stamp also corresponds to the given position.

	COG
	1
	Int
	
	Course over ground in 1/10° (0-3599; 3600 = not available = default; 3601-4095 = should not be used)

Lower value: 0; Upper value:3600

	SOG
	1
	Int
	
	Speed over ground in 1/10 knot steps (0-102.2 knots). 102.3 = not available; 102.2 = 102.2 knots or higher. Example:

A value of 893 means 89.3 knots.

Lower value: 0; Upper value:1023

	NavigationalStatus
	1
	Enum
	
	One of the following possible values:

· 0 (under way using engine)
· 1 (at anchor)
· 2 (not under command)
· 3 (restricted manoeuvrability)
· 4 (constrained by her draught)
· 5 (moored)
· 6 (aground)
· 7 (engaged in fishing)
· 8 (under way sailing)
· 9 till 14 (reserved ( should not be used)
· 15 (not defined)

	Bunker
	0-4
	
	
	Bunker element node. Mandatory if the total quantity exceeds 5000 tonnes.

	Chars
	1
	Text

Enum
	
	Bunker characteristics Proposed 4 categories (possible values) :

· GO (Gas – oil)

· DO (Diesel - oil)

· FO includes intermediate fuel oil (IFO) and medium fuel oil (MFO)

· HFO (Heavy fuel oil)

Note: more than one category of fuel may be on board

	Quantity
	1
	Text

Int
	
	Bunker estimated quantity in metric tonnes.

Whole number (no decimals)

	MRSCargoInformation
	1
	
	
	MRSCargoInformation element node

	CargoType
	1
	Text
	0-255
	Type of cargo.

	Unit
	0-1
	Enum
	
	Possible value:

Kg, MT, M3

	Quantity
	0-1
	Int
	
	Quantity of DG ,whole number (no decimal)

	DG
	1
	
	
	DG (dangerous goods) element node

	AnyDG
	1
	Enum 
	
	Either Y or N (type Boolean)

	DGDetails
	0-99
	
	
	DGDetails element node describing the dangerous goods (up to 99)

	IMOClass
	1
	Text

Enum
	
	IMO class of DG 

The IMO classes of dangerous goods are:

Class 1.1 to 1.6 / Class 2.1 to 2.3 / Class 3

Class 4.1 to 4.3 / Class 5.1 to 5.2

Class 6.1 to 6.2 / Class7 / Class8 / Class 9

Enumeration of possible values:

1.1 to1.6, 2.1 to 2.3, 3, 4.1 to 4.3, 5.1 to 5.2, 6.1 to 6.2, 7, 8,9

	Unit
	0-1
	Enum
	
	Possible value:

Kg, MT, M3
If not defined the unit is Kg

	Quantity
	1
	Text

Int
	1-18
	Quantity of DG by default in Kg

Whole number (no decimal)

	CargoManifest 

Contact details for cargo information
	0-1
	
	
	CargoManifest Contact details for cargo information element node Mandatory if AnyDG = Y

	UrlDetails
	0-1
	Choice
	
	UrlDetails element node. Used only to specify the type and the url of the document containing the cargo manifest (if the data provider will store the document on a local web server). Not allowed if ContactDetails specified.

	Url
	1
	Uri
	20-256
	Url of the document containing the cargo manifest. If SafeSeaNet receives a request for getting the cargo manifest about this vessel, it will use this url to download the document.

	DocType
	1
	Enum
	
	Supported document formats. Possible values are:

DocType: DOC -> Extensions allowed: DOC, DOT, RTF
DocType: HTML -> Extensions allowed: HTM, HTML
DocType: PDF -> Extensions allowed: PDF
DocType: TXT -> Extensions allowed: TXT
DocType: XML -> Extensions allowed: XML
Extensions are case insensitive

	ContactDetails
	0-1
	Choice
	
	Element indicating the contact details to obtain the notification details (if the data provider can only provide the information via phone or fax). Not allowed if UrlDetails specified.

	LastName
	0-1
	Text
	0-50
	Last name of the contact person

	FirstName
	0-1
	Text
	0-50
	First name of the contact person

	LoCode
	1
	Text
	5
	Location code of the contact person

	Phone
	1
	Text
	1-20
	Phone number (country code included) of the contact person. Only numbers and the symbol “+” are allowed. . No spaces allowed between characters

	Fax
	1
	Text
	1-20
	Fax number (country code included) of the contact person. Only numbers and the symbol “+” are allowed. No spaces allowed between characters

	EMail
	0-1
	Text
	0-50
	Email address of the contact person. 


May be applied with use of vessel Reference Database





To be confirmed by vertical checks








� In the particular case of alert messages, the attributes to be compared may differ from one type to the other.
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