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	Executive summary 
	This document describes the current procedures followed by the MSS to assess the SSN system performance in terms of data quality.


	Action to be taken
	As per paragraph 3

	Related documents
	1st DQ WG Meeting minutes


1. INTRODUCTION

At the ad hoc Data Quality Working Group 1 meeting, EMSA presented draft procedures that the Maritime Support Services (MSS). The group agreed that a more detailed presentation on this issue will be made by EMSA at SSN8.
The present document aims at describing the procedures followed by the MSS to asses the SSN system, both availability and reliability of the information provided. 
2. Maritime Support Services (MSS) Procedures

The Maritime Support Service (MSS) was established the 1st June 2007 following the decisions of the 16th meeting of the Administrative Board (Lisbon 24th November 2006). The objective is to perform regular system assessment and to collect / analyse information on the performance of SSN core and each SSN national systems.
The MSS procedures are based on a random checking of SSN notifications including the details of the messages when an incident or accident occurs. Availability and reliability of data is checked by comparison to other sources (SSN statistics, and public web pages as of various EU ports or shipping Companies. Checks aim to monitor weather SSN data is constantly provided by Member States but also to control if national servers respond to SSN user’s requests.

MSS develops a series of procedures and only some of them are “data quality” related (these are indicated highlighted in Annex 1). Data quality related checks could be summarised as follows: 
1. System Operations check based on checking the existence of the various SSN notifications Annex 2 shows an example of the results of these checks for two random days. 
2. Status for each MS (production, testing etc) (see Annex 3). 
3. Checking the availability of Hazmat messages in regard to the communication formats (see Annex 4)
4. Cross checking data provided with external sources or other notifications (hazmat details, port of destination, ETA, etc. depending on the availability of those sources (see Annex 5). 
5. Monitoring port notification activity based on port web pages etc (see Annex 6). 

6. Monitor ship particulars (currently not performed). This will be implemented when version 1.9 of SSN will be in place. 
3. ACTION REQUIRED

Member States are invited to share their experience on the data check at their national level in order to support development of further MSS procedures.

Annex 1
List of the MSS procedures (DQ procedures are highlighted).

	Procedure N.
	Description
	Version

	P0.0.1
	Track of Changes
	0.01

	P5.1.0
	Management of Rejected Messages
	0.01

	P5.2.1
	Technical Failures General Procedure
	0.01

	P5.2.2
	Technical Failures Reaction Times
	0.01

	P5.3.1
	Validation of the ship database
	0.01

	P5.3.2
	Validation of Non-Active vessels
	0.01

	P5.4.1
	Single Hull Tanker Early warning
	0.01

	P5.4.2
	Banned Vessels Early Warning
	0.01

	P5.4.3
	Validation of Banned Ships table
	0.01

	P.5.4.4
	Tracking of the ship of interest
	0.01

	P5.5.0
	Welcome on Board document update
	0.02

	P5.5.1
	Manage the Users account
	0.01

	P5.6.0
	Validate the User Access rights
	0.01

	P5.7.1
	Manage the Location code
	0.01

	P5.7.2
	Check of the LOCODES
	0.01

	P5.8.1
	Certificates validity check out
	0.01

	P5.8.2
	Certificate Update
	0.01

	P5.9.1
	Messages - System Operations check
	0.01

	P5.9.2
	Monitoring of HAZMAT notifications availability
	0.01

	P5.9.3
	Monitoring of other* notifications availability (*other than HAZMAT)
	0.01

	P5.9.4
	Check of the operational contacts
	0.01

	P5.9.5
	Availability and reliability of the Port Notifications
	0.01

	P5.10.1
	Monthly Statistics Procedure
	0.01

	P5.11.1
	Ensure Operational helpdesk
	0.01

	P5.11.2
	Request for tests/commissioning
	0.01

	P5.11.3
	Access to SSN logs files
	0.01

	P5.11.4
	Commissioning tests – conduct of activities by MS
	0.01

	P5.12.1
	Follow up action – with Member State
	0.02

	P5.12.2
	Follow up action within EMSA
	0.02

	P5.13.1
	Standing Orders Book
	0.01

	P5.13.2
	External Information on Emergency
	0.01

	P6.0.0
	MSS- confirmation of internal training and familiarization
	0.02

	P7.0.1
	Duty Handover
	0.01

	P7.0.2
	Duty Check List
	0.02

	P7.0.3
	Calendar of the MSS
	0.02

	P7.0.4
	Logbook / Duty Records
	0.01

	P7.0.5
	Protection of information rules
	0.01

	P7.0.6
	Emergencies- general
	0.01


Annex 2
Results of daily activities per country and per notification
(first row is for Ship Not, second for Hazmat and the third for Port Not)
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Annex 3
Status of each MS (production, testing etc).
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Annex 4
Availability of information (XML, doc. or phone & fax)
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Annex 5
Random checks based on port web pages and others
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Annex 6
Random checks of Port Notifications against port web pages
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