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Lisbon 15 January 2009

ANNEX X

EU/RF PILOT PROJECT 

ON THE EXCHNGE OF MARITIME DATA

1. Objective 

This document presents the issues related to the technical feasibility of using a parallel system as a pilot tool in the scope of the EU/RF cooperation in the area of SSN. The document presents the requirements as derive from the final report of the EU/RF meeting of experts (Saint Petersburg 23-24 July 08), identifies the architectural issues and the proposed technical implementation solution.   
2. The requirements

The basic requirements are the following: 

· The pilot test system (SSNt) will be used by the RF and the Baltic MSs.

· It will be deployed transparently to the Baltic MSs that are already interfacing with the SSN production system. This means that those MSs will not be required to perform any changes on their national systems in order to perform the normal activity within both environments.
· The operation of the existing SSN system will not be impacted in any way caused by the activity of the parallel pilot system (this does not exclude that changes will be necessary).
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The SSNt system will consist of independent database and application server environments. The database will have a similar structure to the one used by the production system. The application software to employ will have the same release number as in production.
The Western EU MSs will continue to operate with the SSN system without any modifications. In particular, they will continue to be able to act as providers and requestors in all the interactions involving the Baltic MSs.
The RF will act as a provider (send notifications) to the SSNt system. In particular, they will be able to act as a providers and requestors in interactions involving the Baltic MSs.

On the other hand, the Baltic Member States will:
· Act as providers (send notifications) to both the SSN and SSNt systems;

· Respond to requests originated from both the SSN and SSNt systems;

· Be able to submit requests to both the SSN and SSNt systems.
3. Architectural issues
The Baltic MSs will interface with two independent systems: SSN and SSNt. However, they must be provided with a single address (the current URL) to access the central system. This is essential to achieve total transparency and requires the following on the side of the central system:
· The feeding of the incoming notifications to both the SSN and SSNt applications.

· The handling of the synchronous communication dialog, in particular when replying with the SSN_Receipt message to the source.

· The screening of the incoming requests and their routing to the appropriate target (SSN or SSNt).
A problem is raised by the second bullet point above due to the fact that SSN and SSNt are independent systems: which processing status is to be returned to the source? The result originated by SSN or by SSNt?
In any case, a new architectural component must be deployed centrally. It will act as the SSN front-end and will be in charge of the screening and the routing of the exchanged messages.
4. Proposed solution
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This new component will have to be developed. The employment of commercial frameworks for this purpose can be evaluated. One example is the Weblogic Integration tool, currently available on the market.

Though this initiative presents an opportunity to introduce such a conceptual change, this new approach was already under discussion as an evolution of the current SSN technical architecture. It was about having different target modules for processing notifications, requests/responses and web interactions separately.

The new component would be in charge of screening the incoming messages and distributing them to the proper recipient depending, for example, on their type and origin. In addition, without discarding the adoption of hardware load balancers, having this front-end will also provide some load balancing capability at a higher logical level, thus increasing the overall scalability of the system.
The adoption of a product such as the Weblogic Integration to facilitate the necessary developments would bring additional benefits:
· Design-time and run-time integration features. This means that posterior changes can be performed without the need for reprogramming the system.

· Data transformation flexibility: drag-and-drop visual mapping, allows for multi-format, multi-source complex operations.

· Low latency message routing between applications.
· Security: digital signatures and encryption are supported.
· Ease of management: centralized administration of the messaging feature.

This evolution would be consistent with the messaging specification (XMLRG) currently agreed with the Member States.
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