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1.
Background 

SSN has entered its full operational phase since the beginning of 2009 which resulted in increasing numbers of notifications (currently well over 3 million per month) and of systematic requests for routine purposes (e.g. Norway and Romania). For the operational reasons evoked below and to avoid facing future system performance degrade, risk exposing the system to slowing down and poorer performance for the Member States a revision of the rules is required in order to prevent or mitigate any significant threat to the whole system performance and capability.
Currently, the central SafeSeaNet and the national systems connected to it shall be able to archive and retrieve all data transmitted or received during a defined time frame. It is described in the section 7.2.5.6 of the Interface Control Document (ICD), version 1.0/June 2006 that data shall be stored 30 days for online consultation and 18 months for other purpose.
The request to modify the current actual time for storing data in SafeSeaNet was notably discussed in the SSN Working Group Operations coordinated by EMSA. This need is based on the fact that the different messages in SSN, from an operational point of view, do not need to be stored for the same period. For example it is not relevant to store an AIS message so long as an Incident report which may, few years after, still provide useful additional information for a coastal station in the management of an event a sea.
Therefore, different time-frames for each one should be defined, regarding both “operational data” (on line) and “historical data” (for statistical purposes, any investigation/study about movements or traffic flows, etc.).

2.
Legal framework for SafeSeaNet data storage

According to Annex III of Directive 2009/17/EC amending Directive 2002/59/EC on vessel traffic monitoring and information system, SafeSeaNet (SSN) shall enable the receipt, storage, retrieval and exchange of information for the purpose of maritime safety, port and maritime security, marine environment protection and the efficiency of maritime traffic and maritime transport.

Annex III provides for the Interface and Functionalities Control Document to be approved, which shall describe in detail the performance requirements and procedures applicable to the national and central elements of SSN and shall include rules for the archiving of information at national and central level and indicate the means of storage.
3.
Principles of organisation of storage between the national and  EU levels
It is the Member State’s responsibility to ensure the storage and availability of the relevant data in the national systems which shall be able to archive and retrieve any message transmitted or received during the defined timeframe.

For ensuring a common level of system proficiency and data availability, SafeSeaNet European Index Server (SSN-EIS) at EU level will store the information for at least the same time periods as are proposed for the national systems. 

The definition and development of a data storage policy for SSN require that all Member States agree on the same minimum time periods of data storage. 

4.
Required timeframe for storage purposes

Experience shows that data provided to SSN is varied (port, hazmat, AIS, MRS, etc) and that each data has different operational value. Therefore, different periods should be defined for making information available, for both on and off line data.

The below new timeframes for storage of data have been proposed by the SSN Working Group Operations coordinated by EMSA:

(a)
With regard to on line data, which are the data that should be made available through automatic requests (XML or web), the storage timeframe should be of:

-
5 years minimum for Incident and Accident Reports.
-
2 months minimum for other message types including Ship (MRS/AIS), Port and Hazmat (including the detailed hazmat and cargo manifests) notifications. The 2 months (instead of one initially proposed) for AIS notification will be conditioned to internal impact assessment by MSs and EMSA of their own system.
(b)
With regard to off line data, which are the  data that do not need to be made available through automatic requests (i.e. available only on request to the Member State owning the information), the required storage timeframe should be at least 5 years for all of the data and types of messages. This data is normally used for statistical purposes, for studies on traffic flows, for accident investigation, etc.
Data associated with incidents and accidents would be kept immediately available over a longer period, as demand for this is more immediate and users are more likely also to request such information later on, to the purpose of risk assessment or statistics.
The reference starting times for the above storage timeframes should for:

· Port and Hazmat notifications: consider ETA
  in the message (or at the ETD
 for Hazmat notifications should not ETA be provided); and

· Ship notifications (MRS/AIS) and Accident/Incident Reports: consider the “Send at” time
.

5.
Impacts anticipated

Under the current arrangements some Member States store data continuously online. With the increasing volumes of messages handled and with more requests anticipated, a fall off in response times and possible problems with Member States systems are foreseen unless action is taken to harmonise data handling through storage and archiving. The impacts that this will create will vary depending upon the structure of each State’s application. It may go to no impact for systems which already propose flexibility in data storage management to a specific development for those which yet does not have archiving capabilities in place.  

6.
Expected action from the HLSG

The HLSG is invited to agree on the following:

· within the policy and based on experience of operational needs, the rules as described in (4.a) and (4.b) above on the required time frames for the message groups;

· the policy and rules on storage should be reflected in the future IFCD as appropriate; and
· the changes should be applied by Member States from at any time following agreement on the above rules but this should be no later than [1st January 2011].
1 ETA: ship’s estimated time of arrival to a port


2 ETD: Ship’s estimated time of departure from a port


3 “Sent At” time: time at which the information was sent to the central SafeSeaNet
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