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SAFESEANET - MEMBER STATES TRAINING COURSE

REPORT

1.  Introduction 

On 22nd June 2006, at the EMSA new premises Avenida Dom Joao II, 1998-001 Lisbon, took place the third SafeSeaNet Training Course, led by EMSA Technical Cooperation and Development Unit. Mr Yannick Texier of EMSA as Chairman opened the meeting and extended a welcome to all delegates. 

2. SSN training course participants

A number of countries (Belgium, Denmark, Finland, Estonia, Lithuania, Cyprus, Ireland, Greece, Italy, Malta, Norway, Sweden, Poland, Portugal, Romania and the UK), were represented by their experts. The list of participants is attached at Annex 1. 

3. Agenda

The agenda of the course is attached at Annex 2. The presentations offered during the SafeSeaNet Training Course are available on the EMSA Web site. Training consisted of a small number of leading lectures, followed by panel discussions on given subjects. The training objective was “operational” oriented. It provided participants with a oversight information of the SSN fundament and functionalities and let the floor to the SSN users for providing their comments and feedback.

4. Main conclusions

During the presentation, the following issues were raised:
· The Polish attendee noted an inconsistency in the Port and Hazmat notification procedure. In case of change of destination of a ship during its voyage the procedure currently in force for updating the new Port Notification is not reflected in the initial Hazmat notification. In addition, the recommended procedure based on the notification of the initial port of call with a cancellation message (ZZCAN) seems not realistic. 
· The UK representative raised the issue of UN Locode. From their point of view, the Locode provided by the UNECE system is not compatible with the requirement of the SSN system. In addition, he expressed its concern for the rejection of Notification sent to SSN in case of use of unregistered Locode. It is a critical issue that request EMSA urgent attention.

Overall, the Training Course was a very useful exercise which allowed its participants to exchange experiences in the operational field.

5. Follow up of the training course

SSN is recognised as a very important project that is expected to grow further and become the EU platform for exchange of information between maritime Authorities. The development of SSN is a priority for EMSA, which accordingly allocates considerable resources for this task. An evaluation form distributed to each participant for collecting their appreciation and suggestion is going to be analysed. The result will be added to the set of documents available on the SSN web site.
No actions have been defined for EMSA or Member States as a follow-up to the SSN 3 training course. 

                                                           ANNEX I 
List of Participants

	Cyprus
	Mr Melis Christodoulos

	Denmark
	Mr Jensen Carsten Glen

Mr Ahl Martin

	
	Mr Gottsche Anders

	Finland
	Mr Arkime Antti

	France
	Mr  Le Moan Yann 

	Greece
	Mr Minoudis Aggelos

	Iceland
	Mr Bjartmarsso Baldur

	Ireland
	Mr Fensom Stephen
Mr Houlihan Greg

	Italy
	Mr Nicastro Fabrizio

	Latvia
	Mr Virbitskis Vitauts
Mr Mukans Janis

	Malta
	Dryal Anand

	Norway
	Mr Hauge Jarle

	Poland
	Mr Bibik Lukasz

	Portugal
	Mr Cruz José
Mr Bispo Paulo

	Romania
	Mr Procop Laurentiu

	Slovenia
	Mr Promoz Bajec

Mr Bordon Miran

	Spain
	Mr Bregon Fernando

Mr Luiz de Lobe Alfonso

	UK
	Mr Tawnsend Paul

	ESPO
	Mr Goldman Barry

	Marnis
	Mr Ekelof Per Johan
Mr Jarvis Dominic

Mr Glansdorp Cornelis


ANNEX II
AGENDA

9h00 to 9h30
Registrations - Welcome

Morning session:

9h30 to 10h00
SafeSeaNet Legal requirements 






Directive 2002/59 (VTMIS) and other related regulations

10h to11h30
Interface Control Document 




Scope of the document

Description of actors (NCA, LCA) role and responsibilities

Message scenarios - description




System Timing and Performance 

11h30 to 11h45 
Coffee break

11h45 to 12h45
SafeSeaNet Standards & convention



Networking - Information Exchange
Security issues - SSL & 2SSL/ access rights/ User role 

Transaction & Information logging 

Console management Tools description

12h45 to 14h00
Light Lunches 

Afternoon session: 
14h00 to 15h30
SafeSeaNet management 




Recommended best practises 




User management - Ship register management - Locode management

15h30 to 16h00
Coffee break
16h00 to 17h30
One stop shop concept









Open point




Q&A








Page 1 of 4
Page 2 of 4

[image: image1.png]