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	Executive summary 
	This document presents a brief description of the procedures for testing to get access to the production site. 

	Action to be taken
	As per paragraph 6 

	Related documents
	“Test plan 19 December 2003” and Test report 


1. INTRODUCTION
SafeSeaNet can be considered a switchboard between the Member States that redirects any request coming from a Member State A towards a Member State B. State B will respond to SafeSeaNet which will forward the response towards member state A.

The sequence describes the message exchange between a data requester and a data provider with SSN Core in the middle. Such an exchange of information can be done in three ways:

· Through an XML message containing all requested details,

· Through file download,

· Through phone and fax.

The first two require an internet connection, while the latter only phone and fax machine. Article 14 of the Directive 2002/59 states that communication systems must allow information to be transmitted 24 hours a day and data exchange must be electronic. This suggests a minimum of human involvement.

The less human involving way of exchanging information is the first, through an xml message. This requires an xml interface at each data requester and data provider. No human interaction required from the data provider, who is able to handle multiple incoming calls simultaneously.

Each Member State (except the Netherlands) should assign one location as the NCA. The NCA should have an xml interface capable of communicating with the SSN Core. How this NCA communicates with its ports and costal stations is up to the local administration who could use existing communication channels and networks or introduce a new local network capable of exchanging information in XML.

In order to give the Member States sufficient time to set up their local network, DG TREN and EMSA ordered the creation of the SSN Core system (= the switchboard), an xml interface capable of receiving and sending out xml messages and a web interface to act as backup during the local development.
2. CURRENT TESTING STATUS
The three major SSN blocks that have to be tested are :

- the SSN Core,

- the XML interface and

- the Web interface.

SSN Core and the Web interface have been tested by the contractor, DG TREN and a number of testers from different member states. The system is stable but certain features are open for improvement.

The XML interface has been tested by the contractor and DG TREN and is now being tested by a number of Member States who are testing their xml interface at the same time. Those testing efforts have proved to be valuable because they have revealed some minor errors in SSN core XML interface.
3. CURRENT TESTING PROCEDURES
Up to now, testing have been done based on a semi-official test procedure where a Member State first requests user accounts for testing the web interface or the xml interface. As soon as user accounts are available and active, a Member State can freely “play” with the web interface in the test environment. At the end of the Initial Operational Phase a Member State will use the same account or will receive a new account to use the web interface in the production environment.

A similar approach was offered for testing the SSN core XML interface. EMSA intends to maintain this approach during the course of the Initial Operational Capability (IOC) Phase allowing all Member States to test their xml interface progress and the communication with SSN Core. The IOC phase is expected to last till June 2005 and after the completion of this phase the system will enter into production the so called Full Operational Capability (FOC) phase.

The test cycle duration is 5 days however EMSA recommends that this duration may be shorter according to the real testing needs of each specific Member State. The test report template is based on the Test Plan and the described test scenarios and test ids in it.

According to the current testing situation, EMSA found out that there is confusion about the real status of each Member State in terms of the tests carried out and the results. Therefore EMSA suggests to standardize the tests without introducing complicated bureaucratic procedures.
4. OFFICIAL TEST REPORT
EMSA considers necessary that correct and complete feedback is needed from each Member State in terms of its progress through official test reports. To this end, when a Member State considers its implementation ready to be integrated in the SSN network, it should apply for an commissioning test cycle. Such a test cycle should take no more than one day. All message exchange during that day will be logged and examined by EMSA.

The commissioning test cycle purpose is to test the XML interface of a Member State against the SSN XML interface and SSN Core system. It consists of a fixed set of test scenarios that have to be successful in order to be full compliant with the xml specifications of SSN. It will test the sending of notifications, the requesting of details, and the transmitting of details on request through the local xml implementation. So it will test the member state as data requester and data provider through its xml interface.

A member state obtaining EMSA acceptance is free from further testing unless the XML interface is being extended with new messages.

5. OFFICIAL TEST PROCEDURE

The procedure for performing the official tests is summarized as follows:
1. EMSA /Contractor will receive information through email where a Member State requests to perform a commissioning test.
2. EMSA/Contractor approves the tests to be launch at a specific date.

3. Tests are performed by the Member State. The results of the tests shall be documented in a test report. For those Member States who will perform official tests for the first time the test report template is indicated in the attached Annex 1.
4. The test report and the data files (if any) have to be submitted to the helpdesk of the contractor (with a copy to the EMSA SafeSeaNet address).

5. The contractor shall analyze and evaluate the test report and shall report to EMSA if tests results comply with SafeSeaNet requirements.
6. EMSA checks the contractor’s suggestions and if tests results found to comply with SafeSeaNet requirements, EMSA will issue the test acceptance form.

7. The Member States become official recognized participant in the SafeSeaNet network if they receive a test acceptance form from EMSA. The acceptance form is based on what is called a commissioning test cycle.
8. The Member States can perform parts of the test and get approval on this part, (e.g. only port and hazmat notifications). In case that a Member State chooses this alternative they then have to test the rest of the messages before they can use them in production. This means that all the different messages have to go through a commissioning test before they can be used in the production site.
6. ACTION REQUIRED
The Member State participants are invited to note the above mentioned and the Annex, and to decide as appropriate. In addition the document “Test Plan 19 December 2003” should be modified in order to reflect to this new proposal.
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