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SAFESEANET EMSA WORKSHOP No 2

REPORT

The SafeSeaNet workshop n°2 was held on 15 February 2005 in Brussels. Mr. Emilio Martin Bauza (EMSA) opened the meeting and extended his welcome to all the delegates. The meeting was chaired by Mr. Lazaros Aichmalotidis of EMSA. Mr. Aymeric De Marcellus from DG TREN attended the meeting on behalf of the Commission. 

A list of participants is included as Annex 1. 
The meeting was attended by delegations from:

Belgium


Denmark





Finland


France 


Greece 


Ireland
Latvia



Lithuania



Luxembourg

Malta

Netherlands (The)

Norway

Poland


Portugal

Slovenia 


Spain

Sweden 


United Kingdom
A representative of Intrasoft International also attended the Workshop. 

A list of documents submitted to participants is included in annex 2.
1.   AGENDA ITEM 1 : INTRODUCTION
1.1  Approval of the agenda 

The participants noted that the provisional agenda of the SafeSeaNet work shop n°2 is provided in document SSN 01/1/1 (EMSA).
1.2  Approval of the minutes of the previous meeting (EMSA)

The participants noted and approved the final report of the work Shop n° 1 (held on 20 October 2005). The report was briefly presented by EMSA. 
EMSA noted that a training session was held on 15 and 16 December 2004 which was attended by representatives of the new Member States. The report of this training session is available on the EMSA web site, file: training 20041215.zip, document: SSN report 15 & 16 Dec 04.pdf. In addition the chairman added that EMSA has set up a working group consisted by representatives of Germany, Greece, Netherlands (the), Norway, Slovenia, Sweden and U.K. in order to speed up the examination of the draft ICD. The working group worked intersessionally and submitted specific proposals. 
The participants noted the status of the “action items” identified in the previous work shop (as reported in annex 4). Some Member States reviewed the Locode list (action item I.1) and updated their NCA and contact persons details (action item I.3) while others did not.
2. AGENDA ITEM 2: INPUT FROM THE COMMISSION

The Commission presented the E.U. policy on safety of navigation. The presentation is available on the EMSA web site, file: workshop 20050215.zip, document: SSN02/2/1.
U.K. asked about the timetable of implementing the SafeSeaNet requirements and if there will be any modification to the timetable.

The Commission answered that the implementation dates for “port and HAZMAT notifications” were 5-2-04 and for “ship notifications” is the end of 2007. Any new amendments of the traffic monitoring Directive will not be applicable before the year 2009 (at least).

Sweden asked if the Commission intends to launch a consultation with the Member States in regard to the forthcoming traffic monitoring legislation.

The Commission answered that the consultation process is in progress and the next meeting with the Member States will be held on 21-2-05.  

3. AGENDA ITEM 3 : OPERATIONAL ISSUES
3.1  Interface Control Document 
3.1.1 ICD working group comments
EMSA presented the document SSN 02/3/1 referring to the ICD working group comments. The chairman noted that this is a big document including all the different points of views expressed by the members of the working group that worked intersessionally.  The document consists of two parts; the first refers to the open issues, some of them should be discussed during the meeting and other at the next meeting. The second part contains issues that have been agreed and will be included in the ICD for final review and adoption.  
3.1.2 SafeSeaNet “ship notification” messages
EMSA presented the document SSN 02/3/2 referring to the SafeSeaNet “ship notification” messages. 
The working group agreed the following:
a. To replace the word “VTS” (referred in the third bullet of paragraph 2.2.1) with MRS, in order to be consistent to the term used in the Directive 2002/59. 

b. To replace the existing text of paragraph 5.2.2. of the ICD with the following text :

    A coastal station (as described at section 3.1.1) should send a ship notification message for a ship entering or leaving its area of competence. Intermediate AIS notifications will be also sent every two hours as long as the vessel is sailing within the coverage area of the coastal station. In case that the vessel is sailing within the coverage area of the MRS coastal station, which is not covered by AIS,  intermediate MRS notifications will be also sent every two hours. 
    When the time within a mandatory ship reporting area is less than one hour, a single message should be send. 

c. At the end of paragraph 3.1.1 to add a new bullet as follows: 

Coastal station : any of the following, designated by Member States : a vessel traffic service, as shore-based installation responsible for a mandatory reporting system (approved by IMO or by national regulations) or an AIS shore-based installation developed by the Member States for receiving and utilising the on board vessel AIS. 

Greece asked about the boundaries of the sea areas that should be monitored by the shore-based AIS infrastructure.

EMSA answered that the discussion about the boundaries of the sea areas covered by AIS is outside the scope of this working group. The debate on these issues launched on 27 and 28 January 2005 when a workshop on traffic monitoring was held in Brussels by EMSA. 
3.1.3 SafeSeaNet “timing requirements”
EMSA presented the EMSA document SSN 02/3/3 referring to the SafeSeaNet “timing requirements”. 

The working group agreed the following:
a. Paragraph 7.2.7.6 of the ICD should to be modified as follows:
    The actual information received will be stored by the National Contact Point for a period of 18 months.

b. Regarding paragraph 5.2.1 it was agreed that: 
· Specific time limits have to be defined in order to ensure that the SafeSeaNet data provider enters the data into the system, in time. To define the time limits, it should be taken into account that some Member States may select automatic procedures whereby the information is transmitted by the National Competent Authority without manual intervention. In that case the time limits have to refer to the communication between the NCA and the European Index Server. In addition any time limits have to be defined considering the actual time of arrival or departure. For instance if the ship’s agent announces that the vessel will arrive at the port after six months, there is no urgent need for the SSN user to enter the relevant information into SSN. 
· NCA will store and forward the SSN messages in case of communication fail between NCA and SSN. 

· Greece should submit relevant information about the “retry period” schemes applied to other similar systems.

· Finland should submit relevant material/information about the management of the “corrupted” messages. 
c. With regard to paragraph 7.2.4.3 of the ICD the reference to the “[60] Minutes to start up backup procedures” should be deleted.
d. Regarding paragraph 7.2.4.2 “Communication Links” it was agreed that: 
· The availability for the NCA should be quite high (the same or similar to the availability of EIS currently set at 99% over of period of one month)

· It is up to the discretion of each Member State to organize their own national message distribution procedure between LCAs by adopting various and alternative ways of messages exchanging (e.g. small LCAs without sufficient appropriate infrastructure should send and receive the notifications through another LCA) to ensure the regular flow of information between the LCAs and the NCA 
· Levels of “availability” have to be defined individually for each specific case (such as communications, system, data flow etc). 
Portugal said that there are some small ports in Portugal which are out of operation during night hours. These ports are not able to send notifications during night.
The Commission answered that the SSN system has to be operational 24 hours per day (subject to the Directive); therefore the notifications have to be sent also during night. 
Germany expresses concerns about the high cost of the SSN national system in case of high level availability standard will be adopted. 

EMSA and the Commission replied that SSN has been design to support maritime emergency services and the information has to be available with the same standards adopted for the emergency systems.  

3.1.4 SafeSeaNet “acknowledgement of MS2SSN” messages
EMSA presented the document SSN 02/3/4 referring to the SafeSeaNet “acknowledgement of MS2SSN” messages. This issue has been raised by the representative of Greece during the ICD intercessional correspondence working group. 

The working group agreed in principle with the proposal. EMSA should further explore and study the proposal as well as the consequences it may have to the SSN applications of the Member States. 

3.1.5 SafeSeaNet “port notification” messages

EMSA presented briefly the document SSN 02/3/5 referring to the SafeSeaNet “port notification” messages. The issue was discussed further under the agenda item III.2 “Locodes management”. 

3.2. 
LOCODE management
3.2.1 Use of the destination filed in the AIS messages (Norway)

Norway presented to the SSN working group, the document NAV 50/18/1 “use of the destination filed in the AIS messages” (attached to EMSA document SSN 02/3/6) which was submitted by Denmark, Finland, Norway and Sweden to the IMO NAV Sub-Committee.
3.2.2 Locodes management (Greece)

Greece presented the document SSN 02/3/6 referring to the SafeSeanet “LOCODEs management” 
3.2.3  User’s Locode (EMSA) 

EMSA presented the document SSN 02/3/7 referring to the SafeSeaNet “user’s LOCODE”

3.2.3  User’s Locodes (EMSA) 

EMSA presented the document SSN 02/3/7 referring to the SafeSeanet “user’s LOCODE”

As a follow up to the discussion on the documents SSN 02/3/5, SSN 02/3/6, SSN 02/3/7 and SSN 02/3/8 the working group decided that :
a. Regarding Port and HAZMAT notifications EMSA and the Member States should further study if the destination port should be: 
· “CANCEL” (when cancelling a previous notification in case of change during the voyage)

· “UNKNW” (when the next port is actually unknown)
· In addition, in case of a vessel carrying dangerous goods and leaving an E.U. port for a port outside E.U., the port of destination may be the actual LOCODE name or “OUTEU”. The relevant section of the SafeSeaNet XML messaging reference guide shall be modified accordingly.
b. The Member States should inform the shipping industry about the need to use the UN/LOCODE in the destination field of the on board AIS equipment. To ensure the proper functioning of SafeSeaNet, the mariners have to use the UN/LOCODE for filling in the destination field of the on board AIS equipment, in the same way that ports Authorities enter the UN/LOCODE in “port notification” messages. 

c. EMSA should further explore the consequences of the proposal of Greece (SSN 02/3/7) to use the actual name of the port of destination instead of the UN/LOCODE (in cases that the LOCODE is not known). 
d. Each Member State may select the identification code (e.g. LOCODE, userid etc.) that it wishes to be used for maritime Authorities other than ports (such as VTS, PSC, NCA, etc.). Member States should inform EMSA accordingly about the selected identification codes. 

e. Member States should clean the LOCODEs which do not correspond to their active ports (e.g. airports or river ports). In addition they should take care for completing their LOCODE for ports not existing in the UN list. 
Germany suggested that the LCAs or the agents may use “mapping tables” which interpret any possible LOCODES (other than the UN) to the actual UN/LOCODEs.

EMSA answered that the use of mapping tables is a good idea and it is up to the Member States to apply, in order to facilitate their better performance (if considered necessary). 
Greece presented an application whereby the selection of the LOCODEs is achieved by the use of look up tables (that is the user selects the country and the application displays all the corresponding LOCODEs of the specific country). Greece asked EMSA to explore the possibility to put this function in the “user interface” offered by the web interface. 
Norway explained that the competent Authority may get a LOCODE by having direct access to the UN web site. The procedure is very easy and swift. 

3.3 SSN system timing and performance (EMSA)

EMSA presented the document SSN 02/3/9 referring to the SafeSeaNet “system timing and performance”. 

3.4 SIRENAC (EMSA)

EMSA presented the document SSN 02/3/10 referring to the implementation of a deep hyperlink between Sirenac database and SafeSeaNet.  
4.  AGENDA ITEM 4 : TECHNICAL ISSUES
4.1 Adaptive / Corrective maintenance (EMSA) 

EMSA presented the document SSN 02/4/1 referring to the SafeSeaNet “adaptive and corrective maintenance” action undertaken during the last 4 months.  

4.2 Test follow-up (EMSA)
EMSA presented the current situation regarding the tests that performed by each Member State. 
5. AGENDA ITEM 5 :  STATUS AT NATIONAL LEVEL 

5.1 Brief presentation of the Member States’ current situation (Member States)
The Member States’ current situation is indicated in the attached Annex 5. 

 
The Chairman summarised that those Member States which are not ready to participate in SafeSeaNet and to exchange information, should put more efforts in the process of implementation of their national SSN application. 
5.2 SSN commissioning report of Sweden (EMSA)
EMSA presented the document SSN 02/5/1 referring to the SafeSeaNet “commissioning report” of Sweden.  

6.  AGENDA ITEM 6 : ADMINISTRATIVE ISSUES

6.1
Commissioning Tests (EMSA) 
EMSA presented the document SSN 02/6/1 referring to the SafeSeaNet “commissioning tests” proposed by EMSA. 
The working group agreed with the proposal. 

6.2 
Exemptions (U.K. and EMSA) 
The issue was not presented due to shortage of time.

6.3. 
Management plan (EMSA) 
The issue was not presented due to shortage of time.

6.4 
Access to the SafeSeaNet documents (EMSA)
The issue was not presented due to shortage of time.

7. AGENDA ITEM 7 :  SYSTEM ASSESSMENT AND EVOLUTION 

7.1
Organization of the work. Identification of areas for future possible   developments (EMSA) 

The issue was not presented due to shortage of time.

8.  AGENDA ITEM 8 : ANY OTHER BUSSINESS

8.1. Conclusions of the EMSA traffic monitoring workshop (27 and 28 January 2005) 
The issue was not presented due to shortage of time.

8.2. Presentation of the situation in Sweden 
The situation in Sweden was not presented due to shortage of time.

9.  AGENDA ITEM 9 :  FUTURE MEETINGS

Schedule of Meetings in 2005
The participants noted the proposed date for the next SafeSeaNet meeting 

- 02 June 2005 in Brussels.
The participants also noted that the one day meeting is not enough and EMSA has to explore the possibility to expand the meeting duration to two days. 
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aggelos.argyropoulos@intrasoft-intl.com
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All documents are available on SafeSeaNet web site ( http://www.emsa.eu.int/) 
At the following directory: Ship reporting/SafeSeaNet/meetings
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SSN 02/3/9
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Implementation of a deep hyperlink between Sirenac Database and SafeSeaNet


	3
3

3

3

3

3

3

3

3

3

3


	EMSA

EMSA

EMSA

EMSA

EMSA

EMSA

EMSA
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EMSA

EMSA

EMSA

	Agenda item 4 

SSN 02/4/1
	TECHNICAL ISSUES
SafeSeaNet “Adaptive and corrective maintenance 
	4


	EMSA



	Agenda item 5 

SSN 02/5/1

	STATUS AT NATIONAL LEVEL
SafeSeaNet commissioning report of Sweden 


	5
	EMSA
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	Agenda item 6
SSN 02/6/1 
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SSN 02/6/4

	ADMINISTRATIVE ISSUES
Commissioning Test 

SafeSeaNet “Exemptions 

SafeSeaNet “Access to SafeSeaNet-documents 


	6

6

6
	EMSA

EMSA

EMSA



	Agenda item 7
SSN 02/7/1

	SYSTEM ASSESSMENT AND EVOLUTION
SafeSeaNet “Future developments 


	7
	EMSA



	Agenda item 8
SSN 02/8/1
	ANY OTHER BUSSINESS
SafeSeaNet “Conclusions of the EMSA traffic monitoring workshop       
	7
	EMSA




ANNEX 3

AGENDA FOR THE SAFESEANET

WORKSHOP MEETING

(SSN WS 02 - BRUXELLES)

15 FEBRUARY 2005

AGENDA 
I.  INTRODUCTION

1. Approval of the agenda 
2. Approval of the minutes of the previous meeting 
II. INPUT FROM THE COMMISSION

SafeSeaNet policy, new legislative initiatives and any other relevant issue 
III. OPERATIONAL ISSUES

1. Interface Control Document 
2. LOCODEs management

· Use of the destination filed in the AIS messages 

· Locodes management 
· User’s Locodes 
     3. SSN system timing and performance 
4. SIRENAC 
IV. TECHNICAL ISSUES

1. Adaptive / Corrective maintenance 
     2. Test follow-up 
V. STATUS AT NATIONAL LEVEL 

1 Brief presentation of the Member States’ current situation 
2. SSN commissioning report of Sweden 
VI. ADMINISTRATIVE ISSUES

1. Commissioning Tests 
2. Exemptions 

3. Management plan 

4. Access to the SafeSeaNet documents 
VII. SYSTEM ASSESSMENT AND EVOLUTION 

Organization of the work. Identification of areas for future possible   developments
VIII. ANY OTHER BUSSINESS

1. Conclusions of the EMSA traffic monitoring workshop (27 and 28 January 2005) 
2. Presentation of the situation in Sweden 
ANNEX 4

ACTION ITEMS FROM THE SAFESEANET WORKSHOP
I.        ACTION ITEMS FOR THE MEMBER STATES

	S/N
	Paragraph
	Topic and Action

	1
	3.2
	Member States to review the Locode list and to modify/supplement the list to reflect the real situation.

	2
	3.2
	Member States to review and update their NCA and contact persons details

	3
	3.1
	Member States to send their comments on the ICD    

	4
	3.1.3.b
	Greece should submit relevant information about the “retry period” schemes applied to other similar systems.

	5
	3.1.3.b
	Finland should submit relevant material/information about the management of the “corrupted” messages. 

	6
	3.2.3.b
	Member States should inform the shipping industry about the need to use the UN/LOCODE in the destination field of the on board AIS equipment

	7
	3.2.3.d
	Member States should use any userid that they like and should inform EMSA accordingly.

	8
	3.2.3.e
	Member States should clean the LOCODEs which do not correspond to their active ports (e.g. airports or river ports). In addition they should take care for completing their LOCODE for ports not existing in the UN list


II.        ACTION ITEMS FOR THE EMSA

	S/N
	Paragraph
	Topic and Action

	1
	3.1
	Coordinate the work of the ICD working group and elaborate on the ICD comments sent by the Member States.

	2
	3.1.4
	Further explore and study the proposal referring to the SafeSeaNet “acknowledgement of MS2SSN” messages (document SSN 02/3/4) as well as the consequences it may have to the SSN applications of the Member States

	3
	3.2.3.c
	Further explore the consequences of the proposal of Greece (document SSN 02/3/7) to use the actual name of the port of destination instead of the UN/LOCODE (in cases that the LOCODE is not known). 

	4
	3.2.3
	Explore the possibility to put the use of “look up tables” in the “user interface” offered by the web interface. 

	5
	4.2
	Monitor and coordinate the tests carried out by the Member States

	6
	9
	To explore the possibility to expand the SSN meeting duration to two days. 


ANNEX 5
STATUS AT NATIONAL LEVEL (agenda item 5)

Brief presentation of the Member States’ current situation

1.  Portugal

As requested in the last Safe Sea Net (SSN) meeting taken place on 15th February 2005, as well as in your E-Mail dated on 2005.02.16, the current situation of the SSN project in Portugal is the following:

   IPTM (Institute for Ports and Shipping) took the actions for the transposition of the Directive 2002/59/CE into the Portuguese law, that was published in July 2004 (Decree-law 180/2004 dated on 2005.07.27). With base in this law, IPTM is the NCA and the Port Authorities the LCA’s for the port notification and HAZMAT messages;

   At this stage, Portugal is only implementing the port notification and HAZMAT messages. The implementation of the other types of SSN messages need to be discussed with other entities at national level, namely of Ministry of National Defence. Some messages like AIS ship reporting will have to wait until the national VTS system, that is now starting to be built, is in operation, only at the end of 2007;

   IPTM (NCA) and all the Port Authorities with exception of the Autonomous Region of Madeira Ports Authority will use, normally, the XML messages interface. Until the option to develop this interface, the ports of Madeira will use the Web Browser interface installed by DGTREN/CE – EMSA. That Port Administration had already done the Web interface tests in the first semester of 2004. Since at that time no commission tests were necessary, EMSA should clarify if, in this case, any further testing is necessary for that Port Authority that will feed the data directly in the system by Internet Browser;

· Regarding to the XML interface for the messages being implemented at the present stage, the IPTM software (in the role of NCA and in the role of LCA’s regarding to the regional commercial ports under the jurisdiction of the Institute) is already developed and installed, as well as some testing as been made with some LCA's. The tests with the SSN European central system were delayed until the conclusion of the development of the informatics applications of the dispatch centres at ports under the jurisdiction of IPTM that will feed the SSN NCA software. These applications were recently installed, as well as the PKI server certificates. 

· Also, a new server was installed to improve the system performance, whose configuration was prolonged. Finally, an upgrade of the NCA SSN software was needed in order to get concordance with the version 1.6 of SSN XML messages. This upgrade will be implemented this week. The tests with the SSN European central system are expected to start in the next month.

· The commercial ports in the jurisdiction of the Port Authorities of Douro-Leixões, Aveiro, Lisbon, Setúbal, Sines, S.Miguel and S.Maria Islands (Azores), Terceira and Graciosa (Azores) and Triangle and Western Group (Azores), are concluding the installation of their XML interface systems and will be connected to the NCA SSN system soon;

· At the end of this first stage of implementation of the project, all national commercial ports will be linked to the Portuguese SSN system.

2. Sweden 
In response to your e-mail the following brief information is submitted.

The national application in accordance with annex three to the Directive 2002/59 is completed and in operation since the 1st of January. All messages including waste are implemented both on the web and as XML. The ship notification is implemented as defined by the Message Ref Guide. We are not satisfied with that since we believe that all the information in the AIS message should be used.  
In accordance with the Directive we have in our legislation tasked the master, the owner and the operator to be responsible for issuing the reports. There is only one system in Sweden for the purpose of reporting as regulated by the two directives. No port system have the status as LCA, they might however function as a communication link between the designated information providers and the national system (with a Swedish abbreviation called FRS). 
All ports and other users such as SMA/Maritime Safety Inspectorate, MRCC, VTS, Coast Guard/OPRC, Customs, and Boarder Surveillance have complete access to the system.     

We also have started to create a One Stop Shop concept by linking the pilot service including pilot exemptions and declaration of fairway dues to the port notification re-using the information in several systems. 

For information providers that are unable to use the IT possibilities we provide a help-desk function via fax or e-mail at the VTS in Luleå. The tests with the SSN server are under progress and will be completed during March this year.      

In addition to web and XML, Edifact messages will be introduced for Hazmat and waste messages. The plan is to implement these messages in May this year.

Work is in progress to extend the One Stop Shop to include ISPS, Schengen and customs reports. 

3. Finland 
With reference to your email regarding the follow-up information in the Member States please find enclosed the follow-up information for Finland.

Question 1)

Reply to first question a. “Which activities have been taken at national level”

We have had self testing for the next original messages in order to send information from our own system to SSN test system. We have first of all installed an XML-interface to our own message server which is actively sending port notifications and hazmat notifications to the SSN test system. All this information can be browsed from the SSN test site.  

Self tests that we have committed during January 2004 and January 2005:

1) Port notification (XML interface) 

· MS2SSN_Por_Req

· SSN2MS_Por_Res

2) Ship notification ((XML interface)

· MS2SSN_Ship_Req

· SSN2MS_Ship_Res

3) Hazmat notification details- phone/fax ((XML interface)

· MS2SSN_Ship_Req

· SSN2MS_Ship_Res

The latest tests concerning Port notification and Hazmat notification were carried out as a full test cycle in January 2005. We have qualified with the commissioning tests the following original messages:

1) Port notification

2) Hazmat notification

One general notice is that we are going to use only the XML-interface in order to provide data. For the web-interface we might grant rights for the commercial ports in Finland but the ports will not act as data providers. All information is gathered from one database. This database in connected to our national port traffic information system PortNet.
Our message server which is connected to SSN via XML-message based interface is a fixed component of the national PortNet-system.  All commercial ports in Finland can be linked to the PortNet-system via XML-message based interface.

Question 2)

Reply to the second question b. Actions to be done in the future. “Which are the plans and timetable in respect to the SSN”

We are still working with the Ship message in terms of getting the applicable AIS-data into our message. Our Ship message is now comprised of the MRS (Mandatory reporting system) data. But we are still working with the AIS data.

During this year we are going to manage one new message, namely the Security message. This work will be done during next nine months. Timetable March-October 2005.

Our plan is to do the commissioning tests for all four original messages (messages are listed below) and get them completed during one calendar year:

· Port notification

· Ship notification

· Hazmat notification

· Security notification

Timetable for these commissioning tests is January-February 2006. Timetable for reaching the status of data provider is March 2006. 
All information above refers to the fact that we would be ready to start to act as data provider against the SSN production server (CIS) during the spring of 2006. We are going to send actively all new data to the SSN test environment as mentioned above.

One fact which is quite challenging for us is the member state timing and performance requirements while acting as data provider. At this moment we cannot perform these timing requirements that the system should be available 24 hours per day with 99% availability. This solution is very expensive to implement.

One general notice is that we are only going to act as data provider against the SSN to begin with. This means that we have only one URL the data provider URL. This means that we have not yet applied for the 2 way SSL mechanism which would enable us to act also as data requester.  We are going to proceed with this issue during 2006. 
4. France 
A) Trafic2000 is operational since October 2004 within the 5 French MRCC (using Trafic2000 Web Interface), since December 2004 with Port of Le Havre (using Trafic2000 XML exchange). 2 of the 3 "Prefecture Maritime" (state coordinator for actions taken at sea) have an access to consult the message concerning their own area of responsibility. Port of Dunkerque and Port of Bordeaux are just now in the test phase (Some checks before to be connected to the production base).
 

Nobody is excepted to use the SSN Web Interface.
 

The messages are : Port (24h prior) ; Ship-MRS ; Hazmat (but only with Contact - The complete XML Hazmat message exists but I am not sure it will be used by the Ports) ; Alert : SITREP, POLREP, WASTE.
 

A new release of Trafic2000 is launched since 01 February 2005. 
According to XML Spy (which checks the schema), it's fully compliance with SSN v1.6.
 

 B) For the timetable, I join you the message I just send to your team. We will do our best. I think the dead-line won't be later than June 2005.
 

5. Lithuania
Further to your email I want to inform you in brief about the current situation in Lithuania and the plans regarding our national SafeSeaNet project:
· the implementation of the system has not started in Lithuania yet mainly due to organizational problems;
· however, in the near future the Ministry of Transport and Communication of the Republic of Lithuania is going to set up a working group which should develop a strategy of the implementation of SafeSeaNet in Lithuania, approve a plan of the implementation and set terms.
· therefore we hope that during the next SafeSeaNet workshop we will be able to provide EMSA with more detailed information regarding the status of this project in Lithuania and especially regarding the terms of the implementation of the system.
6. Netherlands (The)
The status of the SafeSeaNet developments in the Netherlands is:

· port of Rotterdam (including Moerdijk and Dordrecht) is planned to be operational at the 1st of April 2005 (local testing is finished, soon they will start testing with SafeSeaNet). They will implement an XML interface for providing Port and Hazmat Notifications. In the fourth quarter of 2005 they will implement a new XML interface, which also provides in supplying details about Hazmat Notifications via the XML interface. 

· port of Groningen will start commissioning test in march 2005. Is planned to be operational at the 1st of April 2005. They will implement an XML interface for providing Port and Hazmat Notifications.  

· port of Zeeland is operational with an XML interface. They are sending Port and Hazmat notifications. 

· ports of Amsterdam, Harlingen, Scheveningen and Den Helder are operational and entering Port and Hazmat Notifications via the SafeSeaNet Web interface. The port of Amsterdam will implement in the third quarter of 2005 an XML interface with SafeSeaNet for providing Port and Hazmat Notifications. 

· the Netherlands Coastguard will provide AIS Ship notifications via an XML interface by the 1st of May 2005. Via the SafeSeaNet web interface the Netherlands Coastguard is providing Alert notifications. 

· the Netherlands Shipping Inspectorate is providing Waste Alert Notifications via the SafeSeaNet web interface.

7. Cyprus 
I would like to refer to our future plans in relation with our national SafeSeaNet project and to inform you that no significant steps have been made so far due to the parallel development of VTMIS project. However, we intent to invite to tender as regard the development of the XML-mode most possible within this year.

8. Italy
The SSN interface has been included in the major architecture of National VTS infrastructure at the moment under development. New specific contract has been added to the main one to satisfy the SSN development. This contract has been signed and actually under registration by the National audit Authority, it is foreseen that the contractor has, starting from this period, almost 100 days to develop and put on place SSN interface with an XML standard. The mentioned time is the administrative expected deadline.
Furthermore and for information only the national VTS is almost operational and the AIS shore-based network should be operational around the end of the current year. Under the operational point of view during the month of September 2004, the Italian Coast Guard HQ MRCC has tested the web server interface in order to familiarize with this new instrument.
The application resulted to be very user friendly by the several operators that have had the opportunity to work on it. In the main time of SSN development, it would be appreciated if EMSA could authorize to continue to use the web interface for the IT MRCC acting as data provider in order to continue to train the personnel.
For this last issue incoming instruction from EMSA will be very well appreciated and welcome.
9. U.K. 
The UK achieved legal implementation of Directive 2002/59 in August/September of 2004. Our Regulations entered into force on 20 September. You are aware of the development of the UK AIS network and the trials in 2004. We expect to gain networked coverage equivalent to Area A1 GMDSS by end of March 2006.

The regulations authorised continuation of the previous Hazmat and Port Notification process as before, but allowed new arrangements to be developed and introduced. Formal consultation on requirements to revise and develop a new system for hazmat and port notifications was completed in January. This allowed us to complete the specification that will develop and integrate these systems within the fully electronic, Consolidated European Reporting System (CERS). This will also support linkage with SafeSeaNet. We expect to offer for tender on this system in a few weeks time, with completion projected for mid-2006.

Unfortunately, this is making the UK reluctant to invest in the current hazmat system at Dover, when it is due to be replaced in a few moths time. This would amount to carrying out the task of linking to SafeSeaNet twice over. We have some other functions at Dover including Ship Reporting that could be linked. Visibility of this information will though be achieved from France via Trafic 2000. 

This is the situation in the UK currently, and unless there is some other specific practical or legal reason why linkage with SafeSeaNet should be brought forward, we shall be looking at early to mid-2006 for this work to be budgeted for and carried out. We will nevertheless achieve completion of these developments before the Directive dates of end 2007 and 2008 and the UK intends to play its part fully within SSN.

10. Greece

Referring to your e-mail of 16/2/05 as regards our national SafeSeaNet project, I would like to inform you the following:

1. Evolution
1.1 Greek SafeSeaNet server has been connected to TESTA network since 06/10/2003.

1.2 The development of the first phase of the pilot SafeSeaNet project has been completed since 19/05/2004.

The basic capabilities, among others, provided by the system are:

a) Send notification messages (MS2SSN.not) to the Core SSN Server based on Port, HAZMAT, Ship (MRS) & Ship (AIS) reports.

b) Receive from the Core SSN Server request messages (SSN2MS.req) for detailed information for HAZMAT, Ship (MRS) & Ship (AIS) messages.

c) Send to the Core SSN Server detailed information messages (MS2SSN.res) for HAZMAT, Ship (MRS) & Ship (AIS) messages after receiving the corresponding request messages.

Remark: Detailed information messages (MS2SSN.res) contain only test data, as regards the cargo carried by the vessels.

1.3 An official test circle of the system has been carried out on 29/5/04. During this test circle all the above mentioned capabilities of the Greek SSN system have been successfully tested and evaluated.

In the attached folder (GR-SSN-EVO.zip) you can find a detailed report (00-GR-SSN-EVO.doc) as well as all the relative correspondence.

2. Current Status

Due to administrative and technical reasons the project has been deactivated since July 2004.

3. Near future plans

The reactivation of the pilot project is foreseen in the course of March 2005.

4. Further Development

In the light of the new legislative initiatives by the E.C., further development of the project is under examination from the competent authorities of our Ministry.

Closing this brief report, I would like to draw your attention to the information provided by the Commission Services regarding the Greek SafeSeaNet project.

As you probably remember, during the last SafeSeaNet meeting Mr. Texier presented a document describing the evolution of all national SafeSeaNet projects (Agenda Item V1). According to this document, Greece appeared as to have not made any progress, despite the fact that in the report of the previous meeting that has been recently approved (Agenda Item I2) the following has been included:

“ Greece
Greece is the only M.S. connected with TESTA and did tests in May 04.”
Considering the above mentioned, it has been noticed that for a second time the Commission Services provide incorrect or incomplete information regarding the Greek SafeSeaNet project (the first one is related to the Test Evaluation Summary of 31/3/2004 Report posted in Circa web site as you can see in the attached file Test_Report_March-04.zip which contains the report and the relative correspondence). Thus, you are kindly requested to include the above information in the report of SSN for the meeting of 15/2/05.

11. Latvia

a) Which activities have been taken at national level (if the SSN application have been completed, which messages, which mode (XML or Web), which tests have been performed, which ports and Authorities have been connected to the system etc.) 
 

b) Which are the plans and the timetable in respect to the SSN application or extension (further development) 

 

At this moment Latvia has received access to test programme for Web mode. Latvian authorities are planning to start up participating in SSN using Web mode. At the same time there are negotiations carried out  between relevant authorities (Latvian maritime administration, port authorities and MRCC) on the principles of XML mode, that will be created later.
12. Denmark

In accordance to reference, EMSA requested a brief report regarding the current situation and the plans regarding our national SafeSeaNet (SSN) project.

Current situation:

As Headquarters Admiral Danish Fleet (HQ ADMDANFLEET) has been appointed as National Competent Authority (NCA) and Maritime Assistance Service Denmark (MAS Denmark), it has been decided that the current naval information system, Royal Danish Navy Command, Control and Information System (RDN CCIS) shall contain the MAS Denmark functionality which includes the SSN interface to the European index server. Development of the SSN XML-interface has top priority with regards to MAS Denmark functionality.
HQ ADMDANFLEET is registered as NCA in the SSN Web User Interface. Free testing of “send” and “get” notifications has taken place. After XXXX-testing and commission-testing of the SSN Web User Interface, HQ ADMDANFLEET will be able to exchange HAZMAT notifications only due to the fact that the national network-infrastructure, which connects various ports, authorities and customs, is not operational. The SSN Web User Interface is only a temporary solution, used until a fully automated XML-interface and data-exchange is in place. The schedule for completing the XML-interface and automatic data-exchange is present set for late 2005.

Future plans:

Denmark is at the moment planning and developing the national network-infrastructure, enabling HQ ADMDANFLEET to get the relevant data to fully comply with all SSN messages, such as: Port notifications and ship-notifications. It is, at the moment, not possible to give a time table for this network, but HQ ADMDANFLEET will keep EMSA informed on project progress.

13. No reply 

EMSA received no reply from Belgium, Ireland, Slovenia, Spain, Estonia, Germany, Norway, Poland and Malta. 
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