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	Executive summary 
	This document proposes for the development of a “Data Quality Guideline” that will contribute to the reliability of the data exchanged into the SSN system.

	Action to be taken
	As per paragraph 4

	Related documents
	SSN 04/3/9

ISWG 3/4/2


1. INTRODUCTION
The issue of “Quality of Data” has been discussed in WS 4 and during the ISWG 3. 

Based on previous conclusions and a presentation submitted by France, the ISWG concluded on the following:

· the group noted the interest for developing a set of standard check to be apply by all SSN actors,

· Certain participants requested the development of a centralised Ship register maintained by EMSA in order to support the current activities of SSN and prepare for future functionalities (PSC, Waste alert, Security, etc…),

· Other participants requested the support of EMSA for performing regular quality checks on incoming message. 

At WS4 the German representative reported that the German ship owners association shows great interest for setting data quality rules in SSN. 

2. DISCUSSION
It results of the discussion with the participants that the term of “Quality” is applicable to a large scope of items. Here below is listed a non exhaustive list of concerns expressed during the discussions by the SSN actors.

Data

Data exchanged within SSN must comply with standard size, structure and other physical or referential criteria.
The concerned data are:

· Physical data: metric, time, date, etc…for which a set of requirements must be specified (standard, size, length, etc…), 

· Identifier data: IMO, MMSI, RCS, etc…for which reference standard and structure of the data must be specified (format, size, algorithm, etc..)

· Referenced data: IMO code for DG, UN code for Locode, etc...for which the consistency against the reference rules must be ensured,

· Message format: validation of the messages against a Xml schema (XmlMRG) or specific set of rules (eg banned ship)

The XmlMRG already specify several internal checks (checksum, algorithm, etc…) but it doesn’t cover the whole of the need.

Business logic:

The service proposed by SSN must comply with the requirements and the expectation of the users. It means the system must validate the service against the system specification but also ensure the result is coherent and appropriate: 

· when a request for a last notification is received by the core, the reply must be the valid one , e.g. not the last notification received by the core but the last notification collected from a ship,

· The system must detect inconsistency between a same set of notification applying to a unique ship (eg Ship Notification with ETA to a port without any previous Port Notification)

· The Policy in matter of rejection of inconsistent message received by SSN must be defined (when a message can be rejected?),

· Coherency must be guarantee (ETA against ETD, date, chronology of message of Notification received by the core, etc…),

This part is not specified for the time being and necessitates to be developed. 

Communication

SSN is in charge to collect and store the identification details of the actors in order to perform a list of tasks: route the request messages and the associated reply, report to the actors, etc.. 

In order to ensure a rapid and reliable execution of the service the agenda must be regularly checked and updated accordingly. 

This is not specified for the time being and necessitates to be developed. 

The SSN network is based on Internet and Testa. The quality of the communication (availability, reliability, message lost, etc..) must be checked. Specific action must be implemented for that regarding the collect and analyse of data, system monitoring, etc...

This part is partially implemented in the frame work of the hosting service. 

Ship details

It has been repetitively requested by MS that ship details must be of high reliability. It means the four identifiers of a ship in use in SSN have to be consistent against a selected list of databases (Equasys, Fairplay, others…). 

That control necessitates a manual intervention (human resource) and the selection and the access to a list of reference databases.

This part is not specified for the time being and necessitates to be developed. 

3. EMSA CONCUSIONS / RECOMMENDATIONS 

The scope of application of “Quality” is quite vast and cannot be treated in one single way due to the following:

· New specifications for data quality control should be implemented at national level; as a consequence the existing Xml interfaces will have to be upgraded. 

· Constraint of Budget, resource, time must be taken into account, 

· Business logic rules must be based on experience and feedback received from users. The level of experience gained for the SSN operational use is currently poor.

· Existing internal check can be improved without consequence for the MS interfaces (ship identifiers, physical data). 

· Certain issues necessitate a high level knowledge.

In order to progress on that important issue, EMSA propose the following methodology.

· The SSN WS 6 recommend for setting up a Technical Working Group on “Data quality” with mission to develop and submit to the SSN WS 7 a “Data Quality Guideline” based on the terms of reference in annex I,

· The TWG will be constituted by volunteer participants and EMSA.

4. ACTION REQUIRED

The Members States are invited to note the above mentioned proposals and take appropriate decisions. 

Annex I
Technical Working Group on “Data Quality” in SafeSeaNet

Terms of reference

The Technical Working Group on “Data Quality” should, taking into account of the existing specification of the SSN system, develop and submit to the SSN WS 7 for approval:

· a “Data Quality Guideline” that cover the scope of the quality validations to be implemented into SafeSeaNet,

· the “Data Quality Guideline” shall : 

·  define the specification for developing and implementing the relevant process that guarantee a good level of quality into SSN, 

· recommend a set of good practises to be followed by the SSN actors and 

· propose a timing for implementing the requirements,

The Technical Working Group should be assisted in that task by external experts.
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