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	Executive summary 
	Contains information on the main principles concerning access rights and visibility areas upon which the French navigation information, system designated Trafic 2000.

	Action to be taken
	See paragraph 3 for proposals
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1. INTRODUCTION

The purpose of this document is to introduce one possibility of managing access rights and visibility areas.

The example is based on the French approach used in Trafic 2000.

2. Trafic 2000’s access rights and visibility areas

Trafic 2000’s access rights and visibility rules are granted through a multi-layer system managed by the information traffic unit.
The first layer is called participant.
In this first step, the name of the entity and its geographical visibility are defined in the system (annex I: participant Jobourg Traffic). These areas of visibility are mainly managed by the Locodes existing in this zone.

Priority rules for message reception are also implemented (in case of overload).
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Diagram n°1 some Channel’s participants: examples of area of visibility.

The second one is the participant’s profile.

In this layer will be managed the rights to use different functions of Trafic 2000 for a global entity:

· requesting

· folders and alerts creation

· list of ship creation

· etc…

The rights for the different messages will also be managed upon this layer (diagram n°2: CROSS JOBOURG’s profile).

Rights for reading (depending on the “consultation” and “visibilité totale” columns) and rights for writing (emission column).

The participant’s profile represents the entire diagram n°2.

The third one is the user’s profile (already restricted by the type of participant and the participant’s profile).

This final layer is a copy of the former one adapted to the role within the entire profile (ANNEX III: watch officer (CQ NAV)’s profile).

The watch officer will have more rights than the watch operator for example.

This third layer is also the one by wich the different actors of a same entity will be recognized by the security system (CERBERE) of the ministry.

Each entity is connected via a login and password dedicated to his specific job. This will permit to identify the requester and to applicate our three layer.
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Diagram n°2: participant & user’s profile

This introduction is based on the more complex case. For a single harbour for example, only the layer 1 and 2 are necessary.

Using this management, the system only allows visibility on messages to those who need and are authorized to have the information (a harbour cannot see the traffic of another one, for example).

3. Proposals

· Each NCA should notify their participant’s profile (access rights and visibility area) in SSN

· At SSN level, the participant ‘s profile is integrated and managed

· A log book of all requests and answers may be created

· A directory of all SSN participants may be available through SSN platform

2nd layer: participant’s profile





3rd layer : user’s profile
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